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SAFEGUARDING NATIONAL SECURITY INFORMATION AND 
POLYGRAPH EXAMINATIONS OF FEDERAL EMPLOYEES 

By 

Richard K. Willard 

Statement of Ri chard K. Wi 11 ard, Deputy Assistant Attorney General, 
U.S. Department of Justice, before the Legislation and National Security 
Subcommittee of the Committee on Government Operations, U. S. House of 
Representatives concerning Presidential Directive on Safeguarding National 
Security Information and Polygraph Examinations of Federal Employees. 

* * * * * * 
Mister Chairman, I appreciate the opportunity to appear before this 

Committee to describe the background and purpose of President Reagan's re­
cent directive on safeguarding national security information. In addi­
tion, I will undertake to describe this Administration's views concerning 
polygraph examinations of federal employees. 

Background 

Since the days of the Founding Fathers, we have recogni zed the need 
to protect military and diplomatic secrets. This need is even more acute 
today because of the dangerous world in which we live, including the ever­
present threat of nuclear war. 

Our adversaries employ highly efficient intelligence services, which 
use overt and covert means to gather information concerning American mili­
tary capabilities, diplomatic intentions, and our own intelligence ef­
forts. The security of this nation and the peace of the world depend in 
large part on our ability to keep certain kinds of this information se­
cret. 

Our task is complicated by the fact that we have a tradition of free 
;peech and a form of government that depends upon an informed electorate. 
Jnnecessary secrecy is contrary to our most fundamental values. 

When information must be kept secret in the interest of national se­
:urity, its protection is an important constitutional responsibility of 
:he President. Since at least 1940, Presidents have safeguarded such in­
~ormation through Executive orders providing for a system of classifica­
:ion. In a number of civil and criminal statutes, Congress has recognized 
:he President's authority to adopt such Executive orders. 

The present Executive Order on classification was issued by President 
~eagan in 1982. It limits the use of classification to information that 
"reasonably could be expected to cause damage to the national security" if 
"'eleased without proper authorization. This Executive Order also pro­
libits the use of classification to conceal violations of law, ineffi­
:iency or administrative error, or to prevent embarrassment to a govern­
lent agency or employee. 
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The unauthorized disclosure of classified information has been speci­
fically prohibited by each of the Executive orders on this subject. Such 
disclosures also violate numerous more general standards of conduct for 
government employees based on statutes and regulations. Moreover, in vir­
tually all cases the unauthorized disclosure of classified information 
potentially violates one or more federal criminal statutes. 

Notwithstanding the clear illegality of this practice, unauthorized 
disclosures of classified information have appeared in the media regularly 
and frequently over the last decade. Examples of the harm caused by such 
disclosures are themselves classified and cannot be provided in a public 
heari ng. However, the i nte 11 i gence committees of the Congress are well 
aware of the harm caused by unauthorized disclosures of classified infor­
mation. 

During the Carter Admi ni strat i on, these committees expressed thei r 
concern that this problem was not being sufficiently addressed. In 1979, 
a subcommittee of the House Permanent Select Committee on Inte 11 i gence 
held hearings on the subject "Espionage Laws and Leaks." The chairman's 
opening remarks included the following observation: 

We begin the process with a concern for the Government's abil­
ity to protect against classic espionage, leaks of highly clas­
sified material and with what has been called gray-mail ..• We 
will ask why it is that unauthorized disclosures of classified 
information, particularly leaks of intelligence information, go 
unprosecuted and unpunished. l/ 

The ranking minority member's opening remarks included the following 
statement: 

We are equally concerned about development of ways by which we 
can detect leaks and investigate and prosecute those who jeo­
pardize our national interest by leaking classified intelli­
gence information. . .. As to the matter of leaks, for varying 
reasons, no effective action has been taken in order to prevent 
a problem which is growing at a sUbstantial rate. 2/ 

A subcommittee of the Senate Select Committee on Intelligence issued 
a report in 1978 entitled "National Security Secrets and the Administra­
tion of Justice." The first conclusion stated in the report was as fol­
lows: 

(A) There has been ~ major fai 1 ure .Q!!. the part of the Govern­
ment to take action in leak cases. -- •.. The committee found 
thaI" Tea'l<"Cases are unlquely difficult to investigate. But, we 
found cases where no action was taken -- investigation or pro­
secution -- even where a leak clearly violated an existing sta­
tute and caused serious harm to national security. 3/ 

The problem of unauthorized disclosures of classified information is 
probably no worse today than it was during the Carter Administration, but 
it continues to be a matter of serious concern. President Reagan recently 
took the unprecedented step of sendi ng a memorandum on thi s subject to 
federal employees who handl ed cl assifi ed informat i on. The President's 
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memorandum includes the following statements: 

Recent unauthorized disclosures of classified information 
concerning our diplomatic, military, and intelligence activi­
ties threaten our ability to carry our national security pol­
icy. [These] disclosures are so harmful to our national 
security that I wish to underscore to each of you the serious­
ness with which I view them. 

The unauthorized disclosure of our Nation's classified 
information by those entrusted with its protection is improper, 
unethical, and plain wrong .... 

The American people have placed a special trust and con­
fidence in each of us to protect their property with which we 
are entrusted, including classified information ... 

* * * 
... As servants of the people, we in the Federal Govern­

ment must understand the duty we have to those who place their 
trust in us. I ask each of you to join me in redoubling our 
efforts to protect that trust. 

A copy of the complete memorandum is attached to my statement as Exhibit 
A. 

Presidential Directive on 
Safeguarding National Security Tnformation 

In addition to reminding federal employees of their personal respon­
sibilities, the President has issued a directive that requires a number of 
additional steps to be taken to protect against unlawful disclosures of 
classified information. A copy of the text of that directive, known as 
National Security Decision Directive 84, or NSDD-84, is attached as Ex­
hibit B to my statement. In summary, NSDD-84 provides: 

-- additional restrictions upon government employees who are en­
trusted with access to classified information, and upon government 
agencies that originate or handle classified information; 

-- a more efficient approach to investigating unauthorized disclo­
sures, including additional use of polygraph examinations under care­
fully controlled circumstances; and 

-- mandatory administrative sanctions for employees found to have 
knowingly disclosed classified information without authorization, or 
who refuse to cooperate with an investigation. 

Implementation of NSDD-84 has required a careful review of security 
regulations and practices throughout the government. A number of changes 
ire being made as a result of this review. 

A significant aspect of implementing NSDD-84 has been the development 
'f two new nondisclosure agreement forms for government-wide use. One of 
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these forms is a classified information nondisclosure agreement, which has 
been promulgated by the Information Security Oversight Office as Standard 
Form 189. 4/ This form does not include a provision for prepublication 
review. 

The other form is a nondisclosure agreement to be signed as a condi­
t i on of access to Sens it i ve Compartmented I nformat i on, or SC I. Th is 
agreement was promu 1 gated by the Director of Cent ra 1 I nte 11 i gence on 
August 30, 1983, as a replacement for Form 4193, which had been adopted in 
1981. Both versions of this form contain provisions for prepublication 
review, but we believe the new form will provide the government with an 
enhanced ability to safeguard classified information. A copy of the new 
SCI nondisclosure agreement is attached as Exhibit C to my statement. 

Secrecy agreements requiring prepublication review have been used at 
CIA for many years, and in 1980 the Supreme Court approved their use in 
Snepp v. United States. 5/ The sole purpose of prepublication review is 
to permit deletion of classified information before it is made public. 
This program does not permit the government to censor material because it 
is embarrassing or critical. Earlier this month, the United States Court 
of Appeals for the District of Columbia Circuit issued an opinion uphold­
ing the manner in which CIA conducted its prepublication review of a for­
mer employee's magazine article. ~ 

The Department of Justice has determined that the two new nondisclo­
sure agreements adopted to implement NSDD-84 would be enforceable in civil 
litigation initiated by the United States. The Department has also issued 
regulations for its prepublication review program. Copies of thse docu­
ments are attached as Exhibits D and E to my statement. 

Use of the Polygraph in 
Safeguarding National Security Information 

NSDD-84 was based upon the recommendations of an interdepartmental 
group convened by the Attorney General. I served as chai rman of thi s 
group, which also included representatives designated by the Secretaries 
of States, the Treasury, Defense, Energy, and the Director of Central In­
telligence. Copies of the report of this group, which is unclassified, 
have been furnished to the Committee. 

Our report found a number of deficiencies in the system by which the 
government investigated unauthorized disclosures of classified information 
appearing in the media. We concluded that this system was "so ineffectual 
as to perpetuate the notion that the government can do nothing to stop 
leaks of classified information." 

NSDD-84 includes a number of steps to streamline the reporting and 
investigation of unauthorized disclosures. Among other things, it clari­
fies the FBI's authority to investigate cases in which administrative 
sanctions may be sought instead of criminal prosecution. 

Our report considered the question of polygraph use and concluded as 
follows: 
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The polygraph can be a useful tool in leak investigations 
under certain circumstances. It should be used selectively and 
its results considered within the context of a complete inves­
tigation. The polygraph should not be used for dragnet-type 
screening of a large number of suspects or as a substitute for 
logical investigation by conventional means. It is most help­
ful when conventional investigative approaches have identified 
a small number of individuals, one of whom is fairly certain to 
be culpable, but there is no other way to resolve the case. A 
polygraph examination in this situation can be limited to the 
unauthorized disclosure that is being investigated and should 
not include questions about life style that many employees 
would find offensive. Moreover, polygraph results should not 
be relied upon to the exclusion of other information obtained 
during an investigation. 

The provision in NSDD-84 that is based upon the foregoing recommenda­
tion requires government agencies with employees having access to classi­
fied information to revise their regulations as necessary so that em­
lloyees could be required to submit to polygraph examinations, when appro­
Jriate, in administrative investigations of unauthorized disclosures of 
:lassified information. The Directive provides further that: 

Agency regulations must, as a minimum, permit the agency to de­
cide that appropriate adverse consequences will follow an employee's 
refusal to cooperate with a polygraph examination that is limited in 
scope to the circumstances of the unauthorized disclosure under in­
vestigation. 

Agency regulations may provide that only the agency head, or his 
delegate, is empowered to order an employee to submit to a polygraph 
exami nati on. 

-- Results of polygraph examinations should not be relied upon to the 
exclusion of other information obtained during investigations. 

Government agencies have substantial discretion in deciding how to 
mplement this aspect of NSDD-84, subject to constitutional and statutory 
onstraints. The policies of such agencies -- including CIA, NSA, and the 
epartment of Justice -- already satisfy the requirements of NSDD-84. The 
ffice of Personnel Management has clarified its policies as being consis­
ent with NSDD-84. The Department of Defense has proposed a comprehensive 
eV1Slon in its polygraph regulation that would, among other things, sat­
sfy the requirements of NSDD-84. Implementing regulations in other agen­
ies are currently being prepared. 

Another way in which the polygraph can be used to prevent unautho­
ized disclosures of classified information was not addressed in NSDD-84 
r the study leading up to it. I am referring to its use in the periodic 
r aperiodic screening of government employees with access to certain 
inds of sensitive classified information to determine whether they have 
isclosed such information either to foreign agents or to others not au-
10rized to receive it. 

Our major intelligence agencies -- CIA and NSA -- currently use 
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polygraph examinations to screen candiates for employment and periodically 
thereafter. The proposed new Department of Defense regulation would pro­
vide for some additional uses of the polygraph. This proposal has caused 
some controversy, and a rider to the current authorization act contains a 
moratorium on any changes in Department of Defense pol icy regarding the 
polygraph until April 15, 1984. The stated purpose of the moratorium con­
tained in the Defense authorization act was to permit congressional hear­
ings upon this subject before new policies were implemented in that De­
partment. 

Because these various proposals for polygraph use have been of con­
cern to thi s committee and others in the Congress, I have endeavored in 
the balance of my statement to address in a fairly comprehensive manner 
some general questions regarding the polygraph, with particular emphasis 
on its use in connection with federal employment. 

Polygraph Accuracy 

Although referred to as a IIlie detector,1I the polygraph itself does 
not detect lies. The polygraph is an instrument that measures a variety 
of physiological responses of an individual undergoing questioning. These 
measurements assist the polygraph examiner in forming an opinion as to 
whether the individual has given truthful or deceptive answers to particu­
lar questions. 

There are two bas i c categori es of polygraph use: invest i gat ions of 
misconduct or other specific issues, and generalized screening. Gener­
alized screening includes pre-employment testing to verify the accuracy 
and completeness of information provided in connection with the applica­
tion for employment. Screening can also be used in the post-employment 
context, on either a periodic or aperiodic basis, in an attempt to deter­
mine continuing compliance with particular standards of conduct or other 
conditions of employment or access to information. 

Numerous sci ent ifi c studi es have attempted to quantify the accuracy 
of polygraph examinations. 7/ It is important to recognize that there are 
substantial differences in the methodology of these studies. In addition, 
there are differences in the skills of particular polygraph examiners and 
in the types of inquiries they are asked to undertake. For these reasons, 
among others, the results of the studies have varied considerably. 

The overwhelming majority of studies show accuracy rates for poly­
graph examinations within the range of 70 to 95 percent. This is obvious­
ly a wide variation, but it reflects a clear scientific consensus on one 
point: polygraph examinat ions produce stat i st i cally si gnifi cant indi ca­
tions of deception and nondeception. 

Of course, the distinction between 70 and 95 per cent accuracy is 
likely to make a significant difference in the purposes for which the 
polygraph technique should be employed. For the reasons that follow, we 
believe the relevant accuracy rate is closet' to 95 percent than 70 per­
cent. 

First, IIfield ll studies -- most of which involve subjects who are 
suspected of real crimes -- show a higner accuracy rate than 
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laboratory studies. We believe this indicates greater accuracy of 
the polygraph in IIreal-life ll situations, where the subject has a 
keener appreciation of the consequences of deception and is thus more 
likely to display physiological symptoms. 

-- Second, studies with more highly trained and experienced examiners 
show a hi gher accuracy rate than those using student s or academi cs. 
Since government polygraph examiners generally have a high level of 
training and experience, we believe they are likely to have a high 
accuracy rate. 

-- Third, studies using field polygraph instruments, which carefully 
measure three or more physiological reactions, show a higher accuracy 
rate than those using laboratory equipment and more limited measure­
ments. Government polygraph examinations thus are likely to have the 
higher accuracy rates. 

It is important to recognize that no one can credibly claim a 100 
percent accuracy rate for any of the polygraph techniques. The possibil­
ity of error is always present. Knowing this, federal polygraph programs 
generally require a second evaluation of every set of polygraph charts by 
a senior polygraph examiner, and no report of deception or truthfulness is 
made without agreement on the charts. 

When the examiner cannot reach a conclusion or the reviewer dis­
agrees, the result is reported as lIinconclusive. 1I This call of lIinconclu­
sive ll is a vital aspect of the quality control program, and reduces the 
risk that the results of any particular examination will be erroneous. 
When pOSSible, additional examinations are scheduled to resolve the issue. 
However, there are always a few people who do not test well and a number 
of topics which are not suitable for resolution by polygraph testing. 
Thus some inconclusive results are inevitable, as well as necessary to 
avoid erroneous calls. 

Many experimental studies do not take into account the possibility of 
inconclusive results and requires an evaluation of truthfulness or decep­
tion in each case. This is yet another reason that we believe the actual 
~rror rate in government-administered polygraph examinations is consider­
lbly lower than some laboratory studies would suggest. 

For purposes of policy analysis, it is important to recogize that 
:here are two types of possible error in a polygraph examiner's evalua­
: ion. 

One type of error is the IIfalse negative ll
; that is, a deceptive sub­

ject who is found by the examiner to be truthful. False negatives can be 
1 signficant problem if polygraph examination results are given undue 
~eight or are used to replace other investigatory techniques. However, if 
the polygraph is used as an additional means of investigation, and its re­
;ults taken in the context of all available information, then the IIfalse 
negative" problem does not provide a substantial reason to avoid polygraph 
Jse. 

The other type of error is the "false positive," in which a truthful 
)erson is found to be deceptive. For the reasons explained above, we 
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believe that the actual "false positive rate in government-administered 
polygraph examinations is quite small. Nevertheless, even this small pos­
sibil ity is a basis for serious concern because we have a deep-seated 
aversion to any procedure that produces false incrimination. In deciding 
what circumstances warrant polygraph usage in the government, our continu­
ing concern is to eliminate or at least minimize the possibility that an 
individual will be treated unfairly as a result of a "false positive" 
polygraph examination. 

The fact that polygraph examinations can produce "false positives" is 
not -- in itself -- a sufficient basis to renounce their use. Virtually 
all investigative techniques can also produce false positives. For exam­
ple, the background investigation is a basic screening device for most im­
portant government jobs and security cl earances. Thi s invest i gat i on in­
cludes interviews with neighbors, associates, landlords, and references. 
Obviously, a certain percentage of these interviews or record checks pro­
duce "false positives" -- derogatory information that is untrue or dis­
torted. Yet we continue to use these investigative techniques because 
they generally provide reliable information and we have no better alterna­
tives. 

The same kind of analysis applies to eyewitness accounts and even to 
many scientific tests, such as blood tests, breathanalyzers, voiceprints, 
fiber analysis, and urinalysis. The degree of accuracy for these techni­
ques may vary, but in each case there is some potential for an erroneous 
incriminating result, or "false positive." Yet such techniques are regu­
larly used in investigations. 

One other question relating to polygraph accuracy is the possibility 
of countermeasures or attempts to "beat the machine." The techniques com­
monly used as countermeasures are known, and a well trained examiner is 
capable of detecting their use. Nevertheless, it may be possible for a 
subject to use undetected countermeasures, whi ch coul d lead to a "fa 1 se 
negative" result. This is yet another reason that the polygraph technique 
should not be used as a substitute for conventional means of investigation 
or its results gi ven undue wei ght. Yet, as with the case of "fa 1 se nega­
tives" generally, it provides no basis for avoiding polygraph use alto­
gether. 

Most studies of polygraph accuracy deal with its use in investigating 
particular instances of criminal misconduct (or a laboratory approximation 
thereof). However, it would appear that similar results would obtain in 
screening situations, at least where the issues to be resolved are clearly 
defined, including such matters as prior misconduct or falsified informa­
tion provided in personal history statements, which would appear to the 
subject to be equally serious. 

The foregoing discussion has related solely to the accuracy of poly­
graph examinations for purposes of assessing the truthfulness or deception 
of an individual's response to particular questions. However, this analy­
sis overlooks two other ways in which the polygraph technique has substan­
t i a 1 ut il ity. 

One major benefit of polygraph use is in enhancing the ability to ob­
tain information from the subject. Experience has shown that subjects 
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quite often make admissions, or volunteer additional relevant information, 
in connection with a polygraph examination. This phenomenon may actually 
produce information that is more useful in terms of the purpose of the ex­
amination than the examiner's assessment of the subject's physiological 
responses. 

An additional benefit of polygraph use is its deterrent effect upon 
certain kinds of misconduct that can be difficult to detect through other 
means. Employees who know they are subject to polygraph examinations may 
be more likely to refrain from such misconduct. In addition, use of the 
polygraph in pre-employment screening serves to deter appl icants who do 
not meet standards of suitability for employment. 

Role of the Polygraph Examiner 

Notwithstand i ng the potent i a 1 accuracy of the polygraph techni que, 
its reliability in particular cases is largely dependent upon the ability 
and integrity of the particular examiner. The opinion of an incompetent 
or dishonest polygraph examiner can be worthless or even deliberately mis­
leading. Any polygraph program requires careful attention to the exami­
ners who are used. 

In real-life situations, the polygraph examiner knows the identity of 
the subject and is generally familiar with the subject matter of the in­
quiry. This background assists the examiner in formulating questions to 
be used in the examination and in evaluating the subject's responses, thus 
increasing the accuracy and utility of the technique. However, it also 
affords an opportunity for the examiner's conscious or subconscious biases 
to influence the results of the examination. 

The possibility of examiner bias is not a sufficient reason to reject 
use of the polygraph. Eyewitness testimony and information acquired from 
interviews or physical surveillances are also subject to possible bias. 
Yet such techniques are the basic methods of conducting any investiga­
tion. 

Moreover, polygraph programs in the federal government are conducted 
pursuant to stri ngent standards. Po lygraph exami ners employed by the 
federal government are carefully selected, undergo thorough training, and 
their work is carefully supervised. 

Throughout this process, examiners are scrutinized for indications of 
bias that could improperly affect their judgment in specific cases. The 
results of each examination are reviewed by an experienced supervisor as 
an additional safeguard against improperly drawn conclu~ions. In most 
federal polygraph programs, current employees who fail to pass an examina­
tion are permitted a second examination by a different examiner. We be­
l ieve these measures ensure that federal polygraph examiners meet the 
highest possible standards of competence and objectivity. 

Privacy and the Polygraph 

Apart from issues relating to its accuracy, there are also questions 
raised as to whether use of the polygraph involves an unwarranted invasion 
of personal privacy. Some critics fear that polygraph examinations will 
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be used to probe the subject's religious and political beliefs or atti­
tudes toward labor unions. Concern is also expressed that employees will 
be questioned about personal matters in which the government has no legi­
t imate interest. 

These privacy concerns are important and must be addressed. Current 
programs for polygraphing federal applicants or employees include safe­
guards to ensure that improper and irrelevant questioning dues not occur. 
We believe the following safeguards are essential: 

-- First, certain kinds of questioning must be prohibited in all 
situations. This prohibition includes such matters as religious and 
political beliefs protected by the First Amendment. 

-- Second, questioning about the subject's personal life must be 
limited to matters that are clearly relevant to the purpose of the 
examination. 

-- Third, all questions relevant to the purpose of the examination 
must be reviewed in advance with the subject. This procedure permits 
the subject to object if he bel ieves an improper question is to be 
included in the examination. 

-- Fourth, technical or control questions, which are necessary to the 
conduct of the examination, should be constructed to avoid embarrass­
ing, degrading or unnecessarily intrusive matters. 

-- Fifth, sufficient records must be maintained to permit monitoring 
and supervision of polygraph examinations to ensure compliance with 
these safeguards., 

By observing the foregoing safeguards, we believe that privacy objec­
tions to use of the polygraph are minimized. In this regard, it is impor­
tant to recognize that the polygraph technique is not the only type of in­
vestigative technique that could result in unwarranted invasions of per­
sonal privacy. Conventional investigative techniques--such as interviews 
with neighbors, friends and associates--can be used in an abusive manner. 
For privacy purposes, the most important safeguard is a limitation on the 
scope of the investigation. Denial of the use of particular investigative 
techni ques, such as the polygraph, does not address the real prob 1 em of 
deciding what topics of inquiry constitute an unwarranted invasion of pri­
vacy. 

Another privacy-related objection to polygraph use is that the tech­
nique relies upon self-incrimination. Apart from the legal issue, which 
is discussed later, the phenomenon of potential self-incrimination is not 
a valid basis for objecting to government use of the polygraph. Most 
government screening and investigation is conducted on the basis of infor­
mation supplied by the individual. For example, applicants for security 
clearances fill out extensive background information forms, which are 
signed under threat of criminal penalties for any false statement. The 
polygraph examination is simply another way of obtaining, and verifying, 
the same kind of information. 

Polygraph 1983, 12(3)



Richard K. Willard 

Legal Issues Regarding the Polygraph 

In 1923, the United States Court of Appeals for the District of 
Columbia Circuit held that the polygraph technique was not sufficiently 
accepted in the scientific community as to be admissible evidence in a 
criminal trial. For many years this decision, Frye v. United States, 8/ 
was the leading case on the admissibility of polygraph examination re­
sults. However, the authority of this decision has been undermined in re­
cent years by increasing scientific documentation of the polygraph techni­
que and changes in the law of evidence. 

All of the scientific studies referred to previously were performed 
after 1923, and this body of knowledge was obviously unavailable to the 
Frye court. Indeed, a number of courts and commentators have been favor­
ably impressed with the currently available scientific documentation of 
the polygraph technique. Some commentators have al so expressed the view 
that the legal theory of the Frye decision is inconsistent with the new 
Federal Rules of Evidence. 9/ --

There has never been a Supreme Court ruling on the admissibility of 
polygraph evidence in federal court. The Courts of Appeals are divided on 
the issue. Some adhere to the Frye decision and have a per se rule of 
excluding polygraph evidence. l~In a number of other---clrcuits, the 
decision whether to admit polygraph evidence is left to the discretion of 
the trial judge. ll! 

The state courts are similarly divided on the question of admitting 
polygraph results into evidence. Many states do not permit polygraph evi­
dence to be admitted for any purpose, but a number of other states allow 
polygraph evidence under limited circumstances. 12/ It is fairly common 
for polygraph results to be admitted pursuant to a-stipulation of the par­
ties. 13/ In at least one state, polygraph evidence is generally admissi­
ble on-rhe same basis as any other scientific evidence. ji/ 

The Justice Department has traditionally opposed the use of polygraph 
examination results in criminal tri als as evidence of the gui It or inno­
cence of the accused. Use of polygraph evidence in a criminal trial in­
volves a number of considerations that do not apply to its use as an in­
vestigatory technique. Among these considerations are the following: 

-- First, a guilty subject may be able to use undetected counter­
measures, thus causing the examination to produce false evidence of 
innocence. As with other IIf a 1 se negat i ves, II th is prob 1 em is of less 
concern when the polygraph is used in an investigation and is cumula­
tive to other investigative techniques. 

-- Second, there is a substantial likelihood that a jury would give 
undue weight to polygraph examination results. This phenomenon could 
ultimately displace the jury's function in cases where polygraph evi­
dence is received on the ultimate issue of guilt or innocence. l§! 
-- Third, attempts to introduce polygraph evidence could greatly in­
crease the length of criminal trials in order to accommodate the 
necessary expert testimony on each side of the issue. 
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-- Fourth, polygraph exami nat ions gi ven to defendants by "fri endl y" 
examiners may be more likely to produce exonerating results, includ­
ing false negatives. In this situation there is no risk that detec­
tion will have adverse consequences to the subject, since unfavorable 
results need never be known to anyone except defense counsel. In­
deed, a defendant could be examined by a number of polygraphers until 
he passes a test, and then seek to use the one favorable examination 
as evidence of innocence. 

Fifth, because of Fifth Amendment considerations, the prosecution 
cannot obtain polygraph evidence without the consent of the accused. 
The Fifth Amendment may also prevent use of polygraph results in 
cases where the accused chooses not to testify. Therefore, polygraph 
evidence is likely to be a one-sided weapon in criminal trials, 
available mostly to defendants and not to prosecutors. 

The foregoing concerns apply only to use of polygraph evidence in a trial, 
primarily a criminal trial. The same considerations do not apply to use 
of the polygraph as an investigatory technique. 

The Justice Department has traditionally supported use of the poly­
graph as an adjunct to the normal interview and interrogation process in 
certain kinds of matters within its investigative jurisdiction . 

... with proper ethics by the polygraph examiner and tight ad­
ministrative control by the user agency, there is no question 
but that the polygraph can be a valuable investigative aid to 
supplement interrogation in selected criminal and national 
security cases. Interrogation is a basic tool of any investi­
gative agency and the FBI considers the polygraph technique a 
thorough and specialized interview procedure in which a skill­
ful interrogator is attempting to simply ascertain the truthful 
facts from a consenting individual regarding a matter in which 
we have jurisdiction. 

In some instances suspects wi 11 admit decept ion and fur­
ni sh confess i on and/or si gned statements. In most instances 
valuable new information or investigative direction is de­
veloped as a result of the examination and follow-up interroga­
t ion. 16/ 

The fact that polygraph evidence is not admissible in a criminal 
trial does not preclude its use as an investigative technic;ue. 17/ In­
deed, an investigative file will typically contain a large amount or-hear­
say and other information that is not admissible evidence. 

Confessions and other evidence obtained as a result of polygraph 
examinations are also generally admissible, so long as the examination is 
not conducted in a manner that violates the subject's right to counselor 
privilege against compulsory self incrimination. The Supreme Court has 
specifically held that statements made during a polygraph examination can 
be admissible, even if the results of the examination are not. ~ 

An important caveat applies to the foregoing discussion of the law 
pertaining to admissibility of polygraph evidence in court: in every case 
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the examination must be taken voluntarily. The Supreme Court has indi­
cated that the government cannot require a criminal suspect to submit to a 
polygraph examination. 19/ This limitation is a consequence of the Fifth 
Amendment's prohibition-of compulsory self-incrimination. A criminal sus­
pect may not be required to answer questions--with or without the poly­
graph. 

Outside the criminal context, however, a different rule applies. A 
public employee can be required to answer questions or sign affidavits 
relating to his fitness to perform public duties. So long as the informa­
tion thereby obtained is not to be used against the employee in a criminal 
proceeding, he can be fired for refusing to answer questions. 20/ For this 
reason we believe there is no valid Fifth Amendment objection to requiring 
a government employee suspected of misconduct to take a polygraph examina­
tion, provided that there is a recognition that the results cannot be used 
against the employee in a criminal proceeding. ~/ 

Not all uses of the polygraph in administrative investigations of 
misconduct require that the results be excluded from evidence in a crimi­
nal trial. The basic rule is that "statements obtained under threat of 
removal from office" may not be used in a criminal trial. 22/ However, 
the exami nat i on is not regarded as involuntary for Fifth Amendment pur­
poses, if the refusal is only one of a number of factors to be considered 
in determining whether administrative sanctions should be imposed. 23/ 
Thus, an employee's refusal of a request to take a polygraph examinatlon 
may be considered for a variety of purposes--including as giving rise to 
an adverse inference in disciplinary proceedings, or as a basis for re­
assignment or denial of access to classified information. Only if the 
employee can be discharged or demoted solely for refusal to take a poly­
graph examination, are the results of such examination inadmissible as 
evidence in a criminal proceeding. 

Where the polygraph is used for screening purposes and not in an in­
vestigation of suspected misconduct, there is ordinarily no Fifth Amend­
ment problem. In such circumstances, the polygraph examination is a con­
dition of employment or access to classified information. The subject's 
consent to be examined is regarded as voluntary in the constitutional 
sense, just as in providing answers on an appl ication for employment or 
for a security clearance. However, it may be necessary to discontinue an 
examination if an employee reveals information concerning a federal crime 
in the course of a screening examination that is required as a condition 
of continuing employment. 

Positive authority to use the polygraph in screening for employment 
or access to classified information is derived from a variety of sources. 
At bottom are the President's responsibilities under Article II of the 
Constitution as Chief Executive, Commander-in-Chief, and the principal 
instrument of United States foreign policy. In Executive Order 10450, as 
amended, the President has ass i gned to the head of each department and 
agency the responsibility to "insure that the employment and retention in 
employment of any civilian officer or employee within the department or 
agency is clearly consistent with the interests of national security." In 
Executive Order 12356, the President required that a person can be eligi­
ble for access to classified information only if a "determination of 
trustworthiness has been made by agency heads or designated officials." 
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In addition to these general authorities, there are specific provi­
s ions in statutes and execut i ve orders that authori ze personnel security 
measures for intelligence agencies and for the protection of intelligence 
sources and methods. 24/ 

Apart from the temporary limitation contained in the current Depart­
ment of Defense authori zat i on act, there is no statute that express ly 
limits the power of the federal government to require employees or pro­
spective employees to submit to polygraph examinations. Legislation to 
this effect has been proposed from time to time but never enacted. ~ 

In 1968, the Civil Service Commission issued instructions on poly­
graph use as a screening device for the competitive service, which remain 
in effect today under the authority of the Office of Personnel Management. 
26/ These instructions generally prohibit use of the polygraph to screen 
applicants for and appointees to the competitive service. However, agen­
cies with a highly sensitive intelligence or counterintelligence mission 
directly affecting the national security, are permitted to use the poly­
graph for personnel screening after complying with certain standards set 
forth in the instructions. The OPM instructions do not apply to use of 
the polygraph in investigations of suspected misconduct by agency em­
ployees, including unauthorized disclosures of classified information. 

General standards of conduct for federal employees permit discharge 
or discipline for refusal to cooperate with investigations of suspected 
misconduct. 27/ This authority also supports requiring government em­
ployees to submit to polygraph examinations in appropriate circumstances. 
28/ As noted above, exercise of this authority can cause the results of 
the examination to be inadmissible in criminal proceedings. 

In our view, an employee who refuses an order to take a polygraph ex­
amination in an appropriate case may be subject to a range of administra­
tive sanctions to include removal, as well as lesser forms of discipline, 
such as a letter of reprimand or suspension without pay. The appropriate­
ness of any sanction for refusal to comply with an order to take a poly­
graph examination would obviously depend upon the circumstances of the 
case, including the reason given by the employee for refusing the order. 

We are not aware of any 1 it i gat i on in wh i ch an emp 1 oyee has cha 1-
lenged the power of a federal agency to require a polygraph examination in 
connection with an administrative investigation of suspected misconduct. 
There have been a number of cases in state courts on this issue, many 
dealing with policemen suspected of misconduct. Most courts to consider 
the issue have upheld the authority of a governmental agency to discharge 
an employee who refused to submit to a polygraph examination. ~ 

The Merit Systems Protection Board held in the Meier case that poly­
graph exami nat i on results can be admitted into evi dence in admi ni strat i ve 
proceedings to determine whether a federal agency has cause to discharge 
an employee from the competitive service, provided that a proper founda­
tion ;s laid. 30/ However, the Board also held that it would not draw an 
adverse inference of guilt from an accused employee's refusal to volunteer 
for a polygraph examination, stating that, "[TJhis Board will not permit 
any adverse inferences to be drawn from an individual's refusal to submit 
to a polygraph examination." lY 
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The direct, legally binding effect of the Meier decision is limited 
by its posture, which involved an evidentiary ruling by a presiding offi­
cial in a specific factual situation, and by the scope of the Board's 
authority to review personnel actions taken by federal agencies, which in 
general extends only to the removal, suspension, or demotion of competi­
tive service and preference eligible employees. The case did not involve 
any national security considerations, which could well have caused the 
Board to reach a different result on the adverse inference issue. 

Therefore, we do not believe the Meier decision legally precludes a 
policy of using polygraph examinations in administrative investigations of 
unauthorized disclosures of classified information. The Meier decision, 
lowever, does stand as a precedent for future appeals to the Board chal­
lenging adverse personnel actions based, at least in part, on an em­
)loyee's refusal to submit to a polygraph examination. Any agency that 
)roposed to take an adverse personnel action subject to the Board's juris­
jiction must be prepared to demonstrate that the use of polygraphs in the 
investigation, and the sanctions imposed for refusal to take the polygraph 
~xamination, were justified by the reliability of the polygraph and the 
)articular circumstances of the case, and necessary to protect the nation­
~l security interests of the United States. 32/ 

Administration Policy on Polygraph Use 

This Administration is opposed to indiscriminate use of the polygraph 
)y the federal government. Many employees and potential employees view 
the prospect of polygraph examinations as offensive and unwelcome. In a 
5mall but cognizable percentage of cases, polygraph examination results 
3re inaccurate. For these reasons, we do not believe the polygraph should 
)e used as a screening device for government employment generally or as a 
'outine technique for conducting investigations. 

However, there are certain situations where the disadvantages of the 
)olygraph are outwei ghed by specifi c and si gnifi cant government a 1 inter­
!sts that are served by the use of this technique. Particularly in the 
lrea of national security, we have for many years recognized that poly­
Iraph examinations have a proper role. 

Specifically, it is the position of this Administration that the 
olygraph examinations can be properly and l~wfully given to federal em­
loyees or applicants in the following situations: 

first, as a condition of initial or continuing employment with or 
assignment to CIA and NSA, and for positions in other agencies 
that entail equally sensitive responsibilities directly affect­
ing national security; 

second, as a condition of access to highly sensitive categories 
of classified information which are likely to be of extraordi­
nary interest to hostile intelligence services; 

third, to investigate serious criminal cases, where the employee 
voluntarily consents to the examination after an opportunity to 
consult with counsel; and 
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fourth, to investigate serious administrative misconduct cases 
under limited circumstances, including unauthorized disclosures 
of classified information. 

The following summary of Administration policy is not intended to 
suggest that the polygraph must be used in any part i cul ar situat i on. 
Decisions on the extent of polygraph use should be made by the head of the 
employing agency, taking into consideration a variety of circumstances. 
In addition, I have not attempted to address the use of polygraph examina­
tions in other contexts, such as for contrators, foreign nationals, infor­
mants, or non-employee criminal suspects. 

(1) As a Condition of Employment 

Certain jobs are so sensitive that the federal government should 
leave no stone unturned in assuring that only trustworthy candidates are 
hired. Even if use of the polygraph may unfairly screen out some candi­
dates who are actually qualified, we view it as more important to avoid 
hiring candidates who may pose a risk to national security. One noted 
polygraph critic has conceded: 

There is evidence that the polygraph lie test does better at 
detecting liars than it does in identifying the truthful. This 
is an important reason for advocating banning of polygraph 
testing of employees or job applicants in the private sector. 
However, for special high security situations, where it is 
clearly more important to screen out undesirable applicants 
than to give a fair employment opportunity to all applicants, 
then this bias against the truthful subject may not be regarded 
as such an important defect. ~/ 

This analysis supports the longstanding practice of our largest in­
telligence agencies -- CIA and NSA -- in using polygraph examinations as 
part of their overall program of screening candidates for employment or 
assignment. To the extent some examination results are "false positives," 
we regard this inequity as outweighed by the importance of assuring the 
suitability of individuals who are hired at these agencies. 

A major by-product of this process is that applicants will volunteer 
addit i ona 1 useful information in connect ion with the polygraph examina­
tion. 34/ This additional information will necessarily improve the over­
all effictiveness of the employment screening process. Indeed, CIA and 
NSA have found that the great majority of their decisions not to employ 
individuals because of security concerns are derived from information ob­
tained in connection with the polygraph examinations. Without the poly­
graph, most of these individuals would have been hired. Indeed, use of 
the polygraph probably deters many candidates who do not meet security 
standards from applying in the first place. 

CIA and NSA do not have a monopoly on sensitive jobs affecting 
national security. We know of no plans to expand the use of pre-employ­
ment polygraph examinations beyond those agencies, except to a very 
1 imited extent at the Defense I nte 11 i gence Agency. However, we be 1 i eve 
that the polygraph could also be properly used by other agencies to screen 
candidates for employment or assignment to jobs that are equally sensitive 
as those at CIA and NSA. 
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The decision to use polygraph examinations for pre-employment screen­
ing must be made by the agency head, taking into account the overall needs 
of the agency or component in question. Use of the polygraph to screen 
candidates for employment in the competitive service should also be con­
sistent with the 1968 Civil Service Commission instructions contained in 
Appendix 0 to Chapter 736 of the Federal Personnel Manual. 

It is important that use of the polygraph in pre-employment screening 
not be permitted to subst itute for other measures such as the background 
investigation. In addition, polygraph examination results should not be 
given undue weight, but considered in the context of all available infor­
mation. These conditions diminish the risk associated with "false nega­
tive" results. The polygraph examiner's conclusion simply provides an 
additional safeguard to ensure the accuracy of information otherwise pro­
vided by the applicant or obtained through background investigation. 

Use of the polygraph as a screening device for this small number of 
highly sensitive jobs is fair to the applicant, who has a choice of 
whether or not to apply. CIA and NSA advise applicants that polygraph 
examinations are a condition of being hired and retained in such jobs. We 
believe similar warnings should be given for all jobs where polygraph 
examinations are a condition of employment or assignment. Potential em­
ployees who object to being polygraphed can avoid its use by not applying 
for these jobs. In practice, only a minute fraction of government jobs 
will be foreclosed to such persons. 

Agencies that use polygraph examinations for pre-employment screening 
also use such examinations from time-to-time thereafter. Such post-em­
ployment examinations are part of an effort to ensure that employees con­
tinue to meet standards for employment and access to classified informa­
tion. Applicants for employment or assignment to these agencies are ad­
vised that submitting to such polygraph examinations will be a condition 
of continuing employment. If such notice is provided in advance, then we 
believe use of the polygraph for post-employment screening by these agen­
cies is equally justified as its use for pre-employment screening. 

Of course, current employees have a greater stake in keeping their 
jobs than applicants have in obtaining them in the first place. For this 
reason, CIA and NSA take great care to assure accuracy in evaluating ex­
aminations of current lemployees. It is extremely rare for an employee to 
be discharged solely on the basis of the polygraph examiner's assessment 
of deception. However, this possible outcome is justified by the national 
interest in assuring the reliability of individuals in these jobs. 

(2) As a Condition of Access to Information 

The preceding category concerned polygraph examinations given as a 
condition of employment in certain sensitive jobs, with the scope of the 
examination potentially covering any matter that is legitimately related 
to eligibility for that employment. In contrast, this second category 
concerns polygraph examinations given as a condition of access to certain 
categories of highly sensitive classified information that is of extra­
ordinary interest to hostile intelligence services. Such examinations 
would be limited in scope to "counterintelligence-type" questions. 
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Executive Order 12356, §4.2, authorizes certain agency heads to 
create Special Access Programs to control access, distribution, and pro­
tection of particularly sensitive classified information. Included among 
these programs is information concerning certain intelligence sources and 
methods, as well as communi cat ions security or cryptograph i c techn i ques 
and highly advanced research and development programs. 

Whi le we do not bel ive that all persons in these programs need be 
polygraphed as a condition of access, there may be certain Special Access 
Programs, or elements of such programs, that require the extraordinary 
precaution of a polygraph examination. In these situations, we believe it 
would be appropriate for an agency head to consider the initiation of a 
counterintelligence-type polygraph examination within his agency as a con­
dition of granting or continuing access to classified information within 
the Special Access Program concerned. The criterion for designating pro­
grams for this purpose would be a finding that the information is likely 
to be of extraordinary interest to hostile intelligence services and that 
its continued protection is critical to U.S. national security interests. 

The decision to require this sort of polygraph examination should be 
made by the head of the agency in which the individuals subject to this 
requirement are employed or assigned. The agency head is in the best pos­
ition to weigh all factors that must be taken into account in imposing 
such a requirement. 

Polygraph examinations administered for this purpose would be limited 
to such matters as whether the employee is acting on behalf of a foreign 
power, has had unauthorized contacts with foreign government representa­
tives, or has revealed classified material to unauthorized persons. Ques­
tions about the employee's lifestyle would not be permitted. A listing of 
the kinds of questions that could be asked under such a program is con­
tained in Appendix B to the proposed Department of Defense polygraph pro­
gram regulation. 

Such examinations, given for the purpose of determining continuing 
access, need not be given to all covered employees but could instead be 
given on an aperiodic basis to randomly-selected employees within the 
designated programs. 

Additional safeguards in this program would include the following: 

No adverse personnel action could be taken solely on the basis of 
a polygraph examiner's assessment of deception. 

The only consequence of refusal to take a polygraph examination 
for this purpose would be denial of access to classified infor­
mation in Special Access Programs. 

We believe there is ample justification for such limited use of the 
polygraph as a condition of initial or continuing access to designated 
Special Access Programs. Under these circumstances, the polygraph exami­
nations would be narrowly targeted at the specific dangers that justified 
the establishment of the Special Access Programs in the first place. The 
consequences of an employee's refusal to be examined for this purpose 
would be limited to a denial of access to particularly sensitive classi­
fied information. 
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Some trans it i ona 1 arrangements shoul d be made if pol ygraph examina­
tions are to be required of employees with current access to information 
in designated Special Access Programs. Most of these employees were not 
hired for or assigned to their current positions with an understanding 
that polygraph examinations would be a condition of employment or assign­
ment. Such employees in the competitive service or uniformed services who 
object to being polygraphed should be transferred or reassigned to other 
government jobs with no loss in grade or pay. (Of course, this guarantee 
would not preclude adverse personnel actions for reasons other than the 
refusal to be polygraphed.) 

In the future, no employee in the competitive service would be invol­
untarily assigned to a job requiring access to information for which the 
polygraph is a condition of access, unless this requirement was made known 
at the time the individual entered into employment. With respect to mem­
bers of the uniformed services, the possibil ity that such a requirement 
might be imposed at some time in their careers would not ordinarily be 
known upon their entry into service. However, as a practical matter, ser­
vicemen who object to polygraph examinations can ordinarily avoid being 
assigned to the specialized positions for which this requirement would be 
applied. 

(3) Criminal Investigations 

Polygraph examinations of federal employees should continue to be 
Jsed in criminal investigations on the same terms as in the past. That 
is, the agency with criminal investigative jurisdiction may ask the em­
Jloyee to consent to an examination after an opportunity to consult with 
legal counsel. Use of the polygraph technique should be limited to the 
;ma 11 port i on of cases where it can make an appropri ate contri but i on. An 
~xample would be a situation where there is a direct conflict of credibil­
ty among a small number of suspects and there is not other means to re­

;01 ve the case. 

The polygraph must not be used in criminal investigation in a manner 
hat violates the employee's Fifth Amendment privilege against compulsory 
elf-incrimination. Therefore, an employee's refusal to consent to a 
olygraph examination for these purposes cannot form the basis of an ad­
erse personnel action that would result in loss of employment or any 
ther substantial economic deprivation. 

(4) In Administrative Investigations 

The polygraph may be used in administrative investigations of sus­
~cted misconduct on the same consensual basis as it is used in criminal 
lvestigations, as described above. However, the Fifth Amendment does not 
"event an agency from requiring an employee to submit to a polygraph ex­
nination related to his fitness for continuing employment. In situations 
lere there is no apparent violation of criminal law or where the agency 
ith criminal prosecutive authority has decided for other reasons that no 
'osecution will be undertaken, an employee can legally be required to 
'Jbmit to a polygraph examination in an appropriate case and disciplined 

discharged for refusal. 

The extent to which employees will be requested or required to submit 
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to polygraph examinations in such administrative investigations is a mat­
ter for the sound discretion of the agency head. The decision should be 
made on the basis of the facts and ci rcumstances of each case. However, 
the following minimum criteria should be met in each case: 

The suspected misconduct must be a serious offense affecting 
national security or the integrity of the employee's official 
conduct. The unauthorized disclosure of properly-classified 
information can be such an offense. 

Other information or means of investigation must have produced a 
substantial objective basis for seeking to examine the em­
ployee. 

There must be no other reasonable means of resolving the matter. 

The examination must be limited to the circumstances of the sus­
pected misconduct and cannot include irrelevant questions about 
the employee's personal life or other matters. 

The polygraph examiner's assessment cannot be conclusive of the 
matter under investigation but instead must be considered in 
the context of all other available information. 

An employee who is requested to take a polygraph examination in an 
administrative investigation of suspected misconduct should be advised on 
the potential consequences of refusal. For employees in the compet it i ve 
service or uniformed services, refusal of a request to be examined for 
such purposes shoul d not be considered as evi dence to support an adverse 
personne 1 act i on based upon a conc 1 us i on that the employee is gui 1 ty of 
the suspected misconduct. However, agency heads may draw an adverse in­
ference of culpability in appropriate cases, for political appointees and 
other members of the excepted service. 

In this regard, it should be noted that the following are not con­
sidered to be adverse personnel actions requiring specific evidence of 
misconduct: 

denial of access to classified information generally, or to par­
ticular categories; or 

transfer or reassignment to another job at the same grade and 
pay. 

An anployee's refusal of a request to be polygraphed in an investigation 
of suspected misconduct may be taken into account in any of the foregoing 
determinations. However, such refusals should not themselves be conclu­
sive of any of these determinations. 

The mi n i mum requ i rement s of N SDD-84 are sat is f i ed if an agency has 
the ability to consider an employee's refusal of a request to be poly­
graphed as a factor in deciding whether the employee should be denied ac­
cess to classified information or transferred to a less sensitive job. 

In certain cases, agency heads or their delegates may also order--not 
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simply request--an employee to take a polygraph examination in connection 
with an administrative investigation of misconduct. Refusal of such an 
order can itself form the basis for administrative sanctions without re­
qui ri ng any assessment of cul pabi 1 ity for the mi sconduct bei ng invest i­
gated. In such situations, the employee is discharged or disciplined for 
insubordination or impeding the conduct of an official investigation. 

There is no requi rement that the authori ty to order an emp 1 oyee to 
submit to a polygraph examination in this situation be exercised in order 
to satisfy the requirements of NSDD-84. Indeed, this authority should be 
rarely used. A major concern in this regard is that information acquired 
in a polygraph examination to which an employee suspected of criminal mis­
conduct is ordered to submit, and the fruits of that information, cannot 
be used as evidence in a criminal prosecution. Thus, the order to be 
examined is tantamount to a grant of IIUSe" immunity, which should only be 
made in consultation with the appropriate criminal prosecutive authority. 

In general, we believe the power to order a polygraph examination 
under these circumstances, and to discharge employees for refusal, should 
be limited to the following: 

employees of CIA, NSA, and others who are advised that polygraph 
examinations are a condition of employment; 

political appointees; 

other members of the excepted service. 

Thi s authority woul d not extend to members of the uniformed servi ces or 
the competitive service, except those who are advised prior to being hired 
that polygraph examinations are a condition of employment. 

We believe that the foregoing policy on use of the polygraph in ad­
ninistrative investigations reflects a reasonable balancing of competing 
interests. Use of the polygraph is limited to a small number of cases 
~here the government's interest in resolving the matter outweighs the dis­
Idvantages of using the technique. The risk of a IIfalse positive ll result 
~ould be minimized, because the examination result alone could not form 
:he basis for any adverse action. For most federal employees, the conse­
luences of refus i ng to be exami ned are 1 imited so as not to involve loss 
)f employment or demotion. 

Conclusion 

The Administration's policy is to carefully restrict the use of poly­
Iraph examinations for federal employees and applicants. Use of this 
:echnique should be limited to situations where it clearly serves an over­
'iding national interest. Assuring that employees in our intelligence 
1gencies and similarly sensitive positions meet appropriate security stan­
jards is such an overriding national interest. 

Our policy on polygraph use takes into account other competing in­
:erests and includes numerous safeguards. In particular, federal em­
Iloyees in the competitive service and uniformed services are provided 
rith substantial additional assurances that they cannot be fired or de­
loted for refusing to take a polygraph examination. 
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In 1976 this Committee recommended "that the use of polygraphs and 
similar devices be discontinued by all Government agencies for all pur­
poses." 35/ We believe that such a policy of absolute rejection of the 
polygraphis unsupported by the technical studies and unwise as a matter 
of policy. It fails to give sufficient weight to the national interest in 
taking every reasonable step to assure the security of our intelligence 
services and sensitive classified information. Therefore, this Adminis­
tration supports a policy of carefully limited use of the polygraph, as 
described in my Statement. 

Footnotes 

1/ Espionage Laws and Leaks, Hearings Before the Subcommittee on Legisla­
tion of the House Permanent Select Committee on Intelligence, 96th Cong., 
1st Sess. 1 (remarks of Hon. Morgan F. Murphy) (Jan. 24, 1979). 

2/ ~. at 2 (remarks of Hon. Robert McClory). 

3/ National Security Secrets and the Administration of Justice, Report of 
the Senate Select Committee on Intell igence, Subcommittee on Secrecy and 
Disclosure, 95th Cong., 2d Sess. 3 (Comm. Print 1978). 

4/ 48 Fed. Reg. 40,849 (Sep. 9, 1983). 

5/ 444 U.S. 507 (1980) (per curiam). 

6/ McGehee~. Casey, No. 81-2233 (D.C. Cir., Oct. 4, 1983). 

7/ Many of these studies have been reviewed by the Office of Technology 
Assessment in preparing a report at the request of this Committee. A num­
ber of Executive agencies provided comments on a draft of this report, but 
the final version had not been made available at the time this Statement 
was prepared. The Department of Defense has prepared its own survey of 
polygraph studies entitled, liThe Accuracy and Utility of Polygraph Test­
ing" (Garwood & Ansley, eds.), which is being provided to the Committee. 

8/ 293 F. 1013 (D.C. Cir. 1923). 

9/ See, e . ..9..., 22 C. Wright & K. Graham, Federal Practice and Procedures 
"§"5169T19t8) . 

lQ/ See, ~ . ..9..., United States ~. Clark, 598 F.2d 994 (5th Cir. 1979). 

11/ See, e.~., United States v. Glover, 596 F.2d 857, 867 (9th Cir. 1979), 
cert~enTea, 444 U.S. 857; united states v. Kampiles, 609 F.2d 1233, 1244 
17th Cir. '979)~ cert. denied, 446 U.S. 954. 

12/ See State v. Dean, 103 Wis. 2d 228, 264-65, 307 N.W. 2d 628, 646 n. 18 
Tl98""'f} and cases ci ted there in. 

13/ See Annot., 53 A.L.R. 3d 1005 (1973 & Supp. 1983), and cases cited 
thermo 

14/ State v. Dorsey, 88 N.M. 184, 539 P.2d 204 (1975). 

'7Q Polygraph 1983, 12(3)



Richard K. Willard 

151 See, e.~., United States ~. Stromberg, 179 F.Supp. 278, 280 (S.D.N.Y. 
1959). -

161 The Use of Polygraphs and Similar Devices by Federal Agencies, Hear­
Ings Before the House Committee on Government Operat ions, 93d Cong., 2d 
Se s s . (1974), at p. 41 9. 

171 See, e.~., People v. Lara, 528 P.2d 365, 370, 12 Cal. 3d 903, 909, 117 
:al. -rpt r ~ "5"49, 554 ( '-974r:-

.81 Wyrick~. Fields, 103 S.Ct. 394,396 (1982) (per curiam). 

91 Schmerber v. California, 384 U.S. 757, 764 (1966) (dictim) (unlike 
Tood test, pOlygraph examination elicits testimonial response); South 
lakota~. Neville, 101 S.Ct. 916, 922 n.12 (1983) (dictum). 

QI See, 5:..~., Lefkowitz ~. Turley, 414 U.S. 70, 84 (1974); Sanitation Men 
o. Commissioner, 392 U.S. 280, 285 (1968). 

II Memorandum of Larry A. Hammond, Acting Assistant Attorney General, 
ffice of Legal Counsel, Feb. 22, 1980, at 8-12. 

~I Garrity ~. New Jersey, 385 U.S. 493, 500 (1967). 

11 Baxter ~. Palmigiano, 425 U.S. 308, 318 (1976); Hoover ~. Knight, 678 
.2d 578, 582 (5th Cir. 1982); United States V. Indorato, 628 F.2d 711, 
16 (1st Cir.), cert. denied, 449 U.S. 1016 (1980). 

'41 See, e.~., 50 U.S.C. §§ 403(c),(d), 403g, 831-33; E.O. 12333, §§ 
~5(9"),"(hT, 1.8(h), 1.12(b)(10). 

51 See, e.~., S. 2156, 92d Cong., 1st Sess. (1971); H.Rep. No. 94-795, 
4th Tong:-: ~d Sess. 46 (1976). 

~I Federal Personnel Manual, Chapter 736, appendix D. 

~ See, ~.~., 5 C.F.R. 735.201a(c), 735.201a(f), 735.209. 

31 Use of the polygraph in a particular case would have to be supported 
'j an adequate record establishing: the reaso'n for its use, including the 
(istence of other independent evidence indicating possible involvement of 
le individual and corroborating the results, if any, of the polygraph; 
le expected accurary of the technology; and the qual ifi cat ions of the 
(aminer. See the Memorandum of Larry A. Hammond, supra, note 21, at 
)-11; Memorandum of Theodore B. Olson, Assistant Attorney General, Office 
F Legal Counsel, August 22, 1983, at 8. 

~I Compare Seattle Police Officers Guild V. City of Seattle, 80 Wash. 2d 
j7, 319-20 494 P.2d 485, 493 (1972) (permftting dfSCharge) with Farmer V. 
ity of Fort Lauderdale, 427 So.2d 187 (Fla. 1983) (not permitting dis­
,arger;~t., 15 A.L.R. 4th 1207 (1982), and cases cited therein. See 
lso Gulden v. McCorkle, 680 F.2d 1070,1076 (5th Cir. 1982), cert. 
mTed, 103 S-:-Ct. 1194 (1983) (permitting discharge). --

)1 Meier~. Department of the Interior, 3 MSPB 341, 344-46(1980). The 

17q Polygraph 1983, 12(3)



Safeguarding National Security Information 

Merit Systems Protection Board made clear ;n its decision in Meier that 
its approval of the presiding official's admission of polygraph results 
was limited to the facts of the case before it, and that the MSPB did not 
!limply that taking a polygraph examination will be required under any cir­
cumstances or that the results of such a test must be accepted into evi­
dence or accorded any specific weight in the final decision." Meier v. 
Department of the I nteri or, 3 MSPB at 344; see also Flores v. Department 
of Labor, 82FMSR~5407 (Sep. 13, 1982). -

31/ Meier v. Department of the Interior, 3 MSPB 341,344 (1980). But cf. 
"SOuth DakoTa v. Nevil1e;lalS.Ct. 916 (1983) (refusal to take mandatory 
blood alcohol-test ;s admissible evidence in criminal trial). 

1£1 Memorandum of Theodore B. Olson, supra, note 29. 

331 Statement of David T. Lykken, Hearings before the Subcommittee on 
trVersight of the Permanent Select Committee of Intelligence, note 1 supra, 
p. 164. 

34/ Even critics recognize the utility of this aspect of using polygraph 
examinations in pre-employment screening. See Lykken, supra, note 34. 

35/ H. Rep. No. 94-795, 94th Cong., 2d Sess. 46 (1976). 

****** 
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Exhibit A 

THE WHITE HOUSE 
Washington 

August 30, 1983 

MEMORANDUM FOR FEDERAL EMPLOYEES 

SUBJECT: Unauthorized Disclosure of Classified Information 

Recent unauthori zed di scl osures of cl ass ifi ed informat i on concerni ng our 
diplomatic, military, and intelligence activities threaten our ability to 
carry out national security policy. I have issued a directive detailing 
procedures to curb these disclosures and to streamline procedures for in­
vestigating them. However, unauthorized disclosures are so harmful to our 
national security that I wish to underscore to each of you the seriousness 
with which I view them. 

The unauthorized disclosure of our Nation's classified information by 
those entrusted with its protection is improper, unethical, and plain 
wrong. This kind of unauthorized disclosure is more than a so-called 
"leak"--it is illegal. The Attorney General has been asked to investigate 
a number of recent disclosures of classified information. Let me make it 
clear that we intend to take appropriate administrative action against any 
Federal employee found to have engaged in unauthorized disclosure of clas­
sified information, regardless of rank or position. Where circumstances 
warrant, cases will also be referred for criminal prosecution. 

The American people have placed a special trust and confidence in each of 
us to protect their property with which we are entrusted, including clas­
sified information. They expect us to protect fully the national security 
secrets used to protect them in a dangerous and difficult world. All of 
us have taken an oath faithfully to discharge our duties as publ ic ser­
vants, an oath that is violated when unauthorized disclosures of clas­
sified information are made. 

Secrecy in national security matters is a necessity in this world. Each 
of us, as we carry out our individual duties, recognizes that certain mat­
ters require confidentiality. We must be able to carry out diplomacy with 
friends and foes on a confidential basis; peace often quite literally de­
pends on it--and this includes our efforts to reduce the threat of nuclear 
war. 

We must also be able to protect our military forces from present or poten­
tial adversaries. From the time of the Founding Fathers, we have accepted 
the need to protect military secrets. Nuclear dangers, terrorism, and ag­
gression similarly demand that we must be able to gather intelligence in­
formation about these dangers--and our sources of this information must be 
protected if we are to cont i nue to recei ve it. Even in peacet ime, 1 i ves 
depend on our ability to keep certain matters secret. 

As public servants, we have no legitimate excuse for resorting to 
these unauthori zed di scl osures. There are other means avail ab 1 e to ex­
press ourselves: 
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-- We make every effort to keep the Congress and the people informed 
about national security policies and actions. Only a fraction 
of information concerning national security policy must be 
classified. 

We have mechanisms for presenting alternative views and opinions 
within our government. 

Established procedures exist for declassifying material and for 
downgrading information that may be overclassified. 

Workable procedures also exist for reporting wrongdoing or il­
legalities, both to the appropriate Executive Branch offices 
and to the Congress. 

Finally, each of us has the right to leave our position of trust and crit­
icize our government and its policies, if that is what our conscience dic­
tates. What we do not have is the right to damage our country by giving 
away its necessary secrets. 

We are as a Nation an open and trusting people, with a proud tradition of 
free speech~ robust debate, and the right to disagree strongly over all 
national policies. No one would ever want to change that. But we are 
also a mature and disciplined people who tlnderstand the need for responsi­
ble action. As servants of the people, we in the Federal Government must 
understand the duty we have to those who place their trust in us. I ask 
each of you to join me in redoubling our efforts to protect that trust. 

RONALD REAGAN 
(signed) 
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Exhibit B 

Safeguarding National Security Information 

As stated in Executive Order 12356, only that information whose disclosure 
woul d harm the nat i ona 1 sec uri ty interests of the United States may be 
classified. Every effort should be made to declassify information that no 
longer requires protection in the interest of national security. 

At the same time, however, safeguarding against unlawful disclosures of 
properly classified information is a matter of grave concern and high 
priority for this Administration. In addition to the requirements set 
forth in Executive Order 12356, and based on the recommendations contained 
in the interdepartmental report forwarded by the Attorney General, I 
direct the following: 

1. Each agency of the Execut i ve Branch that ori gi nates or handl es 
classified information shall adopt internal procedures to safeguard 
against unlawful disclosures of classified information. Such procedures 
shall at a minimum provide as follows: 

a. All persons with authorized access to classified information 
shall be required to sign a nondisclosure agreement as a condition of 
access. This requirement may be implemented prospectively by agen­
cies for which the administrative burden of compliance would other­
wise be excessive. 

b. All persons with authorized access to Sensitive Compartmented In­
formation (SCI) shall be required to sign a nondisclosure agreement 
as a condition of access to SCI and other classified information. 
All such agreements must include a provision for prepublication re­
view to assure deletion of SCI and other classified information. 

c. All agreements required in paragraphs l.a. and l.b. must be in a 
form determined by the Department of Justice to be enforceable in a 
civil action brought by the United States. The Director, Information 
Security Oversight Office (ISOO), shall develop standardized forms 
that satisfy these requirements. 

d. Appropriate policies shall be adopted to govern contacts between 
media representatives and agency personnel, so as to reduce the op­
portunity for negligent or deliberate disclosures of classified in­
formation. All persons with authorized access to classified informa­
tion shall be clearly apprised of the agency's policies in this re­
gard. 

2. Each agency of the Executive Branch that originates or handles 
classified information shall adopt internal procedures to govern the re­
porting and investigation of unauthorized disclosures of such information. 
Such procedures shall at a minimum provide that: 

a. All such disclosures that the agency considers to be seriously 
damaging to its mission and responsibilities shall be evaluated to 
ascertain the nature of the information disclosed and the extent to 
which it had been disseminated. 
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b. The agency shall conduct a preliminary internal investigation 
prior to or concurrently with seeking investigative assistance from 
other agencies. 

c. The agency shall maintain records of disclosures so evaluated and 
investigated. 

d. Agencies in the possession of classified information originating 
with another agency shall cooperate with the originating agency by 
conducting internal investigations of the unauthorized disclosure of 
such information. 

e. Persons determined by the agency to have knowingly made such dis­
closures or to have refused cooperation with investigations of such 
unauthorized disclosures will be denied further access to classified 
information and subjected to other administrative sanctions as appro­
pri ate. 

3. Unauthorized disclosures of classified information shall be re­
ported to the Department of Justice and the Information Security Oversight 
Office, as required by statute and Executive orders. The Department of 
Justice shall continue to review reported unauthorized disclosures of 
classified information to determine whether FBI investigation is war­
ranted. Interested departments and agencies shall be consulted in develop­
ing criteria for evaluating such matters and in determining which cases 
should receive investigative priority. The FBI is authorized to investi­
gate such matters as constitute potential violations of federal criminal 
law, even though administrative sanctions may be sought instead of crimi­
nal prosecution. 

4. Nothing in this directive is intended to modify or preclude in­
teragency agreements between FBI and other criminal investigative agencies 
regarding their responsibility for conducting investigations within their 
own agencies or departments. 

5. The Office of Personnel Management and all departments and agen­
c; es with emp 1 oyees hav i ng access to class ifi ed i nformat; on are di rected 
to revise existing regulations and policies, as necessary, so that em­
ployees may be required to submit to polygraph examinations, when appro­
pri ate, in the course of invest; gat ions of unauthori zed disclosures of 
classified information. As a minimum. such regulations shall permit an 
agency to decide that appropriate adverse consequences will fOllow an em­
ployee1s refusal to cooperate with a polygraph examination that is limited 
in scope to the circumstances of the unauthorized disclosure under inves­
tigation. Agency regulations may provide that only the head of the agen­
cy, or hi s de 1 egate, is empowered to order an emp 1 oyee to submit to a 
polygraph examination. Results of polygraph examinations should not be 
relied upon to the exclusion of other information obtained during investi­
gations. 

6. The Attorney General, in consultation with the Director, Office 
of Personnel Management, ; s requested to estab 1 i sh an interdepartmental 
group to study the federal personnel security program and recommend appro­
priate revisions in existing Executive orders. regulations, and guide­
lines. 
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Exhibit C 

Sensitive Compartmented Information 
Nondisclosure Agreement 

An Agreement between and the United States 
(Name-Printed or Typed) 

1. Intending to be legally bound, I hereby accept the obligations con­
tained in this Agreement in consideration of my being granted access to 
information known as Sensitive Compartmented Information (SCI). I have 
Jeen advised and am aware that SCI involves or derives from intell igence 
;ources or methods and is c1 ass ifi ed or c1 ass i fi ab 1 e under the stardards 
)f Executive Order 12356 or under other Executive order or statute. I 
lnderstand and accept that by being granted access to SCI, speci a1 confi­
jence and trust shall be placed in my by the United States Government. 

2. I hereby acknow1 edge that I have recei ved a security indoctri nat i on 
:oncerni ng the nature and protect i on of SCI, inc 1 udi ng the procedures to 
)e followed in ascertaining whether other persons to whom I contemplate 
jisc10sing this information have been approved for access to it, and that 
[ understand these procedures. I understand that I may be requi red to 
;ign subsequent agreements as a condition of being granted access to dif­
°erent categories of SCI. I further understand that all my obligations 
mder this Agreement continue to exist whether or not I am required to 
;ign such subsequent agreements. 

3. I have been advised and am aware that direct or indirect unauthorized 
jisc10sure, unauthorized retention, or negligent handling of SCI by me 
:ou1 d cause i rreparab 1 e injury to the United States or cou1 d be used to 
Idvantage by a foreign nation. I hereby agree that I will never divulge 
;uch information unless I have officially verified that the recipient has 
leen properly authorized by the United States Government to receive it or 

have been given prior written notice of authorization from the United 
;tates Government Department or Agency (herei nafter Department or Agency) 
ast granting me either a security clearance or an SCI access approval 
hat such disclosure is permitted. 

I further understand that I am ob1 igated to comply with laws and re­
u1ations that prohibit the unauthorized disclosures of classified infor­
ation. As used in this Agreement, classified information is information 
hat is classified under the standards of E.O. 12356, or under any other 
xecut i ve order or statute that prohi bits the unauthori zed di sc 1 osure of 
nformation in the interest of national security. 

In consideration of being granted access to SCI and of being assigned 
r retained in a position of special confidence and trust requiring access 
o SCI and other classified information, I hereby agree to submit for 
ecurity revi ew by the Department or Agency 1 ast grant ing me either a 
ecurity clearance or an SCI access approval all materials, including 
orks of fiction, that I contemplate disclosing to any person not author­
zed to have such information, or that I have prepared for public disc10-
ure, which contain or purport to contain: 

(a) any SCI, any description of activities that produce or relate to 
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SCI, or any information derived from SCI; 

(b) any classified information from intelligence reports or esti-
mates; or 

(c) any inf ormat i on concern i ng inte 11 i gence act i vit i es, sources or 
methods. 

I understand and agree that my obl igation to submit such information and 
materials for review applies during the course of my access to SCI and at 
lall times thereafter. However, I am not required to submit for review any 
such materials that exclusively contain information lawfully obtained by 
me at a time when I have no employment, contract or other relationship 
with the United States Government, and which are to be publ ished at such 
time. 

6. I agree to make the submissions described in paragraph 5 prior to dis­
cussing the information or materials with, or showing them to anyone who 
is not authorized to have access to such information. I fUrther agree that 
I will not disclose such information or materials unless I have officially 
verified that the recipient has been properly authorized by the United 
States Government to receive it or I have been given written authorization 
from the Department or Agency last granting me either a security clearance 
or an SCI access approval that such disclusure is permitted. 

7. I understand that the purpose of the review described in paragraph 5 
is to give the United States a reasonable opportunity to determine whether 
the information or materials submitted pursuant to paragraph 5 set forth 
any SCI or other information that is subject to classification under E.O. 
12356 or under any other Executive order or statute that prohibits the un­
authorized disclosure of information in the interest of national security. 
I further understand that the Department or Agency to which I have sub­
mitted materials will act upon them coordinating with the Intelligence 
Community or other agencies when appropriate, and substantively respond to 
me within 30 working days from date of receipt. 

8. I have been advised and am aware that any breach of this Agreement may 
result in the termination of any security clearance and SCI access ap­
prova 1 s that I may ho 1 d; removal from any pos it i on of spec i a 1 confi dence 
and trust requiring such clearances or access approvals; and the termina­
tion of my employment or other relationships with the Oepartments or Agen­
cies that granted my security clearances or SCI access approvals. In add­
ition, I have been advised and am aware that any unauthorized disclosure 
of SCI or other classified information by me may constitute a violation or 
violations of United States criminal laws, including the provisions of 
Sections 641, 793, 794, 798, and 952, Title 18, United States Code, the 
provisions of Section 783(b), Title 50, United States Code and the provis­
ions of the Intelligence Identities Protection Act of 1982. I recognize 
that nothing in this Agreement constitutes a waiver by the United States 
to the right to prosecute me for any statutory violation. 

9. I hereby aSSign to the United States Government all royalties, remun­
erat ions, and erno 1 ument that have resu lted, will resu lt, or may resu 1 t 
from any disclosure, publication, or revelation not consistent with with 
the terms of this Agreement. 
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10. I understand that the United States Government may seek any remedy 
available to it to enforce this Agreement including, but not limited to, 
application for a court order prohibiting disclosure of information in 
breach of this Agreement. 

11. I understand that all information to which I may obtain access by 
signing this Agreement is now and will forever remain the property of the 
Jnited States Government. I do not now, nor will I ever, possess any 
"ight, interest, title, or claim whatsoever to such information. I agree 
:hat I shall return all materials which have or may come into my posses­
;ion or for which I am responsible because of such access, upon demand by 
m authori zed represent at i ve of the United States Government or upon the 
:onclusion of my employment or other relationship with the Department or 
\gency that 1 ast granted me either a security cl earance or an SC I access 
lpproval. If I do not return such materi al s upon request, I understand 
:hat this may be a violation of Section 793, Title 18, United States Code, 
I United States criminal law. 

2. Unless and until I am released in writing by an authorized represen­
:at ive of the United States Government, I understand that all condit ions 
tnd obligations imposed upon me by this Agreement apply during the time I 
lm granted access to SCI and at all times thereafter. 

13. Each provision of this Agreement is severable. If a court should find 
my provision of this Agreement to be unenforceable, all other provision 
)f this Agreement shall remain in full force and effect. 

14. I have read this Agreement carefully and my questions, if any, have 
)een answered to my sat i sfact i on. I acknowl edge that the bri efi ng offi cer 
las made available to me Sections 641, 793, 794, 798, and 952 of Title 18, 
lnited States Code, Section 783(b) of Title 50, United States Code, the 
:ntelligence Identities Protection Act of 1982, and Executive Order 12356 
;0 that I may read them at this time, if I so choose. 

5. I make this Agreement without mental reservation or purpose of 
!vasion. 

:; gnature Date 

ocial Securlty Number Organization 
see notice below) 
he execution of this Agreement was witnessed by the undersigned, who, on 
ehalf of the United States Government, agreed to its terms and accepted 
t as a prior condition of authorizing access to Sensitive Compartmented 
nformat ion. 
IITNESS and ACCEPTANCE: 

;; gnature Date 

lrgan; zat; on 
lot ice: The Privacy Act, 5 U.S.C. 552a, requires that federal agencies 
inform individuals, at the time information is solicited from them, wheth­
!r the disclosure is mandatory or voluntary, by what authority such infor­
lation is solicited, and what uses will be made of the information. You 
ere hereby advised that authority for soliciting your Social Security 
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Number (SSN) is Executive Order 9397. Your SSN will be used to identify 
you precisely when it is necessary to 1) certify that you have access to 
the information indicated above, 2) determine that your access to the in­
formation indicated has terminated, or 3) certify that you have witnessed 
a briefing or debriefing. Although disclosure of your SSN ;s not manda­
tory, your failure to do so may impede the processing of such certifica­
tions or determinations. 
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Exhibit D 

U.S. Department of Justice 
Civil Division 

Deputy Assistant Attorney General Washington, D.C. 20530 
July 19, 1983 

Mr. Steven Garfinkel 
Director, Information Security Oversight Office 
General Services Administration 
Washington, D.C. 20403 

Dear Mr. Garfinkel: 

Your letter to the Attorney General dated July 1, 1983, requests that 
the Department of Justice review two nondisclosure agreements drafted pur­
suant to National Security Decision Directive 84, entitled "Safeguarding 
National Security Information) (referred to herein as NSDD-84), which was 
signed by the President on March 11, 1983. 

Paragraph l.a. of NSDD-84 requires all persons with authorized access 
to classified information to sign a nondisclosure agreement as a condition 
of access. Paragraph l.b. imposes the same requirement on persons with 
authorized access to Sensitive Compartmented Information (SCI) and re­
quires, in addition, that such nondisclosure agreements "include a pro­
vision for prepublication review to assure deletion of SCI and other clas­
sified information." Paragraph l.c. provides that the agreements required 
in paragraphs l.a. and l.b. must be in a form determined by the Department 
of Justice to be enforceable in a civil action brought by the United 
States. 

We understand that the draft agreements transmitted with your letter 
Here prepared pursuant to the provision in paragraph l.c. of NSDD-84 that 
your office develop standardized forms to satisfy the requirements of the 
jirective. We also understand that use of these forms will be mandatory 
~or each agency of the Execut i ve Branch that ori gi nates or handl es cl as­
iified information, unless the National Security Council grants permission 
:0 use an a lternat i ve form of agreement that has been approved by your 
)ffice and the Justice Department. 

Classified Information Nondisclosure Agreement 

The essence of the proposed Classified Information Nondisclosure 
\greement is an undertaking by the person receiving access to classified 
;nformation never to disclose such information in an unauthorized manner. 
"his undertaking is consistent with the provisions of Executive Order 
12356, as well as various statutes and other regulations that prohibit the 
mauthorized disclosure of classified information. In addition, govern­
nent employees and others who are entrusted with classified information 
lave a fiduciary obligation to protect it from unauthorized disclosure. 
iee Snepp Y.... United States, 444 U.S. 507, 511 n.6, 515 n.ll (1980). 
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The protection of national security information is a primary and 
fundamental constitutional responsibility of the President that derives 
from his responsibilities as Chief Executive. Corrmander-in-Chief, and the 
principal instrument of United States foreign pol icy. Agreements to pre­
serve the secrecy of classified information are an appropriate method for 
the President to discharge these constitutional responsibilities. United 
States v. Marchetti, 466 F.2d 1309, 1315-16 (4th Cir.), cert. denied, 409 
U.S. 1003 (1972); cf. Snepp v. United States, supra, 444""U:>. at 509 n.3 
(agreement serves-u compel1inq interest" of Government in safeguarding 
national security information.) These same cases also rely upon the sta­
tutory authority of the Director of Central Intelligence to protect "in_ 
telligence sources and methods from unauthorized disclosure." 50 U.S.C. 
§403(d)(3). However. the agreements sustained in Marchetti and Snepp were 
not limited to information concerning intelligence sources and methods but 
included promises never to disclose any classified information. There­
fore. we believe that the President may require the signing of such agree­
ments as a condition of access to classified information. 

SCI Nondisclosure Agreement 

The proposed SCI Nondisclosure Agreement has the same basic terms as 
the Classified Information Nondisclosure Agreement discussed above. SCI 
is a category of classified information that is subject to special access 
and handling requirements because it inv()!lves or derives from particuarly 
sensitive intell igence sources and methods. The power to require signing 
such an agreement as a condition of access to SCI is thus supported by the 
statutory authority of the Director of Central Intelligence to protect in­
telligence sources and methods, 50 U.S.C. §403(d)(3), as well as the more 
fundamental constitutional responsibilities of the President regarding 
national security. 

The proposed SCI Nondisclosure Agreement includes provisions for the 
Government to conduct prepublication review of certain writings by persons 
who have signed the agreement. The prepublication review provisions of 
the proposed agreement are similar to the agreement found by the Supreme 
Court to be enforceable in Snepp v. United States, supra. See also Alfred 
A. Knopf, Inc. v. Colby, 509 F.2a1362 (4th Cir.), cert. denTe;:r;-421 U.S. 
992 (19?5)-;Unfted States v. Marchetti, supra: Agee--v.CIA, 500 F. Supp. 
506 (O.O.C. 1980). - - -

The rationale of the above-cited cases supports the inclusion of pre­
pUblication review provisions in agreements that extend beyond CIA to in­
cl ude other persons with authori zed access to SCI. Neither the statutory 
authority of the Director of Central Intelligence nor the constitutional 
responsibilities of the President are limited to CIA and its employees. 
Moreover, a high degree of trust, which creates a fiduciary obligation on 
the part of CIA employees, would also be involved for government officials 
outside CIA who are entrusted with equally sensitive information such as 
SCI. 

Paragraph 5 of the proposed SCI Nondisclosure Agreement defines the 
scope of materials required to be submitted for prepublication review. In 
certain respects, this provision is narrower than the agreement at issue 
i n S_n_~~. As in the Snepp agreement, however, cert a i n materi a 1 s mus t be 
sub'iii"i'fted for review even if they are not thought to contain classified 
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information. The Supreme Court in Snepp upheld the validity of such a re­
quirement. 444 U.S. at 511-13. 

Among the categori es of materi a 1 s requi red in paragraph 5 to be sub­
mitted for prepublication review is "(C) any information concerning intel­
ligence activities, sources or methods. 1I This category is not limited to 
classified information as such, but includes any information that ;s re­
quired to be considered for classification pursuant to Executive Order 
12356, §1.3(a)(4). We believe that agencies using the proposed SCI Non­
disclosure Agreement should include in their implementing instructions 
some definition of the tenn tlintelligence activities," to include at least 
a reference to the definition contained in Executive Order 12333, §3.4 
(e) . 

Once mater; a 1 ; s submitted for prepub 1 i cat i on rev i ew, there is no 
authority in the proposed agreement for the Government to delete unclassi­
fied information. However, any information that is subject to classifica­
tion may be deleted pursuant to paragraph 7, even if it does not pertain 
to SCI or other intelligence matters. See Alfred A. Knopf, Inc. ~. Colby, 
supra, 509 F.2d at 1368-69. 

Conclusion 

We have reviewed the specific provisions of the two draft agreements 
transmitted with your letter and have concluded that each would be en­
forceable in accordance with its terms in civil litigation initiated by 
the United States. 

Sincerely, 

RICHARD K. WILLARD (signed) 

Deputy Assistant Attorney General 
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Exhibit E 

DEPARTMENT OF JUSTICE ORDER 
[DOJ 2620.8] 

Subject: EMPLOYEE OBLIGATIONS TO PROTECT CLASSIFIED INFORMATION AND 
SUBMIT TO PREPUBLICATION REVIEW 

1. PURPOSE. The purpose of this order is to explain and clarify Depart­
ment of Justice (DOJ) policies concerning implementation of the pre­
publication review program. 

2. SCOPE. This order applies to all persons granted access to classified 
information in the course of their employment at the DOJ and DOJ con­
tractors granted such access. 

3. AUTHORITY. 

a. Executive Order 12356, "National Security Information. 1I 

b. National Security Decision Directive-84 entitled "Safeguarding 
National Security Information." 

c. 28 C.F.R. 0.75(p). 

4. POLICY. All persons granted access to claSSified information in the 
course of their employment at the DOJ are required to safeguard that 
information from unauthorized disclosure. This nondisclosure obliga­
tion is imposed by statutes, regulations, access agreements, and the 
fiduciary relationships of the persons who are entrusted with classi­
fied information in the performance of their duties. The nondisclo­
sure obligation continues after DOJ employment terminates. 

As an add it i ona 1 means of prevent; ng un 1 awful di sc 1 OSures of class;­
fied information, the President has directed that all persons with 
authorized access to Sensitive Compartmented Information (SCI) be re­
quired to sign nondisclosure agreements containing a provision for 
prepublication review to assure deletion of SCI and other classified 
information. SCI is information that not only ;s classified for 
national security reasons as Top Secret, Secret, or Confidential, but 
a 1 so is subject to spec i a 1 access and hand 1 i ng requi rement s because 
it involves or derives from particularly sensitive intelligence 
sources and methods. 

5. RESPONSIBILITIES. 

a. The prepubl ication review provlslon requires that DOJ employees 
granted access to SCI submit certain mater; al to the Department, 
whether prepared during or subsequent to DOJ employment, prior to its 
publication to provide an opportunity for determining whether an 

Distribution: BUR/H-l 
OBD/F-2 OBD/H-l 

Initiated by: Security Staff 
Justice Management Division 
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unauthorized disclosure of SCI or other classified information would 
occur as a consequence of its publication. 

The obligations not to disclose classified information and to comply 
with agreements requiring prepublication review have been held by the 
Supreme Court to be enforceable in civil litigation. Snepp '!... United 
States, 444 U.S. 507 (1980). 

b. It must be recognized at the outset that it is not possible to 
ant i c i pate each and every ques t; on that may ari se. The Department 
will endeavor to respond, however, as quickly as possible to specific 
inquiries by present and former employees concerning whether specific 
materials require prepublication review. Present and former em­
ployees are invited to discuss their plans for public disclosures of 
information that may be subject to these obligations with authorized 
Department representatives at an early stage, or as soon as circum­
stances ind i cate these pol i c i es mus t be cons i dered. A 11 quest ions 
concerning these obligations should be addressed to the Counsel for 
Intelligence Policy, Room 6325, U.S. Department of Justice, 10th & 
Constitution Avenue, N.W., Washington, D.C. 20530. The official 
views of the Department of whether specific materials require prepub­
lication review may only be expressed by the Counsel for Intelligence 
Policy and persons should not act in reliance upon the views of other 
Department personnel. 

c. Emp 1 oyees with access to SC I will be requ i red to sign agreement s 
providing for prepubl icaUon review. Prepubl ication review is re­
quired only as expressly provided for in an agreement. However, all 
persons who have had access to classified information have an obliga­
tion to avoid unauthorized disclosures of such information and are 
subject to enforcement actions if they disclose classified informa­
tion in an unauthorized manner. Therefore, present or former em­
ployees are encouraged voluntarily to submit materials for prepubli­
cation review if they believe that such material may contain classi­
fied information even if such submission is not required by a prepub­
lication review agreement. Where there ;s any doubt, present and 
former employees are urged to err on the side of prepublication re­
view to avoid unauthorized disclosures and for their own protection. 

d. Present or former employees who have Signed agreements providing 
for prepublication review are required to submit any material pre­
pared for disclosure to others that contains or purports to contain: 

( 1) any SC I, any descri pt i on of act i v it i es that produce or re 1 ate to 
SCI, or any information derived from SCI; 

(2) any classified information from intelligence reports or esti­
mates; or 

(3) any information concerning intelligence activities, sources or 
methods. 

The term "intelligence activities tl in paragraph 5.d.{3) means all 
activities that agencies within the Intelligence Community are 
authorized to conduct pursuant to Executive Order 12333. However, 
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there is no requirement to submit for review any materials that ex­
clusively contain information lawfully obtained at a time when the 
author has no employment, contract, or other relationship with the 
United States Government and which are to be published at such time. 

e. A person's obligation to submit material for prepublication re­
view remains identical whether such person actually prepares the 
material or caUSes or assists another person, such as a ghost writer, 
spouse or friend, or editor in preparing the material. Material des­
cribed in paragraph S.d must be submitted for prepublication review 
prior to discussing it with or showing it to a publisher, co-author, 
or any other person who is not authorized to have access to it. In 
this regard, it should be noted that a failure to submit such mater­
ial for prepublication review constitutes a breach of the obligation 
and exposes the author to remedial action even in cases where the 
published material does not actually contain SCI or classified infor­
mation. See Snepp '!. United States, supra. 

f. The requirement to submit information or materials for prepubli­
cation review ;s not limited to any particular type of material or 
disclosure. Written materials include not only books but all other 
forms of written materials intended for public disclosure, such as 
(but not limited to) newspaper columns, magazine articles, letters to 
the editor, book reviews, pamphlets\ and scholarly papers. Because 
fictional treatment may convey factual information, fiction is also 
covered if it is based upon or reflects information described in par­
agraph 5.d. 

g. Ora 1 st atement s are also inc 1 uded when based upon written mater­
ials, such as an outline of the remarks. There;s no requirement to 
prepare such material for prior review, however, unless there is rea­
son to be 1 i eve in advance th at ora 1 statement s may contai n SC I or 
other classified information. Thus, a person may participate in an 
oral presentation of information where there is no opportunity for 
prior preparation (e.g., news interview, panel discussion) unless 
there is reason to believe in advance that such oral expression may 
contain SCI or other classified information. This recognition of the 
problems with oral representations does not, of course, exempt pre­
sent or former employees from liability for any unauthorized disclo­
sures of SCI or classified information that may occur in the course 
of even extemporaneous oral expressions. 

h. Material that consists solely of personal views, oplnlons or 
judgments and does not contain or imply any statement of fact that 
would fall within the description in paragraph S.d is not subject to 
the prepublication review requirement. For example, public speeches 
or publication of articles on such topics as proposed legislation or 
foreign policy do not require prepublication review- as long as the 
material does not directly or implicitly constitute a statement of an 
informational nature that falls within paragraph S.d. Of course, in 
some circumstances the expression of "opinion" may imply facts and 
thus be of such a character as to require prior review. 

i. Obviously, the purposes of prepublication review win be frus­
trated where the material in question already has been disseminated 
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to authori zed persons. Compari son of the materi al before and after 
the review would reveal which items of classified information, if 
any, had been deleted at the Department's request. Consequently, the 
Department will consider these obligations to have been breached in 
any case, whether or not the written material is subsequently sub­
mitted to the Department for prepublication review, where it already 
has been circulated to publishers or reviewers or has otherwise been 
made available to unauthorized persons. While the Department reserves 
the right to review such material for purposes of mitigating damage 
that may result from the disclosure, such action shall not prevent 
the United States Government and the Department from pursuing all ap­
propriate remedies availble under law as a consequence for the fail­
ure to submit the materials for proper review and/or any unauthorized 
disclosure of SCI or classified information. 

j. Materials submitted for prepublication review will be reviewed 
solely for the purpose of identifying and preventing the disclosure 
of SCI and other classified information. This review will be con­
ducted in an impartial manner without regard to whether the material 
is critical or favorable to the Department. No effort will be made to 
delete embarrassing or critical statements that are unclassified. 
Materi a 1 s submi t ted to the Offi ce of I nte 11 i gence Pol icy for rev i ew 
will be disseminated to other persons or agencies only to the extent 
necessary to identify classified information. 

k. The Counsel for Intelligence Policy will respond substantively to 
prepublication review requests within 30 working days. Priority shall 
be given to reviewing speeches, newspaper articles, and other ma­
terials that the author seeks to publish on an expedited basis. The 
Counsel's decisions may be appealed to the Deputy Attorney General, 
who will process appeals within 15 working days. The Deputy Attorney 
General's decision is final and not subject to further administrative 
appeal. Authors who are dissatisfied with the final administrative 
decision may obtain judicial review either by filing an action for 
declaratory relief or by giving the Department notice and a reason­
able opportunity (30 working days) to file a civil action seeking a 
court order prohibiting disclosure. Of course, until any civil action 
is resolved in court, employees remain under an obligation not to 
disclose or publish information determined by the Government to be 
classified. 

1. Noth ing in thi s order shoul d be construed to alter or wai ve the 
Department's authority to seek any remedy available to it to prohibit 
or punish the unauthorized disclosure of classified information. 

m. A former DOJ employee who subsequently receives a security clear­
ance or SCI access approval from another department or agency is per­
mitted to satisfy any obligation regarding prepublication review by 
making submissions to the department or agency that last granted the 
individual either a security clearance or an SCI access approval. 

n. The obligations described herein as applying to DOJ employees al­
so apply with equal force to contractors who are authori zed by the 
Department to have access to SCI or other classified information. 

WILLIAM D. VAN STAVOREN (signed) 
Acting Asst. Att. General for Administratio.n 
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By 

John H. Gibbons 

Prepared Statement of Dr. John H. Gibbons, Director, Office of Tech­
nological Assessment, United States Congress, before the Subcol111littee on 
Legislation and National Security. Committee on Government Operations, U.S. 
House of Representatives, October 19, 1983. 

Mr. Chairman, I am pleased to appear before your Subcorrrnittee this 
morning to discuss the scientific validity of polygraph testing and to sum­
marize the results of OTAls study which ;s now complete. With me today are 
Dr. Fred B. Wood, the aTA Project Director, and Dr. Leonard Saxe, of Boston 
University. I have included a copy of the summary and conclusions of our 
report as part of my written statement submitted for the report. 

Mr. Chairman, I want to make ten points today. 

First, the polygraph is not simply a machine or instrument that siq­
nals whether a person is being truthful or deceptive. The instrument can­
not itself detect deception. A polygraph test is very complex and depends 
heavily on the interaction between the examiner and the individual being 
tested, and requires that the examiner infer deception or truthfulness 
based on a comparison of the person's physiological responses to various 
questions. The quality of the questions asked depends in part on what in­
formation the examiner already has about the person being questioned. 

Second, because of the many variables involved and the absence of an 
established scientific theory, it is very difficult to conduct scientific 
research on the use of the polygraph test. Most of even the best polygraph 
studies reviewed by OTA suffered from various problems in research methodo­
logy. In laboratory research, it is very difficult to simulate real world 
conditions. And in field studies, it ;s hard to know what the objective 
truth really is. 

Third, no overall measure or Single, simple judgment of polygraph 
testing validity can be established based on existing scientific evidence. 
The amount and quality of the evidence available depends on the particular 
application. Some applications, primarily the use of the polygraph in 
criminal investigations, have been fairly heavily researched. Others, such 
as polygraph use in pre-employment screening, have had very little research 
attent i on. 

Fourth, it is only in the area of criminal investigations that OTA 
found meaningful evidence of polygraph validity. For this use, the cumula­
tive research evidence suggests that the polygraph detects deception better 
than chance, but with Significant error rates. 

However, even here there ;s a wide divergence in the results of rele­
vant research. Six prior research reviews showed average validity ranging 
from a low of 64 percent to a high of 98 percent. OTA's own review of 28 
studies meeting minimum acceptable scientific criteria found that, for 
example, correct guilty detections actually ranged from 17 to 100 percent. 
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Fifth, the further one gets away from the conditions of a criminal 
investigation, the weaker the scientific evidence for polygraph validity. 

Sixth, there is no scientific evidence to establish the validity of 
polygraph testing for screening a large number of people in connection with 
the investigation of unauthorized disclosures. There has been no research 
on this type of application. And the screening conditions are likely to 
vary significantly from the typical criminal situation where the polygraph 
is used only after a full conventional investigation and a prime suspect 
has been identified. 

Seventh, the available research evidence ;s also inadequate to esta­
blish polygraph validity when used in personnel security screening--whether 
that be pre-employment, pre-clearance, or aperiodic. OTA identified a 
total of only 4 relevant studies (one by DOD). But none of these studies 
specifically research the DOD proposals, and all had serious limitations in 
study design. 

Eighth, OTA recognizes that NSA and CIA believe that the polygraph is 
a useful screening tool, but it is important to note that both use it pri­
marily as part of a broader interrogation or investigation. Nonetheless, 
OTA concluded that the available research evidence does nots establish the 
scientific validity of the polygraph for this purpose. In comments to OTA, 
the CIA agreed that the cumulative unclassified research evidence reviewed 
by OTA is not directly relevant to their situation. 

Ninth. there is a legitimate concern that DOD use of the polygraph 
for screening purposes may incorrectly identify significant numbers of in­
nocent persons as deceptive. This could result in misdirecting DOD secur­
ity resources, and, even if errors are caught and corrected, could have an 
adverse impact on employee morale. 

Tenth. as long as the polygraph is used by Federal agencies even at 
current levels, which are already triple that of 10 years ago, there is a 
need for further research. Research on polygraph countermeasures ;s part;­
cul ar1y important. If persons can be trained to beat the polygraph, then 
increased polygraph use could lead to a false sense of security. There is 
also a need for research on the scientific theory of the polygraph. 

Mr. Chairman, this concludes my opening statement. I would be happy 
to answer any question. 

****** 
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SCIENTIFIC VALIDITY OF POLYGRAPH TESTING: 
A REVIEW AND EVALUATION 
A TECHNICAL MEMORANDUM 

Prepared By 
The Office of Technology Assessment 

Congress of the United States* 

SUMMARY 

Introduction 

The primary purpose of the OTA study has been to review and evaluate 
the current scientific evidence about the val idity of polygraph testing. 
This study focus reflects the February 3, 1983. letter of request from the 
Committee on Government Operations, U.S. House of Representatives, and the 
need to complete the study in a manner that ;s timely to congressional con­
sideration of the polygraph aspects of the President's National Security 
Decision Oirective-84 (NSOD-84) and proposed revisions to Department of 
Defense Directive (DOD) 5210.48. 

The OTA study has been limited to a critical review and evaluation of 
prior research and has not involved the <conduct of any new experimental 
research. The study has also not considered, in detail~ polygraph issues 
such as utility, ethics, privacy. and constitutional rights. The study, 
instead, focuses on the nature and application of polygraph tests, scienti­
fic controversy over polygraph tsting, data from field and simulation stu­
dies, and factors that affect test val idity. 

Federal Polygraph Use 

OTA found that Federal Government polygraph use has more than tripled 
over the last 10 years. with about 23,000 exams conducted in 1982. Current 
use now exceeds the previous known peak level of use (about 20,000 exams) 
in 1963. In all Federal agencies except the National Security Agency (NSA) 
and the Central Intel1 igence Agency (CIA), more than 90 percent of poly­
graph testing in 1982 was for criminal investigation. Only the NSA and CIA 
make significant use of the polygraph for personal security screening--pre­
employment, preclearance, or aperiod;c--in establishing initial and contin­
uing eligibility for access to highly classified information. However, NSA 
accounted for almost half of all Federal polygraph examinations adminis­
tered in 1982. Federal agencies at present make only very limited use of 
the polygraph for investigation of unauthorized disclosure of sensitive or 
classified information--26l examinations (excluding the NSA and CIA) for 
this purpose over the 1980-82 period. 

* Prepared at the request of Representative Jack Brooks (D-Texas), 
Chairman, House Corrmittee on Government Operations. The principal author 
is Leonard Saxe of Boston University. He was assisted by Denise Dougherty, 
Theodore Cross, Jack Langenbrunner, Katherine Locke. 
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DOD Directive 5210.48 and NSDD-84 

The March 1983 draft proposed revisions to the DOD polygraph regula­
tions (5210.48) would authorize the use of the polygraph to determine ini­
tial and continuing eligibility of DOD civilian, military, and contractor 
personnel for access to highly classified information (Sensitive Compart­
mented Information and/or special access). The use of the polygraph in de­
termining the continuing eligibility would be on an aperiodic (i.e., irreg-
ular) basis. .....-

Also, the proposed revisions to DOD 5210.48 provide that refusal to 
take a polygraph examination, when established as a requirement for selec­
tion or assignment or as a condition of access, may, after consideration of 
other relevant factors, result in adverse consequences for the individual. 
Adverse consequences are defined to include nonselection for assignment or 
employment, denial or revocation of clearance, or reassignment to a nonsen­
sitive position. Technically, these expanded uses of the polygraph are 
considered to be part of DOD personnel security investigations. 

NSDD-84, issued by the President on March 11, 1983. authorized agen­
cies and departments to require employees to take a polygraph examination 
in the course of investigations of unauthorized disclosures of classified 
information. NSDO-84 also provides that refusal to take a polygraph test 
may result in adverse consequences such as administrative sanctions and 
denial of security clearance, even when a person is not subject to a crimi­
nal investigation. 

Thus. the combined effect of NSOO-84 and the 000 proposals would be 
to authorize substantially expanded use of the polygraph for purposes of 
personnel security screening and unauthorized disclosure investigations. 

Polygraph Validity 

In 1965 and again in 1976. the House Government Operations COllTJlittee 
conc 1 uded th at there was not adequ ate ev i dence to est ab 1 ish the val; d ity of 
the polygraph. OTA has assessed the research to determine the present 
state of scientific evidence. 

OTA concluded that no overall measure or single, simple judgment of 
polygraph testing validity can be established Based on available scientific 
evidence. Validity is the extent to which polygraph testing can accurately 
detect truthfulness and deception. 

There are two major reasons why an overall measure of validity ;s not 
possible. First, the polygraph test is, in reality, a very complex process 
that is much more than the instruments. Although the instrument is essen­
tially the same for all applications. the types of individualS tested, 
training of the examiner, purpose of the test, and types of questions 
asked. among other factors, can differ substantially. A polygraph test re­
quires that the examiner infer deception or truthfulness based on a compar­
ison of the person1s physiological responses to various questions. For ex­
ample, there are differences between the testing procedures used in crimi­
nal investigations and those used in personnel security screening. Second, 
the research on polygrpah val idity varies widely in terms of not only re­
sults, but also in research deSign and methodology. Thus conclusions about 
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scientific validity can be made only in the context of specific applica­
tions. 

Findings 

Personnel & Security Screening 

OTA concluded that the available research evidence does not establish 
the scientific validity of the polygraph test for personnel security 
screening. OTA identified a total of 4 studies relevant to personnel se­
curity screening use (one by DO~). But none of these studies specifically 
assessed validity, and all had serious limitations in study design. 

A 1980 survey, conducted by the Director of Central Intelligence 
Security Committee concluded that the polygraph was the most productive of 
all background investigation techniques. However, this was a utility study 
not a validity study, and had many qualifications. 

OTA recognizes that NSA and CIA believe that the polygraph is a use­
ful screening tool. However, OTA concluded that the available research 
evidence does not establish the scientific validity of the polygraph for 
this purpose. 

In comments to OTA, the CIA agreed that the cumulative unclassified 
research evidence reviewed by OTA is not directly relevant to national 
security appl ications. However, the CIA does claim to have classified re­
search to support their use of the polygraph. OTA did not review this re­
search. No other Federal agency, including NSA; has claimed to have rele­
vant research results that were not available for OTA review on an unclas­
sified basis. 

Criminal Investigations 

OTA found meaningful scientific evidence of polygraph validity only 
in the area of criminal investigations. However, even here, there is a 
wide divergence in the results of relevant research. Six prior research 
reviews showed average validity ranging from a low of 64 percent to a high 
of 98 percent. OTA I s own review of 28 studies meeting minimum acceptable 
scientific criteria found that, for example, correct guilty detections 
ranged from 17 to 100 percent. Overall, the cumulative research evidence 
suggest that when used in criminal investigations, the polygraph test de­
tects deception better than chance, but with significant error rates. 

However, in a typical criminal investigation, the polygraph, if used 
at all, is used only after prior investigation has been completed, and a 
prime suspect or suspects have been identified. For so-called Udragnet U 
screening where a large number of people would be given polygraph tests in 
the investigation of unauthorized disclosures, relevant research evidence 
falls short of establishing polygraph testing validity. There has been no 
direct scientific research on this application. 

False Negatives/Countermeasures 

Theoretically, polygraph testing is open to a large number of coun­
termeasures, including physical movement or pressure, drugs, hypnosis, 
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biofeedback, and prior experience in passing an exam. The research on 
countermeasures has been limited and the results conflicting. OTA con­
cluded that this lack of research is particularly significant to the extent 
that the polygraph is used and relied upon for national security purposes. 
since even a small false negative rate (guilty person tested as nondecep­
tive) could have very serious consequences. 

False Positives 

OTA concluded that the chance of incorrect identification of innocent 
persons as deceptive (false positives) is probably highest when the poly­
graph is used for screening purposes. The reason is that, in screening 
situations. there is usually only a very small percentage of the group 
being screened that might be guilty. So, in the case of DOD. there may be, 
perhaps, one person per 1000 engaged in unauthori zed act i vity. Therefore, 
even if one assumes that the polygraph is 99 percent accurate, the laws of 
probability indicate that one guilty person would be correctly identified 
as deceptive but 10 persons would be incorrectly identified (false posi­
tives). DOD argues that there are safeguards to protect against this, and 
that ultimately no one would be penalized if a deceptive result could not 
be verified through other means. But this potential problem warrants at­
tention. 

Voluntary v. Involuntary 

NSDO-84 and the DOD proposals authorize adverse consequences for re­
fusal to take a polygraph test. Apart from the ethical and legal implica­
tions, which OTA did not address, in effect coercing persons to take a 
polygraph test could affect validity. It is generally recognized that, for 
the polygraph test to be accurate, the voluntary cooperation of the indivi­
dual is important. Thus, OTA concluded that imposing penalities for not 
taking a test may create a de facto involuntary condition that increases 
the chances of invalid or inconclusive test results. 

Polygraph Theory 

The basic theory of polygraph testing is only partially developed. 
The testing process is complex and not amenable to easy understanding. The 
most commonly accepted theory at present is that, when the person being 
examined fears detection. that fear produces a measurable physiological re­
action when the person responds deceptively. Thus. in this theory. the 
polygraph instrument is measuring the fear of detection rather than decep­
tion per se. And the examiner infers deception when the physiological res­
ponse to questions about the crime or unauthorized activity is greater than 
the response to other questions. 

A stronger theoretical base is needed for the entire range of poly­
graph appl ications. Basic polygraph research should consider the latest 
research from the fields of psychology. physiology, psychiatry. neuro­
sci ence, and medi cine; compari son among quest ion techni Ques; and measures 
of phYSiological response. 

Further Research 

OTA identified a need for further research on polygraph counter­
measures, polygraph theory, and polygraph validity under field conditions 
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(for both screening and criminal investigative situations). The currently 
planned Federal research on countermeasures appears to be inadequate. 
There is no known research planned on po 1 ygraph theory. And the Army' s 
current 10 year research program to develop a new, perhaps computerized, 
state-of-the-art polygraph instrument should be reevaluated to determine if 
research priorities and direction need adjustment. Finally, the planned 
FBI-Secret Service polygraph validity study needs an extensive scientific 
review. 

Conclusions 

A major reason why scientific debate over polygraph validity yields 
confl icting conclusions is that the val idity of such a complex test is very 
difficult to assess and may vary widely from one application to another. 
The accuracy obtained in one situation or research study may not generalize 
to different situations or to different types of persons being tested. 
Scientifically acceptable research is hard to design and conduct. 

Advocates of the use of polygraph testing argue that thousands of 
polygraphs have been conducted which substantiate its usefulness in crimi­
nal or screening situations. Claims of usefulness, however, are often de­
pendent on informat i on (~ . .9.." confess ions and admi ss ions) obtai ned before 
or after the actual test, and on its perceived val ue as a deterrent. 

The focus of the OTA study was not whether the polygraph test has 
been useful, but whether there is a scientific basis for its use. OTA con­
c 1 uded th at, wh il e there is some ev i dence for the val i dity of polygraph 
testing as an adjunct to criminal investigations, there is very little re­
search or scientific evidence to establish polygraph test validity in 
screening situations, whether they be pre-employment, pre-clearance, ran­
dom, or "dragnet." Substantial research beyond what is currently available 
or planned would have to be conducted in order to fully assess the scienti­
fic validity of the NSOO-84 and 000 polygraph proposals. 

VARIETIES OF POLYGRAPH TESTING ANO USES 

Introduction 

Po lygraph exam; nat; ons have been 1; kened to psycho 1 ogi ca 1 test ing 
(cf. Keeler, 1934; Kleinmuntz & Szucko, 1981; larson, 1932). As such, 
pOTygraph testing is best described not in the singular but, instead, as a 
series of tests. These tests are deSigned to assess truthfulness and de­
ception in situations that range from screening job appl icants to criminal 
investigation. Polygraph examiners, employed both within and outside 
Government agencies, use a variety of polygraph testing techniques, each of 
which has a somewhat different underlying logiC and demonstrated validity. 

The choice of polygraph technique depends pr;mari lyon the circum­
stances under which the polygraph is being used. The test of a subject who 
is suspected of a specific criminal activity typically involves application 
of a different polygraph technique than the examination of a prospective 
Government employee. Some variation in technique is also related to exami­
ners' training, but such differences probably affect the way in which a 
technique is employed rather than which technique ;s used. A description 
of the instrument used in polygraph testing and an analysis of the types of 
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test situations and polygraph techniques are presented below. 

Polygraph Instrument 

A lthough there are numerous vari at ions in test ing procedures, the 
polygraph instrument itself is fairly standard. The polygraph measures 
several, usually three, physiological indicators of arousal. Changes in 
physiological arousal exhibited in response to a set of questions are taken 
to indicate deception or truthfulness. The polygraph instrument, it should 
be noted, is not a "lie detector" ~ se; that is, it does not indicate 
directly whether a subject is beingaeceptive or truthful. There is no 
known physiological response that is unique to deception (Lykken, 1981; 
Orne, Thackray & Paskewitz, 1972; Orne, 1975). Instead, a polygraph exami­
ner obtains a subject1s responses to a carefully structured set of ques­
tions, and based on the pattern of arousal responses, infers the subject1s 
veracity. This assessment has been called the IIdia9nosisll of truthfulness 
or deception (Reic & Inbau, 1977). 

In actual field testing, subjects I physiological responses are mea­
sured by a three or four channel polygraph machine that records responses 
on a moving chart. Usually, three different types of physiological re­
sponses are measured. The rate and depth of respiration is measured by 
pneumographs strapped around the chest and the abdomen. A blood pressure 
cuff (sphygmomanometer) placed around the bicep is used to measure cardio­
vascular activity. In modern polygraph instruments, sphygmomanometer read­
ings are electronically enhanced so as to permit lower pressure in the 
cuff. The electrodermal response (EDR), a measure for perspiration, re­
quires electrodes attached to the fingertips. This has also been referred 
to as galvanic skin response (GSR) or skin conductance response (SCR). 
Each of these physiological assessments has been shown to be related to 
physiological arousal (Brown, 1967). There is some literature to suggest 
that one or more of the physiological channels (EDR, in particular) is most 
sensitive (e.Jl.., Orne et al., 1972). Actual field testing, however, almost 
always invoTves measurement of all three types of responses. 

Types of Testing Procedures 

A po 1 ygraph ex ami n at i on normally takes anywhere from 1 to 3 hours, 
although shorter or longer tests may result in a variety of circumstances. 
The length of an examination depends on the pu'rpose of the examination, as 
well as the subject's attitude and a number of other factors. Examinations 
may be very short because a subject "confesses ll or may be lengthy when an 
examiner seeks to resolve an inconsistent or inconclusive pattern of res­
ponses. The examination can be divided into at least three components: 
pretest interview; question procedures; and post-test interview. In addi­
tion, polygraph examiners may learn beforehand information already col­
lected in an investigation (Barland & Raskin, 1973). The actual question­
ing aspect of the examination, which may be repeated three or four times, 
lasts no longer than a few minutes for each question set (limited, in some 
cases, because the blood pressure cuff can be inflated for only 10 to 12 
minutes without causing the subject undue discomfort). Each aspect of a 
polygraph test is described below in detail. Unless specifically noted, 
generally-used polygraph procedures are described. Federal Government pro­
cedures are often different and, where important, such differences are 
noted. 
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The Pretest Interview 

The pretest interview has been considered an indispensable component 
of the polygraph examination (Mullenix & Reid, 1980; Reid & Inbau; Waid & 
Orne, 1981). The importance of the pretest lies not only in its role to 
provide subjects with information about the examination and to inform them 
of their legal rights, but also in its ability to generate the psychologi­
cal climate necessary to produce the most valid polygraph recordings (Bar­
land & Raskin, 1973). An important purpose of the interview is to persuade 
a subject that the examination is professionally conducted and that any de­
ception attempted IIwill be very obvious to the examiner" (Barland & Raskin, 
1973. p. 424). Such instructions, it is thought, place truthful subjects 
at ease and increase anxiety in subjects who intend to be deceptive. Per­
suading subjects about the effectiveness of the examination should sharpen 
differences between decept i ve and nondecept i ve subjects in thei r react ions 
to questions about a particular incident. 

The pretest also allows the examiner to assess the effect of special 
conditions or circumstances which might affect physiological responsive­
ness. Thus, for example, subjects are typically queried about medical pro­
blems and use of drugs that could influence autonomic responding. Such 
assessments are usually made without collecting "hard" data, such as blood 
samples. 

Depending on which polygraph method is employed, as well as the sub­
ject's attitude and the situation under investigation, pretest interviews 
may take from 20 to 90 minutes (Barland & Raskin, 1973; Ben-Shakhar, Bar­
Hillel. & Lieblich. 1983). One aspect of the pretest interview involves 
obtaining the subject's consent to be examined. Consent procedures vary 
depending on the nature of the interview, most importantly between criminal 
or preemployment polygraph tests. According to Barl and and Raskin (1973), 
a typical polgyraph examination conducted as part of a criminal investiga­
t i on requ i res that the ex am; ner, as soon as he has i dent i f i ed and ; nt ro­
duced himself, advises the examinee of his or her Miranda rights (or rights 
under the Uniform Military Code). The subject is also told that the poly­
graph examination is voluntary. Subjects should also be informed whether 
or not the exami n at i on wi 11 be observed from out side the room or recorded. 
These disclosures are usually included in a written form which the subject 
is asked to sign. According to Reid and Inbau (1977), criminal suspects 
may already have been informed of their Miranda rights and been asked to 
sign a consent form before coming to the examination room. 

App 1 i cant s for emp 1 oyment need not be adv i sed of the; r ri ght to speak 
with an attorney but may, depending on local laws. require advisement about 
the voluntarism of the examination. In the case of such employment-related 
tests, along with a provision concerning voluntary consent, subjects will 
be told how the results of the examination will be used. Thus, for exam­
ple, they may be told that a copy of the test results will be provided to 
the sponsor of the exam, that the subject has a right to obtain a copy of 
the test results, that the subject will not be asked questions concerning 
such areas as political activities, union affiliations, racial or religious 
beliefs or sexual activities unless these areas are specifically related to 
the issue under investigaiton (Buckley, 1983). 

Examples of consent forms used in criminal investigations by Federal 
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agencies are shown in appendix A. The contents of Federal consent forms 
vary somewhat by agency, although all require that subject "vo l untarilyll 
consent to the examination. Some agencies (e . ..a., Department of the Trea­
sury, 1983) indicate that the subject has the-nght to stop the examination 
at any time. Although the National Security Agency (NSA) reports that the 
full cooperation of the subject lIis essential or the results will be incon­
clusive," NSA also reports (see App. B) that the polygraph examination is 
part of the Agency's security processing, and that failure to complete pro­
cessing (which includes polygraph testing) may result in failure to be ac­
cepted for employment. As discussed more fully below (see Current Govern­
ment Use), NSA conducts polygraph examinations primarily in the context of 
preemployment and periodic security screening; most other agencies conduct 
polygraph examinations for specific issue criminal investigations. 

The remainder of the pretest interview also varies. In the method 
taught to Federal examiners at the U.S. Army Military Police School 
(USAMPS),* the interview focuses on questions about the subject's back­
ground: employment, family, education. health and any previous legal prob­
lems (Barland & Raskin, 1973). The examiner aims to learn enough to assess 
the subject I s readiness for the examinat i on and to prepare anx i ety-provok­
ing control questions, if they are to be used. The polygraph examiner then 
explains the polygraph technique to the subject and queries the subject in 
detail about the incident being investigated. 

Another form of the pretest interview advocated by Reid (founder of 
the Reid College of Lie Detection) in criminal investigations makes use of 
a structured series of questions and deemphasizes gathering biographical 
data (Horvath, "1973; Reid & Inbau, 1977). Questions deal with matters such 
as the subject's suspicions about who committed the crime and the subject's 
feelings about the test. Questions are intended to provoke so-called 
"behavioral symptoms II (Reid & Inbau, 1977, p. 17-24) that are believed to 
be indicators of deception. These symptoms include evasiveness in answer­
ing, or complaints that one's physical disabilities will invalidate the 
recordings. When an examiner who uses the Reid method later makes an 
assessment of truthfulness, this information is used to supplement the data 
gathered from the phYSiological measures. 

Whatever the format of the pretest interview, if control questions 
are to be used in the test, the last part of the interview will be used to 
design such questions and review them with the subject. In this phase, 
biographical and behavioral information collected earl ier becomes essen­
tial. The information permits the examiner to tailor control questions to 
the individual subject. The process of designing control questions ;s com­
plex and is discussed further in the section below which describes the con­
trol question technique (CQT). 

Testing procedure. Actual testing procedures have been described in 
detail by Barland and Raskin (1973) and Reid and Inbau (1977). Polygraph 
measuring devices, including pneumographs, a sphygomomanometer, and elec­
trodes, are placed on the subject either during the pretest interview or at 
its conclusion. After the end of the pretest interview, the sphygmomano­
meter is inflated and the recording of responses begins. A short period 

*The USAMPS provides polygraph examiner training for all service 
members and almost all government agencies utilize polygraph examiners. 
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of about 10 to 15 seconds~ is used to observe initial respiratory cycles 
(baseline) and to allow any initial response to fade; then, the examiner 
asks the first question. Between each question, the examiner waits about 
15 to 20 seconds until the response to the last question ;s finished and 
physiological response is closer to baseline. The examiner notes on the 
chart when the exam begins~ when questions are asked~ and when it ends. 
Extraneous behavior that affects the recordings may also be noted. When 
questions for the first chart end, the examiner deflates the cuff. 

The examiner then inspects the chart and asks the subject about his 
or her reaction to the questions. The usual purpose for obtaining sub­
jects' reactions is to allow refinements in the questions. The questions 
are reviewed again, and, when necessary, further clarified. The examiner 
may administer a stimulation test, designed to improve test validity. The 
examiner will then continue to test and obtain two or three more charts in 
the same way. The examiner may use other stimulation tests between charts~ 
and different questioning techniques (see below) to record different 
charts. Different questioning techniques may then be used based on infor­
mation revealed by the subject. In most techniques, any new questions 
would be discussed with the subject before being asked. The procedures, in 
preemployment screening or in other personnel screening tests, may differ. 

St imul at ion tests. Polygraph examiners typi ca lly conduct what is 
known as a "stimul ation ll test, designed to.'further convince subjects of the 
accuracy of the polygraph examination. Although not actually a part of the 
pretest, stimulation tests can be given either before the first actual set 
of test questions or after the first chart has been recorded. Stimulation 
tests are intended to reassure truthful subjects and provoke anxiety in 
deceptive subjects (cf. Barland, 1978). Their effect should be to increase 
differential responslvity of deceptive and nondeceptive subjects to dif­
ferent questions on the examination. Some research suggests stimulation 
tests increase the validity of polygraph examination (Bradley & Janisse. 
1981; Senese, 1976). 

The most COnTllon "stirn" test is a "number" or "card" test. A subject 
is instructed to select, from a deck, a card that has a number, word or 
suit on the back. or to write a number within a certain range (Decker, 
1978; Fingerhut, 1978). Sometimes, the cards are secretly marked or other­
wise arranged so that the examiner is sure to know the correct answer (Reid 
& Inbau, 1977). Many polygraph examiners claim this is unnecessary, how­
ever. because the techni que ; s accurate enough without use of such decep­
tion (cf. Orne et a1., 1972), and secret markings are not employed by Fed­
eral agencies. ,heexaminer then may repeat a range of suits, numbers or a 
set of words, asking the subject if each is the concealed item. The suit, 
number or word that is actually the concealed item is supposed to provoke 
the greatest physiological response. Often, the examiner wi11 show the 
subject the polygram (i .e., the actual chart recordings) to further con­
vince subjects of the lnstrument's efficacy. 

Types of Questions 

The central element of any polygraph examination is the test of sub­
jects' responses to a set of questions or items within questions. How 
these quesitons are structured represents the principal difference among 
polygraph techniques. There are four different kinds of questions or items 
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used in polygraph testing, different combinations or questions (generally 
referred to as question techniques), and different applications for the 
various techniques. The range of questions, techniques and applications is 
described more fully below. 

Questions. The kinds of questions that are used for polygraph test­
ing have been labeled relevant questions, control questions, irrelevant 
quest; ons, and conceal ed informat ion or guilty knowl edge quest ions. Bas i­
cally, relevant questions are questions about the topic under investigation 
(a theft, drug use, contact with foreign agents). Suspects' responses to 
relevant questions are of greatest interest to polygraph examiners. 

Control and irrelevant questions can be grouped together as questions 
used for purposes of comparison to relevant questions. It is important to 
note, however, that the name one gives to a question may depend on the 
specific context in which it is used. Thus, one cannot easi ly give an 
example of a relevant question or a control question because in different 
situations and at different times during an examination relevant questions 
may be used as control questions. Likewise, irrelevant questions may be­
come relevant, depending on a subject's response (Weir, 1974). 

Relevant auestions. Functionally, relevant questions are questions 
directly relate to the focus of an investigation. In the investigation of 
a theft, for example, a relevant question might be "Did you steal that 
money?", or even more specific, "Did you take $750 from Jones' office?" Re­
levant questions can be broader, however. In preemployment screening and a 
periodic or random screening, the area of interest may be the subjects' 
entire background. Thus, there may be a series of relevant questions, such 
as "Have you ever been fired from a job?" or, "Have you stolen more than 
$50 in monies in anyone year from any of your employers?" (Matte, 1980). 
Intelligence agencies may ask broad questions concerning unauthorized con­
tact with foreign intelligence agents or involvement in conmunist activi­
ties. Questions for an intelligence screening may also deal with areas 
which, potentially, may make an appl icant susceptible to blackmai 1. It is 
important to note, however, that when several relevant questions relating 
to different issues are used, subjects are not expected to exhibit physio­
logical responses to all of them; the relevant questions that do not evoke 
responses are used, after the fact, as a type of control question. 

To summarize, relevant questions are que'stions about the topic under 
investigation, but topics can be very specific (Did you take $750 from 
Jones' offi ce?) or cover a long peri ad of time and a vari ety of acts (Have 
you ever stol en money from an employer? Have you ever had unauthori zed 
contact with a foreign agent?). It is not clear what effect, if any, the 
breadth of a relevant question has on polygraph results, nor has there been 
any research done on this issue. As is discussed further, the preponder­
ance of research evidence concerns the use of relevant questions to evoke 
reactions to specific acts. 

Compar;sonquestions. In contrast to relevant questions, which con­
cern issues of direct interest to the examiner, control and irrelevant 
questions are used for purposes of comparison. As noted above, there ;s no 
known physiological response unique to lying. Thus, a polygraph examina­
tion could not consist merely of relevant questions. If only relevant 
times were used, an examiner would not be able to establ ish the actual 
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reason for the response. There are a number of reasons. other than fear of 
detection (or another hypothetically lying related reaction [Barland. 1982] 
for a subject to become physiologically aroused durinq the presentation of 
relevant questions [Davis. 1961; Lykken, 1981; Raskin, 1982; Waid & Orne, 
1981].) Even with the addition of nonrelevant comparison items, it is 
necessary to run several polygraph charts using the same questions (though, 
perhaps in different order) to be sure that reactions are consistent. If 
several charts are not run. a subject's responses could be attributed to 
surprise, physical movement, or some reasons for concern other than a 
lying-related cause (Weir & Atwood, 1981). On the other hand, the adminis­
tration of several charts could theoretically just repeat the initial sit­
uation leading to the physiological response if the cause were not a random 
one C~ . ..9.., presence at the scene, knowledge of the incident, concern over 
being falsely identified). Thus, the essence of polygraph testing is the 
comparison of responses to the relevant questions with responses to nonre­
levant questions, which have been labeled either irrelevant or control 
questions. 

Control questions. Control questions, then, are used for purposes of 
comparison. However, control questions, 1 ike relevant questions, vary in 
breadth and type. One type of control question concerns what is hypothe­
sized to be the same kind of issue that is under investigation at the time 
of examination. For example, a control question for "Did you take the $750 
from Jones' office?" might be "Other than what you have told me [during the 
pretest interview], have you ever stolen anything in your life?" In an in­
vestigation of unauthorized disclosure of classified information, a control 
question might be "Have you ever betrayed anyone who trusted you?" Sub­
jects innocent of the crime under investigation are presumed to be more 
concerned about having ever done anything of this sort (and, thus, being 
the "kind of person" who might have committed the crime under investiga­
tion). It is theorized that although guilty subjects will also be con­
cerned about control questions, they will be more concerned and thus ex­
hibit more physiological reactions to relevant questions. 

There are a number of views, however, about what distinguishes a con­
trol question from a relevant question. One distinction among control 
questions is whether a question in inclusive or exclusive. Inclusive con­
trol questions are questions which include the specific incident under in­
vestigation. An example of an inclusive control question in an investiga­
tion of an internal theft would be "Have you ever stolen money from an 
employer?" Exclusive control questions, on the other hand. cover a period 
of time not including the incident under investigation. An example is, 
"Before age 18, did you ever take anything of value?" There is some con­
troversy over how far back in time an exclusive control question must be 
set for the subject to consider it psychologically separate from the inci­
dent under investigation and, thus, not a relevant question. Because in­
conclusive control questions may, from the suspect's perspective, include 
the act under investigation, some polygraphers contend that they are really 
relevant questions; that is, they cannot be used for purposes of compari­
son. The Federal Government, for example, typically uses exclusive control 
questions because it views inclusive controls as relevant questions. Ex­
aminers from the private polygraph firm of John Reid & Associates use both 
inclusive and exclusive control questions. 

Other kinds of nonrelevant questions other than those that cover the 
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same kind of incident as the one under investigation~ or which cover it in 
a different way~ are also considered to be control questions. Thus, for 
example, IIHave you ever fantasized about giving a document to a foreign 
agent?1I is a type of control question used in some intelligence investiga­
tions. In some screening examinations, in which contact with a foreign 
agent is of primary concern (i.e., constitutes the relevant question), 
"Have you ever done anything for-which you are now ashamed?1I could be a 
control question. When a different issue than susceptibility to blackmail 
is under investigation, "Have you ever done anything for which you could be 
blackmailed?" can be used as a control question. It is noteworthy that in 
a different context, such as a broader screening examination, these would 
be considered relevant questions. 

Control questions, then, are questions for which the responses are 
designed to be compared to responses to relevant questions. In some 
screening examinations, relevant questions may function as control ques­
tions after the fact. That is, if a relevant question produces a relative­
ly mild physiological response, it may be compared to other relevant ques­
tions that produce greater response. Most often, control questions are 
designed to be arousing for innocent subjects (Le., those who are not 
being deceptive on the relevant questions), relatlve at least to relevant 
questions. This is usually the central point of control questions, and is 
central to the control question technique (CQT) discussed below. 

Irrelevant questions. Another type of question used, in part, for 
purposes of comparison to responses to relevant questions is the so-called 
irrelevant question. Examples of irrelevant questions commonly used in in­
vestigations are "Are you called [subjectts name]?11 or "Is today Tuesday?" 
Irrelevant questions are questions which are believed to have no, or very 
1 ittle, emotional impact on a subject. Thus, such questions can be used as 
an indicator of a particular subjectts normal of baseline level of arousal; 
no universal standard of physiological arousal can be applied because 
individuals differ markedly. Irrelevant questions are hypothesized to 
serve purposes other than providing a physiological baseline (Reid & Inbau, 
1977). Perhaps most important, irrelevant questions interspersed among 
relevant questions are hypothesized to provide a type of rest period for 
the subject. 

Concealed information questions. Questions about concealed informa­
tion are the fourth type of question used in polygraph testing. Unlike 
control and relevant questions, which ask subjects whether they have com­
mitted a crime, concealed information items aim to detect information about 
a crime that only a guilty subject would have. Such information might in­
clude details about the site of the crime or the means of committing it, 
such as the type of murder weapon used. It;s hypothesized that guilty 
subjects will exhibit a different physiological response to the correct 
(relevant) detail than to the incorrect details, but that innocent subjects 
will respond the same to all the items. Different types of concealed in­
formation tests are described below (see "Concealed Information Testst!). 

The SKY seri es is a comb i nat i on of re 1 evant and cont ro 1 quest; ons and 
concealed information items. On the SKY series, subjects are asked whether 
they suspect (S) who committed the crime, know (K) who cormlitted the crime 
or conmitted the crime themselves (Y for You). The (S) question, (K) 
question and (Y) question are each compared to the control questions to 
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ascertain specific types of deception. Such questions are used as the last 
question in a series of relevant-control questions. 

Summary. For any technique, deception is detected by comparison of 
suspects' physiological responses on critical Or "relevant II questions or 
items with their responses on non-critical (irrelevant or control) items. 
Greater physiological responses to relevant items than to non-critical 
(control~ irrelevant) items are assumed to be indicative of deception. 

Polygraph Question Techniques 

Three types of question techniques combining the four question types 
are described below: the relevant/irrelevant (R!I) technique, the control 
quest ion techn; que (CQT) and concealed informat ion techni ques. Each of 
these test types tends to be used for particular purposes; for example, the 
R/I technique is used in the great majority of preemployment screening in­
terviews 9 while the CQT is normal in criminal investigations. There have 
been adaptations of these techniques for other uses, some of which are dis­
cussed below. Also, examiners may combine different techniques in an in­
vestigation (see, ~'.9..., Reid & Inbau, 1977). In general, the R/I has the 
broadest potential use while the concealed information techniques are the 
1 east app 1 i c ab 1 e. With i n each category. part i cu 1 ar 1 y the CQT, there is 
considerable variability and several versions of each technique are em­
ployed. 

Relevant/irrelevant (R/I) techniques. The R/I technique was the 
first standard method of polygraph questioning. The method was developed 
by Marston (1917), a psychologist and the original proponent of polygraph 
examinations. An adaptation of this traditional technique is used in most 
of the preemployment screening conducted in the United States. 

However, the R/I technique as used by the Federal Government involves 
very different types of questions than the traditional R/I and it must be 
explained separately. In fact, the R/I as currently used relies on a type 
of control question, and would be better designed as a version of the con­
trol question technique. An explanation of it is only comprehensible after 
the usual CQT is explained, and so it is deferred until that point. The 
versions discussed in this section are: a) the traditional R/I; and b) the 
R/I as used in typical preemployment screening tests. The R/I as used by 
the Federal Government ;s discussed in the section titled "Control Question 
Technique ll

• 

In a traditional R/I examination. the two types of questions used are 
relevant and irrelevant questions. Deceptive subjects are assumed to have 
a significantly greater reaction to the relevant questions than to the ir­
relevant questions. An underlying assumption of this technique is that 
nondeceptive subjects should have an equal response to all questions, be­
cause, being nondeceptive they would not fear questions about the crime or 
others asked more than irrelevant questions. 

There are numerous well-recognized problems with the traditional R/I 
technique, at least from the perspective of psychologists who have eval­
uated polygraph test validity (cf. Lykken, 1981; Podlesny & Raskin, 1977; 
Raskin, 1982). First, the inteii'tof the relevant and irrelevant questions 
is transparent, which means that the relevant questions are likely to be 

210 Polygraph 1983, 12(3)



Office of Technology Assessment 

more arousing for the truthful as well as the deceptive subjects. Second, 
questions in the R/I technique are not usually reviewed with the subjects 
before the test. A larger response to the relevant question may, thus, be 
due to surprise or misunderstanding. as well as deception. Third. as with 
any question technique, reactions may be flattened by drugs or by the gen­
erally reduced responsivity of certain subjects {Raskin, 19B2}. These 
effects are probably more difficult to detect with the R/I than with other 
question techniques. 

Because of these problems, the confidence one can place in the R/I 
technique is limited {Raskin, 1982}. As a consequence, the R/I technique 
(at least as traditionally constructed) is typically not used in the case 
of specific incident examinations by either public or private examiners. 
Its use is almost exclusively with employees in nonspecific investigations. 
An adaptation of the R/I technique is the principal method of questioning 
used in preemployment and aperiodic personnel screening. Unl ike the ques­
tions used with other techniques, R/I questions need not focus on one spec­
ific wrongdoing (Barland & Raskin. 1973; Lykken, 19B1). The examiner can, 
thus, assess any number of issues for which the subject's veracity is to be 
evaluated. 

In polygraph examinat ions used to screen employees, the polygraph 
examiner usually presents a series of relevant questions, with several ir­
relevant questions interspersed to provide a baseline. Most relevant ques­
tions ask about prior behavior that might disqualify the subject from a job 
(e • ..9.., employee theft. drug use, fighting on the job. incurring a large 
Oebt). Some examinations may include questions about a potential emp­
loyee's background or intentions regarding a job. for example, "Did you 
actually graduate from college?" (Weir, 1974, p. 134) or "Are you seeking a 
job with this company for any reason other than legitimate employment?" 
(Matte, 1980, appendix). listed below is an example of questions from a 
preemployment screening protocol used by a commercial firm (Matte, 1980; 
also see Ferguson, 1966; Whiteside, 1981). 

Relevant Questions: 

Did you tell the complete truth on your job application? 

Have you del iberately withheld information from your job appl ication? 

Have you ever been fired from a job? 

Are you seeking a permanent position with this company? 

Since the age of () have you committed an undetected crime? 

Since the age of () have you been convicted of a crime? 

During the past year. have you used marihuana(sic) more than () per 
OJ 

Have you used any other narcotic illegally in the past () years? 

Have you sold marihuana(sic) or other narcotics illegally in the past o years? 
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Have you ever stolen more than ($ ) worth of merchandise in anyone 
year from any of your employers? 

Have you ever stolen more than ($ 
any of your employers? 

in monies in anyone year from 

Have you ever used a system to cheat one of your employers? 

Have you ever had your driver's license suspended or revoked? 

Have you ever had any traffic citations in the past five (5) years? 

Are you seeking a job with this company for any reason other than 
legitimate employment? 

Have you deliberately lied to any of these questions? 

The method used by John E. Reid and Associates employs four standard 
relevant questions: 

In the last five years did you steal any merchandise from prevo us 
employers? 

In the last five years did you steal any money from previous employ­
ers? 

In the last ten years did you take part in or commit any serious 
crime? 

Did you falsify any information on your application? 

These standard questions may be modified depending on admissions made dur­
ing the pretest C~ .. ..9." a revision may be, "In the last five years did you 
steal any merchandise other than minor office supplies?"). In addition to 
the standard question a fifth relevant question (~ .. ..9.., concerning the ille­
gal purchase or sale of merchandise; use of narcotics) may be added depend­
ing on the nature of the job. 

The Reid firm also uses what it regards as control questions in pre­
employment interviews. Control questions include, "Did you ever steal any­
thing in your life?" and "Did you lie to any of the questions you answered 
during the application process for this job?tI The rationale for the use of 
control questions is discussed below (see control question technique). 
Essentially, truthful subjects are believed by polygraphers to be more con­
cerned (and. thus, more phYSiologically aroused) about control than rele­
vant questions. It is not clear, however, how the Reid preemployment con­
trol questions differ from the relevant questions. It seems reasonable to 
suppose that both truthful and nontruthful subjects (in terms of the rele­
vant questions) may be just as concerned with the subject matter of the 
cont ro 1 quest ions as they are with the re 1 evant quest ions. It is not clear 
as well, why employers would be less concerned with the control than with 
the relevant questions. 

In the R/I questioning technique, a diagnosis of truthfulness or no 
deception indicated is made by comparison of each relevant question with 
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the remalmng set of relevant (or in the Reid example, control questions) 
questions. Presumably, an applicant will be deceptive on no more than a 
few questions. These questions will provoke a greater physiological res­
ponse than the others, leading to further inquiries and an eventual diag­
nosis (Ferguson, 1966; Whiteside, 1981). 

Other types of questions are used in some screening examinations, 
such as questions about sexual practices or gambling. Such questions seek 
information about an applicant!s character rather than his or her job per­
formance and are considered by some to be unduly invasive (U.S. Congress, 
1979). In response to this practice, ethical standards have been developed 
for use of the polygraph in preemployment screening (cf. Slowik, 1979), and 
some States (e.g_., Illinois) prohibit their use. Preemployment polygraph 
examinations ~an under the guidelines for employment interviewing of Title 
VII of the Equal Employment Opportunity Commission, and so are obl iged to 
conduct the examinations in a way that would not discriminate on the basis 
of sex, race, etc. (cf. Slowik, 1979). One central principle of ethical 
standards is that relevant questions be related to the job applied for. 
Whether questions meet this criterion depends on the job, for example, in­
formation about one!s driving record would be important in hiring a deli­
very person, but not in hiring a bank teller. Screening applicants for 
positions involving national security apparently require questions about 
sexual behavior, drug use, and mental health as well as areas more directly 
related to national security (e.g., involvement in espionage). The range 
of topic areas covered in national security preemployment screening exami­
nations by NSA is discussed below under IICurrent Government Use. 1I 

In so-called aperiodic checking for internal security purposes, em­
ployees are asked to submit to occasional polygraph examinations. These 
examinations can assess drug use, subjects! own or others' employee theft, 
and other matters including job satisfaction and commitment. In this type 
of examination, almost all of the questions are relevant questions and ap­
parent deception (arousal) in response to any of the items is explored. 
Examples of the kinds of questions used in aperiodic screening in a super­
market (Whiteside, 1979), for example, include: 

"Are you relatively satisfied with this job now?" 

"Do you, as far as you know at this time. intend to stay with this 
employer?1I 

"Have you ever intent i ona11y underpri ced or underwe; ghed merchandi se 
for yoU?1I 

Is there a particular person at your store that is responsible for 
damaging merchandise due to real carelessness, not caring or intention­
ally?" 

The relevant topic areas covered by NSA in aperiodic screening are dis­
cussed under "Current Government Use. 1I Because of its use of control ques­
tions, the Federal version of the R/I is discussed ;n the next section. 

Control question technigue (CQT). The CgT 
que used in investigations of a specific issue. 
deal with some of the inherent problems in the 
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(Reid & Inbau, 1977). Like the R/I technique, it asks relevant questions 
about the crime like "Did you steal the $750 from Jones' office?1I As with 
the R/I, the deceptive subject is assumed to produce a greater autonomic 
response to the relevant than to other questions. But the COT also adds 
control questions, which, as discussed briefly above, are designed to pro­
voke a greater response in subjects who are innocent and truthful about the 
crime being investigated. 

Control questions are designed to be arousing for nondeceptive sub­
jects. The questions are designed to cause innocent subjects to be doubt­
ful and concerned about whether they have actually told the truth or to be 
a lie. These questions usually probe for past misdeeds of the same general 
nature as the crime being investigated but there are transgressions that 
polygraphers suspect most people have IIcorrrnitted" or considered committing 
in some form (Reid & Inbau, 1977). An example of a control question might 
be, "Before the age of 25, did you ever steal anything from a place you 
worked?" Control questions are designed to cover a long period of time. 
which may make the subject even more doubtful about the veracity of answers 
provided. 

Considerable attention in the pretest interview is devoted to de­
velopment of control questions (Reid & Inbau, 1977). The process of de­
veloping control questions, reviewing them with the subject, and then 
refining them is designed to develop the most appropriate questions, and to 
convince subjects to view control questio'ns as seriously as relevant ques­
tions. In addition, the pretest review is designed to get subjects either 
to be deceptive to control questions or at least to be concerned about the 
accuracy of their recollections (Barland & Raskin, 1973; Buckley, 1983; 
Kirchner & Raskin, 1983; Reid & Inbau, 1977). It is considered crucial to 
produce in the subject the right psychological set in relation to the con­
trol questions. This set is then thought to lead subjects to be more con­
cerned about control questions than relevant questions, and so respond more 
to them. Thi s difference between respon se to cant ro 1 and re 1 evant ques­
tions is then the basis for the diagnosis of deceptive or nondeceptive. 
Since the subject's psychological set is so crucial when control questions 
are used, differential responding to relevant or control questions (and 
ultimately, the validity of the COT), depends on the nature of the inter­
action between examiner and subject. This is true regardless of the act in 
question, the particular COT method used, or the method of making assess­
ments. Even the validity of an entirely computerized system of scoring and 
diagnosis would depend on the nature of the interaction between examiner 
and subject. In this sense, the COT examinations, as the technology to 
conduct polygraph tests now stands, always require the examiner to make 
important judgments about and interventions in his interaction with the 
subject. 

The polygraph examiner does not tell the subject that there is a dis­
tinction between the two types of questions (control and relevant). Con­
trol questions are described as intending to determine if the subject is 
the "type of person" who would corrmit a crime such as the one being inves­
tigated (Raskin, 1982). The examiner stresses that the subject must be 
able to answer the questions completely with a simple "yes" or IIno" answer, 
that the polygraph will record any confusion, misgivings or doubts, and 
that the subject should discuss any troublesome questions with the examiner 
(Barland & Raskin, 1973). Thus, the situation is set up such that the 
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subject is persuaded that the examiner wants the truth. In real ity, how­
ever, the examiner wants the subject to experience considerable doubt about 
his or her truthfulness. According to Raskin (Kircher &: Raskin. 1983, p. 
7), "Control questions are intentionally vague and extremely difficult to 
answer truthfully with an unqualified 'No ' ." 

To produce the final version of a control question, the examiner be­
gins by asking the subject a broad version of the question used in the pre­
test interview. Thus, for example, the question might be structured, "Did 
you ever steal anything in your life?" At this point, different polygraph 
examiners use slightly different methods to handle the discussion of past 
wrongdoing in response to the control questions asked during the pretest 
interview. In the USAMPS method (Raskin &: Kircher, 1983), if the subject 
confesses to a small transgression in the past (such as taking home pencils 
from work), the examiner will dismiss it as of no consequence. For other 
misdeeds, the examiner will rephrase the control questions to rule them out 
(!: .. ..9 .. ' "Other than what we have discussed, did you ever steal anything in 
your life?"). The examiner will actively intervene to prevent subjects 
from unburdening too much of their anxiety over their past wrongs with the 
intention of keeping them concerned during the actual polygraph testing. 
Any troublesome past transgressions the subject brings up are excluded (by 
such phrases as "Other than what we have discussed ... ?") so the subject is 
always brought to the point at which he or she answers "No" to the control 
question. The control question is then ready to be used in actual test­
ing. 

The Reid method varies from the Federal method in some ways (Reid &: 
Inbau, 1977). If the subject does not admit to a past wrongdoing, the ex­
aminer may probe until the subject admits to one, even a crime as small as 
stealing pocket change from a relative during childhood. Such transgres­
sions are then ruled out by adding the kind of exclusionary phrase dis­
cussed above (i.e., "Other than what we have discussed, ... 111). However, 
as in the USA~S-method, it is assumed at this point that the subject is 
either concealing other misdeeds or is worried that there are others he or 
she has overlooked (Reid &: Inbau, 1977). This worry has been heightened 
because of the examiner's emphasis on learning the truth to "ascertain" 
that the subject is not the kind of person that could have corrmitted the 
crime referred to in the relevant questions. This concern of nondeceptive 
subjects is assumed to lead to larger responses to control questions than 
to relevant questions. In addition to relevartt and control questions, ir­
relevant questions are included during the actual interview in order to 
provide a baseline of physiological responsiveness. 

The control quest ion techni que assumes that: a) non-decept i ve sub­
jects wi 11 produce a greater response to the control question than to the 
relevant question (since the subject is innocent of the crime being inves­
tigated, but probably has a past misdeed to hide or is concerned that he or 
she does); and b} the deceptive subject will produce a greater response to 
the relevant question (because it is of greater concern to him in spite of 
the presence of the control questions). Part of the innocent subject1s 
physiological response to the control question may stem from the uinforma­
tion processing burdenll it exacts (Raskin, 1982, p. 325). , 

Several versions of the CQT are regularly employed and adaptations 
depend both on the training of the examiners and the testing situation. 
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The Reid version can include relevant questions about several aspects of 
the crime (Reid & Inbau, 1977). For example, one test could include ques­
tions about breaking into an office, stealing a check, and then cashing it. 
Examiners who use Reid's CQT make a global comparison between the responses 
to the relevant and the responses to the control questions. They also note 
the subject's behavior throughout the interview (as discussed above, the 
Reid technique includes a series of questions in the pretest interview de­
signed to provoke certain "behavioral symptoms in deceptive subjects). The 
examiner uses the global comparison of polygraph responses supplemented by 
information about the behavior of the subject to make a judgment of the 
subject's veracity. An example of a Reid control question sequence, ex­
cluding the pretest behavior provoking items, follows (Reid & Inbau, 1977, 
p. 31): 

1. Do they call you "Red"? (where the pretest interview had dis-
closed he is generally called "Red.") 

2. Are you over 21 years of age? (or reference is made tc some 
other age unquestionably but reasonably, and not ridiculously, 
below that of the subject. 

3. Last Saturday night did you shoot John Jones? 

4. Are you in Chicago (or other city) now? 

5. Did ycu kill John Jones? 

6. Besides what you told about, did you ever steal anything else? 

7. Did you ever go to school? 

8. Did you steal John Jones' watch last Saturday night? 

9. Do you know who shot John Jones? 

10. Did you ever steal anything from a place where you worked? 

In contrast, Backster's (1962) zone of comparison (ZOC) techniques 
makes a diagnosis of deceptive or truthful from a standardized numerical 
scoring of the charts. Each relevant question is paired with a control 
question. Scores are derived for each relevant question by comparing it 
only with the previous control question. On each physiological measure, 
the examiner derives a "plus" (truthful" score if the subject responds more 
to the control question and a "minus" (deceptive) score if the subject res­
ponds more to the relevant question. A positive score above a certain cri­
terion level is diagnosed as truthful, a minus score below a certain level 
;s diagnosed as deceptive. and scores in between are considered inconclu­
sive. 

A version of the ZOC is used by Federal polygraph examiners. The 
Federal version differs from the Backster ZOC in that it may ask about 
several aspects of the crime in one chart. Relevant questions are asked 
about primary involvement (e . ..9.. •• "Did you steal ?"). secondary in­
volvement (e • ..9..., "Did you help steal ?"), and so-called evidence con­
nect i ng (~ • .2,., II Do you know where any of that money is now?"). In add i t ion 
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to relevant~ control and irrelevant questions, the Government ZOC test con­
tains a version of the peak of tension test (see below), and "symptomatic" 
questions of two types. One type of symptomatic question (~ . ..9..., "Do you 
understand that 11m not going to ask any trick or surprise questions?") is 
designed to test whether the examinee trusts the examinerls words that no 
surprise questions will be asked. A large response is symptomatic of dis­
trust. A second type of symptomatic question (~ . ..9..., "Is there something 
else you are afraid I will ask you a question about, even though I have 
told you I would not?") is to test whether there is some other issue the 
examinee is concerned about (~ . ..9..., another crime) that may be absorbing his 
or her arous a 1 . 

Other versions of the CQT or related techniques are also used by 
Federa 1 agency exami ners. One, the modifi ed general quest i on test (MGQT), 
resembles the Reid CQT with the following differences: a) Only the poly­
graph charts are used to make determinations of truth and deception and 
global evaluations using inferences about behavior are dispensed with; b) 
Charts are numerically scored; c) Control questions exclusively concern a 
time and place separate from the time and place of the crime under investi­
gation, with the intention of clearly separating responding related to the 
crime and the control question; d) The content of control questions is 
always related to the crime under investigation, i.e., control questions 
about theft are used to investigate a theft, controT questions about as­
sault are used to investigate assault, and so forth. Presumably, when un­
authorized disclosures are at issue, control questions would concern some 
sort of unauthorized disclosures in the past. 

As discussed above, another technique employed by Federal Government 
examiners is called the relevantlirrelevant technique {and is called the 
general question test [GOT]}. Unlike other versions of the R/I, the Feder­
al R/I relies on a type of control question. Like the Reid CQT, it uses 
inclusive control questions, which pertain to the subjectls entire life, 
such that a complete answer would also include the specific incident being 
investigated. Thus, with a question like, IIDid you ever steal anything 
from a place where you worked?,11 the theft being investigated would in 
actuality be part of the answer. Technically these are seen as urelevant" 
questions, because they are pertinent to the incident in question. Yet 
they are functionally control questions, because they are intended to pro­
voke a greater response in innocent subjects than questions about the mis­
deed provoke. 

To summarize, there are a number of control question techniques, the 
most commonly used being the Reid CQT, the MGQT, and the ZOC. Despite dif­
ferences among them, they share the same premise and underlying rationale. 
Use of each of the control question procedures relies on subjects I not 
knowing when they are being asked the relevant and control questions. If 
they know which questions are more important for scoring purposes they may 
be able to make anticipatory responses which could invalidate their charts 
(see Factors Affecting Polygraph Examination Validity). 

Concealed Information Tests. Another polygraph questioning technique 
works on an entirely different premise than either the CQT or R/I. Instead 
of detecting deception about having committed a crime ~~, concealed in­
formation tests aim to detect information about a crime that only a guilty 
subject would have. Such information might include details about the site 
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of the crime or the means of corrrnitting it C~'..9..., the type of murder weapon 
used). Raskin (1982) has aptly described these uconcealed information 
tests. 1I Concealed information tests take two forms: the peak of tension 
(POT) and the guilty knowledge test (GKT). 

The POT was deve loped by Kee 1 er (cf. Harre 1 son, 1964) and has long 
been used in criminal investigations. Tne POT test uses a set of five to 
nine nearly identical "yes or no" questions asking if the subject knows 
about a particular detail related to a crime. The detail may be a type of 
object used, or the color of an item. One question actually includes the 
relevant detail, while the others include plausible but false details of a 
parallel nature. The questions and the sequence in which they are asked 
are reviewed with the subject in the pretest interview. The subject is 
usually instructed to answer "no" to each question. The question with the 
true detail is usually presented in the middle of the sequence, so that the 
subject's physiological reactions will increase up to the critical ques­
tion, where they will reach a peak, hence the name, and fall back down 
again. The card and number stimulation tests discussed above are actually 
examples of the POT. Barland and Raskin (1973, p. 429) provide a hypothe­
tical example of a POT in a criminal case: 

1. Regarding the color of the stolen car, do you know it was yellow? 

2. 00 you know it was black? 

3. Do you know it was green? 

4. Do you know it was blue? 

5. Do you know it was red? 

6. Do you know it was white? 

7. Do you know it was brown? 

Occasionally, criminal investigators use the POT technique to dis­
cover and develop additional information about a case. The examiner asks 
the suspect about a series of details, but does not know which is actually 
relevant to the crime. The detail that provokes an exceptional physiologi­
cal response is used as a clue in the investigation. For example, an ex­
aminer might use the POT to determine the exact location where stolen goods 
were hidden. This kind of examination is called a searching Peak of Ten­
sion test (Barland & Raskin, 1973). The searching POT technique has been 
used, for example, in cases in which employees are suspected of having 
stolen money, but there is no evidence about the extent of the theft (Lyk­
ken, 1981). The examiner asks the employee if he has stolen money ranging 
from a small amount to the entire amount taken. The amount that provokes 
the largest response is assumed to be the amount of the total that the em­
ployee stole. 

The Guilty Knowledge Test (GKT), described initially by Lykken (1959, 
1960) works in much the same way as the POT. The GKT, however, often in­
cludes a larger set of questions, and the questions may be of the multiple 
choice type rather than the uyes or no" type. Also, studies investigating 
the GKT have only used the electrodermal response (EDR), whi le the POT 
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tests have employed standard three-channel polygraph recordings. An exam­
ple of two questions from a GKT used in a laboratory study by Lykken (1959, 
p. 389) is listed below. 

1. 

2. 

I f you are the th i ef ~ you will know where the 
the office in which the theft occurred. 
left, (b) in front, or (c) on the right? 

desk was 10cated in 
Was it (a) on the 

The thief hid what he had stolen. Where did he hide it? 
(a) in the men's room~ (b) on the coat rack, (c) in the 
(d) on the windowsill, or (e) in the locker? 

Was it 
office, 

There is a major difference~ however, in the use suggested for the 
GKT as compared to the use of the POT. The POT is usually used as a sup­
plement to a control question test, or as an aid in investigation. The 
GKT, however, has been proposed as an alternative to control question tech­
niques (Kleinmuntz & Szucko, 1982; Lykken, 1974~ 1981). Proponents argue 
that the GKT may reduce the number of false positives~ becuase it focuses 
on specific details that would be salient only to the perpetrator of a 
crime (Lykken, 1979, 1981). Also, they claim, the validity of the GKT can 
be substantially improved by increasing the number of questions on the 
test. Critics claim that it is especially susceptible to false negative 
(Raskin~ 1982)~ and that GKT proponents do not adequately assess the conse­
quences of false negatives. 

Concealed information tests have~ according to several reviewers 
C~.~., Lykken, 1981; Raskin, 1982), several important limitations. One 
proD1em is that they may not be widely appl icab1e. Knowledge about an in­
cident may not differentiate between a guilty and innocent pereson where, 
for instance, a suspect is present at the scene of a crime but claims that 
someone else is responsible (Lykken, 1981; Raskin, 1982). Furthermore~ 
concealed information tests require investigators to gather information 
that is not always possible to obtain, or must be disclosed to suspects in 
other parts of the investigation (Raskin, 1982). In some cases, pub1 iCity 
about the details of a crime eliminates the possibility of a concealed in­
formation test, since the information is public knowledge (Raskin, 1982). 
Finally, the false negative rate can create problems. 

Post Test Interview . 
Interspersed among test questioning and measurement of physiological 

responses are a number of opportunities for examiners to discuss the test 
with the subject. At each occasion, the examiner reviews the questions, 
and, depending on the responses, questions subjects about their responses. 
At the end of the examination, the examiner will make an assessment of 
whether a subject is being deceptive or nondeceptive. In some methods, 
~.q., Reid's (Reid & Inbau, 1977), the assessment is a global one employing 
benavioral as well as polygraph data. But the USAMPS, Backster's ZOC and 
other methods rely strictly on polygraph chart interpretation (Barland & 
Raskin, 1973; Backster, 1979). In examinations conducted by the Federal 
Government, the final official determination is made after supervisory re­
view of polygraph charts. If deceptive, the examiner will attempt to eli­
cit a confession. Usually, this is not done directly but is couched in 
terms of providing the subject with an opportunity to clarify/explain the 
responses and differences obtained. 
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Uses of Polygraph Testing 

As has been implied in much of the above discussion, polygraph exami­
nations are used for a variety of purposes. The goal of all such applica­
tions of the polygraph is the detection of deception or sUbstantiation of 
truth. The nature of the test situation, however, leads to important dif­
ferences in the way a polygraph examination is conducted. Unfortunately, 
the published research literature deals almost exclusively with the use of 
the polygraph by police and military examiners for criminal investigations. 
The research literatures does not focus on a number of important uses of 
polygraph testing, such as for national security purposes and for employ­
ment screening. 

Current Use 

The majority of uses of polygraph testing appear to be on behalf of 
private employers, the next greatest number are in the context of local 
criminal justice investigations, and the remainder are done by the Federal 
Government. Of greater concern for the present analysis are the numbers 
and types of examinations currently conducted by agencies of the Federal 
Government. This section will devote most attention to such uses, although 
local government and private use are briefly discussed in order to place 
Federal use in context. 

Current Federal Government use. In order to assess the extent of 
polygraph use among Federal agencies, the Office of Technology Assessment 
(OTA) conducted a survey of Government use during May 1983. The request 
for information was sent to the Departments of Defense. State, Justice, 
Treasury, the U.S. Postal Service, and the Central Intelligence Agency 
(CIA), all of which were believed to employ polygraph examinations. Infor­
mation was requested about the number of examinations, purposes and re­
sults, as well as about research conducted and/or planned. At the time of 
this report, all agencies excepting the CIA had provided written responses 
to the request for information about the number and type of polygraph exam­
inations that have been administered. 

The CIA declined to respond because of the classified nature of the 
information. However, some data about the CIA's use for background inves­
tigations were reported in a 1980 study (Director of Central Intelligence, 
1980). The number of polygraph examinations are summarized in Table 2.1. 
Table 2.1 indicates that Federal agencies reported administering a total of 
22,597 polygraph examinations in fiscal year 1982, about half of these in 
the context of criminal investigations. Polygraph examinations are also 
reported to be used for intelligence and counterintelligence investigations 
(some [NSA] at aperiodic intervals), and pre-employment screening. The 
largest single number of polygraph examinations conducted in 1982 were con­
ducted by the National Security Agency (NSA), a component of the Department 
of Defense (DOD), primarily for preemployment screening. These numbers can 
be compared to previous surveys conducted in 1963, when Federal agencies, 
excluding NSA and CIA, conducted 19,796 polygraph examinations, and 1973, 
when 6,946 examinations (including 3,081 by NSA) were conducted. 

NSA reports that it uses primarily the relevant/irrelevant question 
technique. NSA reports that counterintelligence-type screening examina­
tions, that is, tests given to NSA (or affiliated) personnel who already 
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Table 2.1 
Federal Government Polygraph Examinations 

Conducted in Fiscal Year 1982* 

Agency 

DOD 
Army 
Army Intelligence 
Navy 
Air Force 
Marines 
National Security Agency 

State 

DOJ 
FB I 
DEA 

Treasury 

Total 

3731 
279 

1337 
3019 
263 

9672 

5 

2463 
211 

Secret Service 714 
Bureau of Alcohol, Tobacco and 
Firearms 256 

U.S. Postal Service 

CIA 

TOTALS 

652 

n.a. 

22,597 

* Notes: Data were also reported for FY 1980, 1981, and. in some 
cases, YTD 1983. 

have access to classified information, would have relevant questions on the 
topics of involvement in espionage or sabotage against the United States; 
knowledge of others involved in espionage or sabotage against the United 
States; involvement in giving or selling classified materials to unauthor­
ized persons; knowledge of others giving or selling classified material to 
unauthori zed persons; and unauthori zed contact with representat i ves of a 
foreign government (National Security Agency, no date. p. 3). Examinations 
that are given to applicants for emplo)1llent and contractors who are apply­
ing for access to Sensitive Compartmented Information (SCI) consist of 
questions about the topics covered in counter-intelligence-type aperiodic 
screenings (phrased as "Do you plan to commit ... 1") as well as questions 
about a broader range of issues: involvement in communist, fascist or ter­
rorist activity; commission of a serious crime; involvement in adult homo­
sexual activity; involvement with illegal drugs or narcotics; deliberate 
falsification of security processing forms; treatment for a serious nervous 
or mental problem (NSA, no date). According to NSA, the scope of specific 
iSsue examinations is limited to questions that are relevant to the issue 
to be resolved. Presumably. specific issue examinations would be conducted 
using the control question technique. Examples of specific examination 
questions were not provided by NSA. 
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Current DOD regulations also allow the use of polygraph examinations 
to investigate situations in which credible derogatory information about an 
individual with clearance is provided to officials. The frequency of this 
type of investigation, however, was not reported. Prior to the President's 
National Security Decision Directive of March 11, 1983, use of the poly­
graph in personnel investigations of competitive service applicants and ap­
pointees to competitive service positions was limited to executive agencies 
with highly sensitive intelligence or counterintelligence missions affect­
ing the national security C~.9.., a mission approaching the sensitivity of 
that of the CIA; see Office or Personnel Management, 1973). Approval to 
use the polygraphCould be granted only for l-year periods. Refusal to 
consent to a polygraph could not be made a part of an applicant or appoin­
tee's personnel file. See next section for a description of proposed 
changes in Federal use of polygraph testing. 

Non-Federa 1 Government use. Outs i de the Federal Government, pol y-
graph examinations are administered as part of criminal investigations, as 
well as preemployment screening and periodic screening of employees for 
purposes of controlling internal crime and recorrmending promotions. Less 
frequent uses include examinations in such situations as paternity investi­
gations and workers' compensation cases. It has been estimated that over a 
million polygraph examinations are given a year (Lykken, 1974),300,000 of 
them for employment purposes alone (Privacy Protection Study Commission, 
1977) . 

Both private and police polygraphers use polygraph examinations in 
the process of criminal investigations (see Raskin, 1982). In some cases 
(Most typically, rape and kidnapping cases, but see also, Minchew testi­
mony, 1979), witnesses and victims whose veracity is in doubt are asked to 
take a polygraph examination. Suspects who cl aim innocence may be asked by 
their defense attorneys or the prosecution to support their claim by taking 
a polygraph exami nat ion. In such cases, prosecutors and defense attorneys 
may make informal agreements to drop the charges if the polygraph examina­
tion indicates no deception. In such cases, the prosecution and the de­
fense may formally stipulate that if deception is indicated, results of the 
polygraph examination will be admissible at trial. In some cases New Mexi­
co, Massachusetts, and the 9th Federal Circuit Court of Appeals (Ansley, 
1983b; Raskin, 1982; Smith, 1981, 1982, 1983) polygraph evidence has been 
admitted over objection. Polygraph evidence is also used occasionally in 
postconv i ct i on proceed i ngs such as sentenc i ng and mot ions for a new tri a 1 
(Raskin, 1982). In polygraph examinations as part of criminal investiga­
tions, some version of the control question technique is typically used. 

The use of the polygraph examination by employers is reported to be 
widespread (Sackett & Decker, 1979). Although it is illegal to ask em­
ployees to take an examination in 19 States and the', District of Columbia. 
it is legal to do so in 31 States (Ansley, 1983b; Smith, 1981, 1982, 1983). 
Polygraph examinations are used most conmonly in commercial banking, in­
vestment banking and retail operations. In such settings, both risk of 
theft and fraud are high and, in addition, employee turnover is high. The 
use of polygraph examinations is also recommended to employers as a check 
before making promotion decisions (Whiteside, 1981). 
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Conclusions 

What is often referred to as lithe polygraph" is actually a set of re­
latively complex procedures for asking questions and measuring physiologi­
cal responses in order to detect deception or establish truth. Polygraph 
testing is employed for a variety of uses, ranging from ascertaining the 
guilt of a criminal suspect to assessing the honesty of a prospective em­
ployee. Because different polygraph procedures are required depending on 
intended use, it is necessary to consider validity by polygraph technique 
and situation. In subsequent sections, such a variegated analySis is pre­
sented and the scientific-policy context is more fully described. 

CONTROVERSY OVER POLYGRAPH TESTING VALIDITY 

Introduction 

The val i d ity of po 1 ygraph exami n at ions to detect decept i on has long 
been a controversial issue (cf. Lykken, 1981; Raskin, 1982; Waid & Orne, 
1981, 1982). Since development of polygraph techniques almost 80 years 
ago, their use both within and outside the Government has been the focus of 
numerous judicial opinions, and, as well, legislative and executive branch 
debate. Polygraph examinations have been advocated as a way to ascertain 
gui It of criminal suspects, to excul pate innocent suspects, to protect 
national security, and to maintain employee honesty. Polygraph examina­
tions have, at the same time, been criticized for providing inaccurate and 
misleading information, for failing to detect security risks (U.S. Con­
gress, 1965), for interfering with the rights of private citizens (Privacy 
Protection Study CommisSion, 1977), and for lowering employees' morale 
(U.S. Congress, 1983). At the center of controversy over the use of poly­
graph examinations is the question of its validity: does a polygraph exam­
ination actually identify truthful and nontruthful individuals? 

Recent interest in polygraph examinations and their validity stems 
from efforts to broaden Government use. The Department of Defense (DOD), 
in late 1982, drafted revisions to existing regulations (521O.48). 000 
proposed expansion of the use of polygraph tests for preemployment screen­
ing and random testing of employees who have access to highly classified 
information. Currently, only the NSA and CIA are able to use polygraph 
tests in this way. Expanded use of polygraph testing in a11 Federal agen­
cies was made explicit in a Presidential national security decision direc­
t; ve (Mar. 1983, NSDD-84). In part, the di rect i ve requi res agenc; es and 
departments which handle classified information to revise existing regula­
tions. The revisions would permit use of polygraph examinations as part of 
internal investigations of unauthorized disclosure of classified informa­
tion. Prior to the directive, investigations of unauthorized disclosures 
had to be referred to the Department of Justice. Employees who refuse to 
submit to a polygraph examination could, if NSDO-84 is implemented, be sub­
ject to adverse consequences. 

Proposals to expand use of polygraph examinations to maintain na­
tional security have renewed the debate about the appropriateness of var­
ious polygraph techniques and their ability to detect deception. In order 
to provide a context for the present evaluation of scientific evidence on 
the validity of polygraph testing, previous assessments of accuracy of 
polygraph testing are reviewed in this section. Legal precedents regarding 
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polygraph testing and congressional hearings 
outside of Government are briefly considered. 
scientific criteria for establishing validity 
evaluate the scientific literature on testing. 

Judicial Reviews 

on its use both within and 
The sect i on a 1 so descri bes 

and reviews other efforts to 

When courts have been called upon to resolve disputes concerned with 
use of polygraph examinations, they have had to consider both the techni­
que I s val i d i ty and whether it s use, however va 1 i d, i nterf aces with other 
values that the law seeks to protect. The varying decisions reached by 
State appellate courts and Federal circuits (see summary by Ansley, 1983b) 
may in large measure reflect varying beliefs about the validity of poly­
graph examinations. Indeed, for many years, the leading case on the admis­
sibility of novel scientific evidence Frye v. U.S. (1923) was a case about 
the admissibility of polygraph eviden~and the opinion centered on the 
question of validity. The issue of how a court is to decide the question 
of any scientific technique's validity has brought the Frye test into ques­
tion in recent years and makes salient the problem of establishing judicial 
standards for assessing validity (Giannelli, 1980). 

Polygraph Findings as Evidence 

The Frye case involved a 19-year-old defendant convicted of robbery 
and murder~rior to his trial, a well-known psychologist and one of the 
originators of polygraph testing, Dr. William Marston, administered a "sys­
tolic blood pressure test" to detect deception (See, e.g., Marston, 1917). 
Dr. Marston determined, on the basis of this test, that Frye was truthful 
when he denied involvement in the robbery and murder. The trial judge, 
however, refused to permit Dr. Marston to either testify about the examina­
tion or conduct a reexamination using the blood pressure test in court. 

Frye appealed his conviction on the grounds that relevant exculpatory 
evidence had not been admitted. The appeals court, however, concurred with 
the initial trial court judgment. The court reasoned that the systolic 
blood pressure deception test was validated only by "experimental" evidence 
and was not based on a "well-recognized scientific principle or discovery." 
The decision stated that, "while courts will go a long way in admitting ex­
pert testimony deduced from a well-recognized scientific principle or dis­
covery, the things from which the deduction is made must be sufficiently 
established to have gained general acceptance in the particular field in 
which it belongs. Just when a scientific principle crosses the line be­
tween experimental and demonstrable is difficult to define (p. 1014). 
Ironically, Frye's conviction was later reversed when another man confessed 
to the crime, thereby providing Frye with more convincing cooroboration of 
his denials of guilt. 

The Fry~ tri ali s st ill used as precedent in most Federa 1 courts. 
Subsequent oplnions (in areas other than the polygraph) have tried to bet­
ter define that 1 ;ne between "experimental" and "demonstrative" stages of a 
scientific innovation. For example, the court in U.S. v. Stifel (1970) 
held that "neither newness nor lack of absolute cerTaTnty in a test suf­
fices to render it inadmissible in court" (p. 438). In a second case, U.S. 
v. Brown (1977), the court seemed also to be concerned with val i d i ty: "The 
Tate of a defendant in a criminal prosecution should not stand on his 
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abil Tty to successfully rebut scientific evidence which bears an I aura of 
special reliability and trustworthiness,' although, ;n reality the witness 
;s testifying on the basis of an unproved hypothesis in an isolated experi­
ment which has yet to gain general acceptance in its field" (p. 556). The 
Frye test has been held to be too high a hurdle by some trial courts, which 
have replaced it with the test for admissibility of expert testimony gener­
ally: Ittestimony by a witness as to matters which are beyond the ken of the 
layman will be admissible if relevant and the witness is qualified to give 
an opinion as to the specialized area of knowledge ll (U.S. v. Stifel 1974 p. 
53). -- -

A closely related question for the courts has been who should deter­
mine whether some procedure has gained general acceptance in its field. 
Some have held that the courts must look to the judgment of the scientific 
conrnunity (e.,.[., U.S. v. Williams, 1978). In other deciSions, the court 
refused to 1T"surrender to scientists the responsibility for determining the 
reliability of (scientific) evidence" (p. 1198), and that "a determination 
of reliability cannot rest on a process of 'counting (scientific) noses lll 

(p.1198). 

Saks and Van Duizend (1983) concluded that whichever set of tests is 
employed. the courts are in a weak position to assess validity directly or 
to count scientific noses. The result has been: a) general deference by 
the courts to the judgments of scientific communities; and b) "numerous in­
congruities where less reliable scientific and technological information is 
admitted but the admission of demonstrably more reliable techniques is de­
layed until the requisite consensus has formed II (Saks and Van Duizend, 
1983; see, also, Giannelli, 1980). 

When the courts examine polygraph testing, they are faced with a 
series of dilemmas. To which IIparticular field" of expertise can the 
courts turn: phYSiology, psychology, polygraph? If they look to the data 
themselves, what are they to make of it? As the present report suggests, 
validity assessment involves a complex situation and technique specific 
answer. Even if a final, Single accuracy rate could be established, how 
should a court use it. How accurate must a diagnostic or predictive tech­
nique be to be deemed valid for evidentiary purposes? Regularly admitted 
psychiatric evidence is widely recognized (including by the U.S. Supreme 
Court, see Addirgton~. Texas, 1979) as having accuracy rates comparable to 
flipping coins e.].., Ennis &; Litwack, 1974; Ziskin, 1982). In Barefoot v. 
Estelle (1983) flie 'Supreme Court acknowledged that psychiatric predictions 
of dangerousness and violent behavior do not exceed an accuracy level of 33 
percent (see Monahan, 1981). Yet, this evidence was held admissible in 
Barefoot and sufficiently valid to uphold a decision to execute a convicted 
person. 

In summary. then, the courts have found themselves disagreeing on the 
methods for establishing validity for purposes of admissiblity of evidence, 
where the critical focus of such judgment should rest. In addition, courts 
are inconsistent about what decision to make on the basis of judiCial find­
ings of fact regarding the validity of a diagnostic or predictive device. 

Laws Regulating Polygraphs in EmplOyment Settin2s 

As described in section 2, screening employees and maintaining honest 
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behavior among employees is the most frequent application of polygraph 
testing. Many employers argue that use of polygraph testing for preemploy­
ment screening, periodic checking, and to resolve actual thefts is neces­
sary. Internal crime has been established to cost private industry up to 
ten billion dollars annually (see U.S. Congress, 1978) and polygraph test­
ing is regarded as a cost-effective tool. Employers argue that screening 
applicants, and periodic checking of employees, are the most efficient ways 
to control pilferage, embezzlement, poaching, and other forms of theft. As 
noted in sect i on 2, the need for po 1 ygraph test i ng is fe 1t part; cu 1 ar 1 yin 
industries which have high risk of theft and fraud (e • ..9..., commerci al 
banks), high turnover (supermarkets, other retail operations) or both. 

According to Ansley (1983b), the use of private polygraph testing ;s 
limited by statute in 18 States plus the District of Columbia. Most of 
these laws seek to protect employees from being requested, required, de­
manded, or subjected to polygraph examinations by their employers. Employ­
ers are reported to be able to find ways around these laws. For example, 
employers may tell the employee that they suspect them of theft (or what­
ever) but that if the employee can find a way to demonstrate innocence, the 
employer will not discharge the employee. In addition to polygraph valid­
ity, other polygraph related concerns include issues of voluntariness. in­
vasions of privacy, being compelled to inform on other employees, inhibit­
ing union activity. and the polygraph as a cover for racism and sexism. 
This list does not exhaust concerns that have been expressed. 

A survey of 143 private firms (Belt & Holden. '978), regarding their 
use of polygraph testing, yielded a number of interesting findings. Twenty 
percent of respondents reported using polygraph examinations for preemploy­
ment screening, periodic surveys, and investigations of specific onsite 
crimes. It is interesting that of reasons given for using or not using the 
method, users ranked moral or ethical considerations last and efficiency 
fi rst; nonusers, however, ranked val i di ty and rel i abil ity second in impor­
tance, cost third, and the availability of qualified operators fourth in 
importance. Belt and Holden found a positive relationship between a State 
having a licensing requirement and employers' use of polygraph testing. 
According to Ansley (1983b), 25 States have licensing requirements for 
polygraphers; licensing is optional in one state. 

Although there is testimony that use of polygraph testing reduces em­
ployee crime (U.S. Congress, 1978), no formal cost-benefit analyses appear 
to have been conducted. In addition, there is no research on the predic­
tive validity of polygraph results (Hayden, 1982; Sackett & Decker, 1979). 
Although employee issues are critical to proposed Government uses of poly­
graph testing (cf. U.S. Congress, 1983), few data are available on Govern­
ment employees (see sections 4 and 5). 

One add i tiona 1 area of cont roversy has concerned emp 1 oyee ri ghts and 
employer-employee relationships. The general matter of invasion of privacy 
is particularly pertinent in preemployment screening and periodiC checking. 
In preemployment screening. the range of questions that may be asked has 
been subject to particularly heavy criticism. Questions have been reported 
to include items concerning union activity~ sexual preference, and family 
problems (U.S. Congress, 1974); and, as well, win ingness to make a com­
mitment to the job (Sackett & Decker, 1979), and whether the respondent has 
ever been tempted to steal (Hayden, 1978). During periodic checking, 
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respondents are sometimes asked not only about their own possible improper 
behavior (e.~.~ underringing in supermarkets), bllt also about their level 
of job satTsTaction, intention to remain with the employer, and activities 
of their fellow employees (Whiteside, 1981). There;s some concern about 
whether prej ud ices of the po 1 ygraph exami ner based on rae; a 1, ethn; c, and 
gender stereotypes bi as employees' responses (Sackett & Decker, 1979). 
These assertions do not appear to have been tested. 

One argument against the use of polygraph examinations in the employ­
ment situation is that it destroys the trust relationship between employers 
and employees, and creates employee dissatisfaction. Apparently, five 
studies have examined whether the use of the polygraph causes private sec­
tor employees to be dissatisfied (see Phannenstill, 1983). In one study, 
Ash and Wheeler found that 96 percent of applicants were willing to take a 
po 1 ygraph exam; n at i on to get a job; 86 percent of the app 1 i cant s thought 
the preemployment examination was fair, and 88 percent were willing to take 
it routinely as a condition of employment. A problem with the study was 
that applicants were surveyed immediately after taking the polygraph exami­
nation so they may have thought their responses were part of the screening 
process (Sackett & Decker~ 1979). In the one known survey of Federal em­
ployees, the Air Force (1983) surveyed individuals who had volunteered to 
participate in a pi lot project on the use of the polygraph for counter' in­
telligence/securityexaminations. About 99 percent of the respondents felt 
that the examination was fair, and were willing to take an examination for 
counterintelligence purposes. 

Federal Debate Over Polygraph Validity 

Concern about and debate over Federal Government use of the polygraph 
have emerged at several points during the past twenty years. As shown in 
figure 3.1, the history is essentially one of legislative concern triggered 
by some executive branch proposal or action regarding polygraph testing. 
The questions raised by Congress have included constitutional and ethical 
as wel1 as validity issues. However, the scientific validity and reliabil­
ity of polygraph testing has been and is a central congressional concern. 
This section briefly describes the history of Federal Government involve­
ment with the issue of polygraph validity. 

1960s 

Congressional interest first intensified in 1963 when controversy 
developed over an executive branch proposal to use lie detectors to find 
the source of unauthorized disclosures of sensitive or classified informa­
tion, sometimes known as "leaks" ("Uproar Erupts,!! 1963). The then Chair­
man of the House Committee on Government Operations asked the Foreign Oper­
ations and Government Information Subcommittee to study the Federal Govern­
ment's use of polygraphs. The study found that9 excluding the National 
Security Agency and Central Intelligence Agency (for which information was 
classified), Federal agencies had conducted 19,796 polygraph examinations 
in 1963. In 1964, the Subcommittee held hearings and received testimony 
from private polygraphers 9 researchers, and Federal officials. In a 1965 
report (U.S. Congress, 1965), the House Committee on Government Operations 
concluded that there was no scientific evidence to support the theory of 
the polygraph, and that the research evidence as to its accuracy was inade­
quate. The COlTlT1ittee reconnnended that further research be conducted and 
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training for polygraph examiners be upgraded, and that the President esta­
blish an interagency committee to study and work out solutions to problems 
posed by Federal Government use of polygraphs. 

Later in 1965, an interagency polygraph committee of representatives 
from the Department of Defense, CIA, Department of Justice, Bureau of the 
Budget (now Office of Management and Budget), Office of Science and Techno­
logy (now the Office of Science and Technology Policy), and other executive 
agencies was establ ished. The interagency committee concluded that: l} 
there was insufficient scientific evidence concerning the validity and re­
liability of polygraph tseting; and 2) the use of the polygraph constitute 
an invasion of privacy of the individual being interrogated. The committee 
recommended that the "use of the polygraph in the Executive Branch should 
be generally prohibited, and permitted only in special national security 
operations and in certain criminal cases II (U.S. Civil Service Commission, 
1966, p. 2). The recorrmendations made at that time concerning personnel 
screening were promulgated as Civil Service regulations. 

Thus, in 1973, the Civil Service Commission (now OPM) issued an ap­
pendix (chapter 736, appendix 0, of the Federal Personnel Manual) regula­
ting the use of polygraphs in personnel investigations of competitive ser­
vice applicants and appointees to competitive service positions. According 
to this appendix, which is still in effect, only executive agencies with 
highly sensitive intelligence or counterintelligence missions directly af­
fecting the national security such as "a mission approaching the sensitiv­
ity of that of the Central Intelligence Agencyll are permitted to use the 
polygraph for employment screening and personnel investigations of appli­
cants for and appointees to competitive service positions. All other uses 
of a polygraph to screen applicants for and appointees to competitive posi­
tions are forbidden. 

The appendix also set forth steps for determining whether agencies 
met the criteria of having a highly sensitive mission, and stipulated that 
approval to use the po 1 ygraph woul d be granted on 1 y for one-year peri od s . 
Agenc; es intend i ng to use the po 1 ygraph for per sonne 1 screen i ng were re­
quired to prepare regulations and directives meeting certain minimum stan­
dards. The minimum standards included directives concerning the specific 
purposes for which the polygraph may be used, and directives that a person 
to be examined must be informed as far in advance as possible of the intent 
to use the polygraph and of the fact that refusal to consent to a polygraph 
examination will not be made a part of the person's personnel file. 

Also in response to the House Government Operations Committee's 1965 
report, DOD proposed, and in part undertook, an extensive polygraph re­
search program. And in July 1965, DOD issued directive 5210.48 (DOD, 1965) 
to regul ate the conduct of polygraph examinations and improve selection, 
training, and supervision of its polygraph operators. Some of the results 
of the DOD research program were later reported in a scientific journal 
(Bersh, 1969, see section 4), but other reliability and validity studies 
proposed were never carried out {DOD Joint Services, 1968}. 

Between 1967 and 1973 a number of bi 11s were introduced which would 
have either limited the questions that could have been asked or banned 
altogether polygraph use by Federal agencies (U.S. Congress, 1974). None 
of these bills was enacted. 
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Ten years after the 1964 hearings, this same House Government Opera­
tions subcommittee conducted another review of polygraph use by Federal 
agencies (U.S. Congress, 1974a). In 1974 hearings, the Subcommittee found 
that the use of polygraphs in the Federal Government had declined substan­
tially since 1963. In fiscal year 1973, a total of 6,946 examinations were 
conducted, including 3,081 by NSA. This compared to 19,796 in 1963. ex­
cluding NSA and CIA. The Subcommittee also found that there was not much 
additional research on polygraph validity. The only federally funded stu­
dies conducted had been those reported by the DOD Joint Services Group 
(1968), and these studies were considered by 000 to be inadequate for de­
termining the validity and reliability of Federal polygraph testing. 

In a 1976 report based partly on the 1974 hearings. the House Govern­
ment Operations Committee concluded that "the nature of research under­
taken, both federally and privately funded, and the results therefrom, have 
done little to persuade the committee that polygraphs ... have demonstrated 
either their validity or reliability in differentiating between truth and 
deception, other than possibly in a laboratory situation ll (U.S. Congress, 
1976, p. 12). The 1976 report concurred with the 1965 report that "There 
is no 'lie detector'lI (U.S. Congress, 1976, p. 46). Because of the poly­
graph's "unproven technical val idity" and the suggestion that the "inherent 
chilling effect upon individuals subjected to such examination clearly out­
weighs any purported benefit to the investigative function of the agency," 
(p. 46). the Committee recommended a complete ban on the use of polygraphs 
by all Federal Government agencies for all purposes. However, thirteen 
committee members dissented, asserting both that the hearings had been held 
during an entirely different Congress, and participated in by an entirely 
different group of Members, and that, while testimony at the hearings re­
presented a wide diversity of views, no witness had urged prohibition of 
the polygraph for all purposes. The dissenters urged adoption of the re­
cOll11lendations originally proposed and voted upon by the members who had 
participated in the hearings. These recommendations would have, ;n part, 
prohibited the use of polygraphs in all cases except "(l) those clearly in­
volving the Nation's security and (2) those in which agencies can demon­
strate in compelling terms their need for use of such devices for their law 
enforcement purposes, and that such uses would not violate the fifth amend­
ment or any other provision of the Constitution." 

The concern with scientific validity and its implications for the 
Federal Government's use of polygraph testing arose again in 1979 at hear­
ings held on pre-employment security clearance procedures by the House Per­
manent Sel ect Committee on I ntell igence, Subcommittee on Overs i ght (U. S. 
Congress, 1980). The subcommittee found that there had been insufficient 
research on the accuracy of the polygraph technique in screening job appli­
cants (p. 15) and that "gaps in the statistics kept by the intelligence 
services do not make it possible to make the clear judgment that the poly­
graph is unique and indispensable" (U.S. Congress, 1979b, p. 15). The Dir­
ector of Central Intelligence (DCI) was urged to conduct a study to vali­
date the accuracy of the polygraph for pre-employment screening. The DCI 
did conduct a study in 1980, but it was a utility study, not a validity 
study (DCI, 1980). 

As shown in figure 3.1, in addition to interest in Federal use of 
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polygraphs, Congress has shown interest in the use of polygraph examina­
tions by private employers, in part because of constitutional and privacy 
issues (see, e.~., U.S. Congress, 1974, 1978. 1979b; the Privacy Protection 
Study Commisslon Report [1977] mandated by Publ ic Law 93-579; and several 
laws introduced since 1967). Various congressional cOrT1llittees have ques­
tioned the validity of polygraph testing in a private employment context, 
in particular as a condition for employment. Nevertheless. attempts to 
enact Federal legislation regulating the use of polygraph examinations by 
private employers and/or the Federal Government have not been successful. 

1980s 

In the recent past, the executive branch has again taken initiatives 
concerning the Federal use of polygraph testing. In April 1982, a DOD 
select panel reviewed the DOD personnel security program (DOD, 1982) and 
expressed di ssat i sfact i on because of incons i stency in polygraph use across 
component programs (as did U.S. Congress, 1979) and the lack of reinvesti­
gations. The panel observed that mi1itary personnel. unlike civilians, 
were appointed to NSA and allowed access to Sensitive Compartmented Infor­
mation (SCI) without undergoing a polygraph examination. In addition, per­
sonnel could continue to get clearances throughout their careers without 
ever being subjected to reexmaination. The DOD panel recommended a broad­
ened app 1; cat i on of the polygraph for security screen; ng purposes, and 
se 1 ect i ve use of counter i nte 11 i gence scop-e polygraph exami nat; ons duri ng 
periodic reinvestigations. The panel noted that the recommended expanded 
use of the polygraph would require changes in DOD Directive 5210.48. 

On August 6. 1982, the Office of the Deputy Secretary of Defense 
(Carlucci, 1982) issued a memorandum requiring employees with SCI access to 
agree to submit to polygraph examinations on an aperiodic basis. and re­
vised 000 Directive 5210,48 accordingly. later in 1982, further revisions 
to DOD Directive 5210.48 were drafted (DOD, 1982). In 1983, the President 
issued a National Security Decision Directive (NSDD-84) also authorizing 
broader use of the polygraph. Congress responded to these developments by 
conducting several sets of hearings (U.S. Congress. 1982, 1983a, 1983b), by 
requesting OTA and GAO studies, and by passing an amendment to the DOD ap­
propriations authorization bill (S.675) putting a moratorium until April 
15, 1984, on any revisions to DOD Directive 5210.48 retroactive to August 
5, 1982. The DOD draft revisions and NSDD-84 are discussed in more detail 
below. 

Draft Revisions to DOD 5210.48 

The draft revisions to the DOD polygraph regulations have gone 
through several iterations. For the purposes of this validity study, a 
primary proposed revision (as of the March 1983 draft) is to authorize the 
use of the polygraph for determining initial and continuing eligibility of 
DOD civilian, military, and contractor personnel for access to highly clas­
sified information (SCI and/or special access). The use of the poygraph in 
determining the continuing eligibility would be on an aperiodic (i.e., ran-
dom) basis (DOD, 1983). --

A1so, the proposed revisions provide that refusal to take a p01ygraph 
examination, when established as a requirement for selection or assignment 
or as a condition of access, may, after consideration of all other relevant 
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factors~ result in adverse consequences for the individual. Adverse conse­
quences are defined to include nonselection for assignment or employment. 
denial or revocation of clearance or reassignment to a nonsensitive posi­
t ion. 

Technically, these expanded uses of the polygraph are considered to 
be part of personnel security investigations. Use of the polygraph within 
DOD is already authorized under the existing 1975 version of 5210.48 for 
various criminal, counterintelligence, and intelligence purposes. 

A detailed review of the proposed changes is beyond the scope of this 
study. 

NSDD-84 

On March 11, 1983, the President issued a National Security Decision 
Directive intended, according to DOJ officials, to help safeguard against 
unlawful disclosure of properly classified information. One ma;n provision 
of NSDD-84 requires that persons with authorized access to classified in­
formation sign a nondisclosure agreement, and that persons with access to 
SCI must also agree to prepublication review. These provisions are outside 
the scope of this study, as is a full analysis of NSDD-84. 

Wi th respect to the polygraph, NSDD-84 in effect authori zes agenc i es 
and departments to require employees to take a polygraph examination in the 
course of investigations of unauthorized disclosures of classified examina­
tions. NSDD-84 also provides that refusal to take a polygraph test may re­
sult in adverse consequences. NSDD-84 permits administrative sanctions, 
including denial of security clearance, to be applied even when a person is 
not subject to a criminal investigation (DOJ, 1983). 

Scientific Validity and POlygraph Research Reviews 

Reviews of scientific literature form the principal means to cumulate 
research findings and are especi ally important in order to assess the use­
fulness of polygraph testing. Single research studies, no matter how well 
conducted, cannot answer global questions about validity and must be con­
s i dered in re 1 at i on to other evi dence. Both because research evi dence 
about polygraph testing has rapidly increased, especially within the last 
10 years, and because there have been di sagrl!ements about the nature of 
evidence about polygraph testing, there have been a number of such reviews. 
These reviews are important~ because they are frequently cited in both 
legal and legislative considerations and because they serve to shape future 
research. 

Underlying each of the reviews is the application of a set of criter­
ia, only sometimes made explicit, regarding the validity of individual stu­
dies and their implications for overall assessments of polygraph testing 
accuracy. As introduction to the scientific reviews, the nature of these 
cri teri a is descri bed. The rev; ews, themse lves, are then summari zed and a 
preliminary analysis of discrepancies among reviews is presented. More de­
tailed analysis of individual validity studies is provided in sections 4 
and 5. 
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Definitions of Scientific Validity 

Validity. The validity of polygraph testing means, in nontechnical 
terms, accuracy in detecting deception and truthfulness. The problem is 
assessing polygraph validity is especially difficult, not only because 
polygraph tests take a number of forms, but also because validity has dif­
ferent dimensions and can be measured in a number of ways. There are, as a 
result, a number of different forms of validity associated with polygraph 
examinations depending on the type of polygraph test as well as on its use 
(e.g., employee screening vs. investigation of a criminal suspect). These 
d; ff i cult i es under 1 ie, in part, the fa il ure to have deve loped agreed-upon 
assessments of polygraph validity. 

In order to make explicit the criteria for validity used in this as­
sessment, below are described several dimensions of val idity and how they 
are assessed. This description is based both on standards for psychologi­
cal/psychometric tests (cf. American Psychological Association, 1974, 1983) 
and criteria to evaluateresearch designs (cf. Cook & Campbell, 1979; Saxe 
& Fine, 1981). Although criteria for validlty can be described objective­
ly, it should be noted that it is essentially a qualitative judgment as to 
whether (or, to what extent) a given criterion is met. In addition, as­
sessments of the IIpreponderance" of evidence necessary in order to assess 
the overall validity of polygraph testing, are similarly subjective. In 
subsequent sections, a systematic analysis of available research is at­
tempted, although it should be recognized that there are a number of op­
tions to conduct such evaluations, each of which may yield a somewhat dif­
ferent outcome. 

Reliability. Assessment of any testis validity is based on the as­
sumption that the test consistently measures the same properties. This 
consistency, known as reliability, is usually the degree to which a test 
yields repeatable results (i.e., the extent to which the same individual 
retested is scored similarlyj.-

Reliability also refers to consistency across examiners/scorers. A 
reliable polygraph test should both yield equivalent outcomes when subjects 
are retested and, as well, be scored similarly by individuals other than 
the initial examiner. For example, if a polygraph examiner reviewed a set 
of charts and concluded that a subject was deceptive, any other polygraph 
examiner should be able to review the same charts and conclude that decep­
tion was indicated. This illustrates interrater-reliability. Such relia­
bility might be lowered depending on the amount and type of training of 
examiners. 

The study focused primarily on validity because if a testing proce­
dure is not measuring what it purports to measure (validity), it matters 
little that it can measure the same thing again and again. Examiners who 
consistently agree that they are seeing IIdeceptionli may in fact be measur­
ing anxiety or some other form of arousa1. Reliability is, however, a 
necessary condition for validity to be established. A test that is valid 
will, necessarily, be reliable. 

Construct validitf' Construct validity refers, in broad terms, to 
whether a test adequate y measures the underlying trait it is designed to 
assess. A polygraph test ;s designed to detect deception. It;s therefore 
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important to clearly define the construct of deception, and distinguish it 
from other variables such as guilt. 

To measure construct validity, it ;s necessary to both describe the 
construct and show its relation to a conceptual framework. Construct vali­
dation, thus, requires that a test be based on some theory or conceptual 
model. Since different types of polygraph tests have different theoretical 
bases (see section 2), there are multiple forms of construct validity for 
the polygraph. Construct validity is established by various means. Most 
importantly, based on theoretical predictions of how items should interrel­
ate or how other tests should correlate with the measure of interest, ac­
tual evidence C~.".9..., scores from similar tests) is examined. If no such 
predictions are possible it is impossible to establish construct validity. 

Criterion validity. Although from a theoretical point of view, con­
struct validity ;s most important, from a practical point of view, criter­
ion validity is the central component of a validity analysis. This aspect 
of validity refers, in the case of polygraph examinations, to the relation­
ship between test outcomes and a criterion of ground truth. In this res­
pect, criterion validity is what is meant by test accuracy. In the absence 
of construct validity evidence, however, it is difficult to determine to 
what extent criterion validity data can be generalized. In some situa­
tions, it ;s not clear which aspects of a test are responsible for accur­
acy, and what factors cause a test to be inaccurate. 

Research Design 

The above validity criteria are those which are typically assessed in 
considering evidence about the usefulness of a test. A related set of 
validity criteria are also used to evaluate the validity of any single 
study deSign. These research deSign criteria include, most importantly, 
internal and external validity (cf. Cook &- Campbell, 1979; Saxe & Fine, 
1981). -

Internal validity refers to the degree to which a study has con­
trolled for extraneous variables which may be related to the study outcome. 
External validity refers to the established generalizability of a study to 
particular subject populations and settings. Internal validity in the case 
of a polygraph test study is usually enhanced by the presence of control 
groups. Typically, such conditions of an experiment permit analysis of 
variables such as different question formats. In most field studies, in­
ternal validity is difficult to establish since the investigation cannot 
control, or in many cases, have definitive knowledge about, whether a sub­
ject is guilty or innocent. 

External validity is Simply the nature of the subjects and settings 
tested. The broader the population examined and the type of setting inves­
tigated, the more the study results can be generalized. In a parallel way, 
the more similar the research situation to the "real life" situation, the 
greater a study's external validity. Evidence about external validity is 
developed both from investigations that test a broad range of subjects and 
interactions with polygraph test outcomes. External validity is simply the 
nature of the subjects and settings tested. The broader the population ex­
amined and the type of setting or the more similar it is to the situation 
for which one wants to use a test or a theoretical construct, the greater a 
study's external validity. 
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False Positives and Negatives 

With any test, the possibility exists of false positives and nega­
tives. False positives are decisions that individuals are being deceptive 
when they provide truthful responses. Their charts are scored as showing a 
"deceptive" reaction for some other reason. False negatives are decisions 
that individuals are not being deceptive when in fact they are being decep­
tive. There are a number of reasons why such false outcomes might be ob­
tained and, in part, they depend upon the criteria (e . .2." amount of physio­
logical change) used to indicate deception or truthfulness. 

The rate of false positives or negatives is sometimes difficult to 
establish because in research studies, a number of criteria for deception/ 
nondeception may be appl ied. Thus, for example, in studies which employ 
numerical scoring for polygraph charts, depending on the scoring system 
(i.e., cut off points), different diagnoses will be made. The rate of 
false positives and negatives may also depend on the examiner's perception 
of the "base rate" of guilt/innocence. 

In some cases, the examiner will deal mostly with deceptive subjects 
(~'.9." in certain criminal investigation contexts) and, thus may be predis­
posed to make false positive diagnoses. In other settings (e . .9." some per­
sonnel screenings), an examiner may test only a small number of deceptive 
subjects and, then, may be predisposed to false negative decisions. Re­
gardless of rates, assessment of conditions that contribute to either type 
of error is a focus of the research literature. 

Reviews of Polygraph Validity 

S-ince at least 1973, a number of polygraph researchers and psycholo­
gists interested in phYSiological detection of deception have reviewed 
available scien,tific literature to assess the validity and reliability of 
polygraph testing. Most such reviews focus on criterion stUdies of criter­
ion validity, although a growing number of investigations deal with con­
struct val idity. The most important difference among these criterion stu­
dies has to do with whether they are conducted in actual field situations 
or in "-analog" situations. 

Field stUdies. For purposes of this report, field stUdies are those 
studies or "naturally" occurring polygraph test situations; that is, stu­
dies in which the researcher does not exercise experimental control over 
the situation in which the crime or other event occurred. Not exercising 
experimental control means that the researcher does not systemat i ca 11 y as­
sign people to conditions of, for example, guilt or innocence. We refer 
here to "field" studies but others (e.g., Ansley, 1983a) use the terminol­
ogy "real" cases (vs. "laboratory").-7t.brams (1973) "differentiates between 
the laboratory and "actual criminal cases. 1I 

In polygraph field studies, polygraph examiners' decisions are 
compared against some ~~st hoc determination of whether subjects are guilty 
or innocent; that is, grounatruth." These ~ hoc determinations may, 
in different studies, consist of confessionsoyt."'he presumably guilty 
party, decisions by a panel of attorneys or judges assembled specifically 
for a particular study who base their decisions on investigative fi les 
excluding references to polygraph decisions, judicial outcomes (dismissals, 
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acquittals, convictions), as well as other criteria. The fact that deter­
minations of guilt or innocence are made post hoc makes drawing conclusions 
from field studies difficult (Podlesny & lra'SKfii"';-1977). In real life situ­
ation, truth is seldom available (Ginton ~!l., 1982). 

Attempts to use confessions, panel judgments, judicial outcomes and 
other criteria as indicators of truth have their own problems. People may 
confess to crimes which they did not commit (Lykken, 1981). They are some­
times falsely convicted (Borchard, 1932). Panel decisions may be general­
izable only to cases in which sufficient investigative information is 
available to make a decision without the addition of polygraph testing. 
One can never be certain that the panel decision is indeed correct, and the 
panel and the polygraph examiner may have been exposed to the same prior 
information (Ginton et al., 1982). Thus, field studies provide the most 
d 1 rect evi dence about p01'ygraph' test val i dity, they have been crit i ci zed 
because they do not adequately meet the standards of IIground truth" for the 
criterion validity. 

(omTar i son of rev i ews . A n umber of independent rev i ews (1 is ted in 
table 3.2 of the field evidence on polygraph testing were assessed in or­
der to determine reasons for differences among reviews. The reviews differ 
in a number of respects. In part reviewers' conclusions differed because 
they included different kinds of studies and even different studies des­
pite, in several cases, having had the same studies available to them. In 
addition, some reviews differentiated between accuracy in detecting decep­
tive versus nondeceptive subjects, emphasizing the problems of false posi­
t i ves and f al se neg at; ves; other aggregated the overall accuracy rates 
across both groups of subjects. Finally, there are differences in the way 
accuracy rates were calculated. in particular. how inconclusives are hand­
led. Each of these differences has important implications for the conclu­
sions developed by the reviews. 

Several reviews (Abrams, 1973; Horvath, 1976) conducted 5 to 10 years 
ago reported relatively positive conclusions based on an evaluation of the 
scientific literatUre. 

Abrams (1973) revi ewed reports of the polygraph's accuracy dat i ng 
from 1917, including anecdotal as well as experimental data. He calculated 
approximate estimates of overall accuracy from this data, noting, however, 
that "it 'is almost meaningless to total and a'Jerage these findings because 
of the great discrepancy in experimental paradigms and the instruments em­
ployed" (p. 320). He reported that in studies with complete verification 
of ground truth, diagnoses were 100% correct. In other field studies prior 
to 1963 Abrams calculated an accuracy rate of 98 percent. In laboratory 
experiments prior to 1963, Abrams estimated the average accuracy rate of 81 
percent. Averaging the results of the reports between 1963 and 1973, 
Abrams' estimate of laboratory research accuracy was 83 percent. Horvath's 
( 1976) rev i ew used somewhat more st r; ngent cr i teri a in se 1 ect i ng dat a than 
did Abrams. His review does not include an overall average accuracy rate 
calcul ated across studies. 

Those ear 1 y pos it i ve vi ews of the po 1 ygraph 's worth have recent 1 y 
been challenged by Lykken (1981) and, to some extent, by Ben-Shakhar et a1. 
(1982). Lykken challenged the theoretical assumptions of the most preva­
lent question technique, the CQT, and asserted that an average 50-percent 
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fa 1 se pos it i ve rate supported hi s theoret i ca 1 ch a 11 enge. lykken. howver. 
continues to believe that particular polygraph techniques are useful (i.e .• 
the detection of guilt by measuring physiological arousal) and offers the 
use of the guilty knowledge technique as a way to increase overall valid­
ity. Adoption of lykken's suggestion would preclude the use of the poly­
graph for preemployment testing and periodic checking. 

Ben-Shakhar et al.'s (1982) analysis also limited their assessment of 
the polygraph to theCQT. Their assessment of existing polygraph field 
research was that it showed that polygraph testinq was 83 to 84 percent 
accurate for gui lty suspects and 76 to 81 percent accurate for innocent 
suspects. As a result, Ben-Shakhar et a1. concluded that examiners tend to 
value detection of guilty suspectsniqnly, even at the risk of falsely 
classifying innocent suspects their conclusion concurs with lykken's. Ben­
Shakhar et a1., in conducting their review, employ a utility theory ap­
proach based on Bayes' theorem. They predi ct dramat i ca 11y different ut 11-
ity rates based on different base rate assumptions. 

Although these recent reviews. by authors who are not professional 
polygraphers, cause doubt on the validity of at least the most common poly­
graph technique, a more recent review by Ansley (1983a) comes to the most 
positive conclusions since those of Abrams. Ansley 1 s review ;s an impor­
tant review because it represents the views of the National Security Agen­
cy's chi ef po 1 ygraph exami ner. (NSA conducts the 1 argest number of po 1 y­
graph examinations of any Federal agency). As shown in Table 3.2, Ansley 
concludes that field research shows a 97.2-percent validity rate and labor­
atory research a 93.2-percent validity rate. Based on these validity cal­
culations as well as separate calculations for reliability and utility, 
Ansley concludes that the polygraph is "clearly an excellent adjunct to the 
selection process." 

Unfortunately, for the most part, polygraph reviews contained in 
Table 3.2 do not explicitly state their study selection criteria (see Glass 
et a1., 1982; light & Pillemer t 1980). The result is that a number of dif­
Terent studies have been included in various reviews, each of which pre­
sents different problems for interpretations of validity. The kinds of 
studies include reports of single criminal investigations in which the 
actual solution to the crime is the criterion for validity; studies in 
which "b1ind ll polygraph interpreters compare their polygraph chart evalua­
tions to "ground truth" as established by confession; and studies in which 
the judgment of legal professionals, actual judicial outcome, or in one 
case, the judgment of a single psychologist, is used to establish ground 
truth. 

Some reviews do specify criteria for exclusion. lykken, for example, 
does not include studies of single criminal investigations. Abrams, on the 
other hand, includes in his review a number of such studies (~ . ..9. •• Bitter­
man & Marcuse; larson, 1921). lykken's reasoning was that in single crimi­
nal investigations, the examiner has a large chance of being accurate (de­
pending on the number of suspects) merely by calling everyone innocent. 
The fact that other reviewers do not include Bitterman and Marcuse, and 
other such reports, imp 1 i es that they accept lykken' s eva 1 uat; on of the 
usefulness of such studies as indicators of validity. It is possible that 
results of such reports could be useful in assessing polygraph screening of 
1 arge numbers of ; nd i vi dua 1 sin spec ifi c inc i dent cases, such as m; ght be , 
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the case in unauthorized disclosure investigations. However, additional 
factors limit the external validity of Bitterman and Marcuse and other such 
studies. In Bitterman and Marcuse, for example, the investigators were 
psychology professors apparently conducting their first polygraph tests, 
and they did not use accepted polygraph procedures or instruments. There 
are no recent systematic studies of specific incident investigations invol­
ving a large number of suspects. 

There is strong disagreement among reviewers about whether another 
group of studies should be included as indicators of validity. These stu­
dies were conducted with records selected from the files of the John E. 
Reid & Associates polygraph firm. A group of cases was used which the 
authors considered to be "verified" by confession of the guilty suspect (in 
most cases they were also verified by some form of corroboration; Buckley, 
1983). The polygraph charts in these cases are then reinterpreted by a 
group of polygraphers who are "blind" (i.e., do not know) to the suspect's 
guilt or innocence. The degree of agreement of the "blind" evaluators to 
verify guilt or innocence is the test of validity. Two reviewers (Horvath, 
lykken) explicitly excluded the group of studies conducted based on Reid 
files. Horvath excluded them because they used confessions as a criterion 
(confessions not being independent of the polygraph examinations), and lyk­
ken because both examiners and "bl ind" evaluators were Reid polygraphers 
from the same firm. His claim was that the studies were, thus, "merely 
demonstrations that Reid's examiners score charts in a similar way" (lyk­
ken, 1981, p. 123) and so were estimates of reliablity rather than valid­
ity. However, reviews by Raskin and Podlesny (1979) and Ben-Shakhar et al. 
(1983) each use all four Reid studies to assess validity. --

Conclusions about the validity of the polygraph may depend on whether 
the revi ewer attends to the average accuracy rate or to the accuracy for 
guilty and innocent subjects separately. The conclusions of all decision 
stat i st i cs contri butes to the abi 1 i ty to make an accurate assessment of 
polygraph testing validity, particularly in view of the concern over both 
high false positive and high false negative detections. If, for example, 
the innocent correct rate is 80 percent but the remaining 20 percent con­
sists of inaccurately calling innocent subjects guilty~ a different policy 
conClusion may be drawn than if the remaining 20 percent consists of "in­
conc 1 us i ves" or of fa 1 se negat ; ves. In some cases, for ex amp 1 e preemp 1 oy­
ment screening, inaccurately designating nondeceptive people as deceptive 
may have worse consequences for the emp 1 oyee than inaccurate 1 y dec i ding 
that deceptive individuals are nondeceptive. In some cases C~.'.9.." a 
heinous crime by a potential repeat offender, infiltration by a foreign 
agent), a false negative may have serious consequences. 

In only two reviews (Ben-Shakhar, lykken) are summary percentages 
provided in terms of the percent accurately detected for both guilty and 
innocent; in other reviews, these figures are presented as the average per­
cent of accurate detections. In some cases, the percent inaccurately "de_ 
tected" as nondeceptive (when they were really deceptive) or deceptive 
(when they were really nondeceptive) as well as present inconclusives were 
also reported by reviewers. But for purposes of clarity these have been 
omitted from Table 3.2. 

Another reason reviews differ about the results of the same stUdies 
is the fact that they make different decisions about the base rate of 
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subjects or cases that are included. If, for example, a panel cannot make 
a decision about 30 percent of the cases (~'.9.., Barland & Raskin, 1976), 
some reviewers wi 11 omit the number of nonagreements from the number in­
cluded in the accuracy rate and base accuracy percentages on only the re­
maining cases. This accounts for the difference between Horvath and Ben­
Shakhar et al. analyses of the Barland and Raskin results. In other 
studies [andreviews of those studies, e . .,9.., Ansley, Abrams) inconclusive 
polygraph results are excluded from the-analysis. This has the effect of 
inflating the accuracy rates. 

Apart from the different base rates on which most of the reviewers 
calculated accuracy rates (see above), one source of different accuracy 
rates appl ies uniquely to Ansley (1983a). In any case in which there is 
not 100-percent accuracy by dividing the difference between the accuracy 
rate and 100 percent (the so-called error rate) in half and adds half of 
the difference to the accuracy rate. Ansley uses this procedure on the 
grounds that on the basis of chance, errorS were probably half ;n favor of 
the panel (or other criterion measure) and half in favor of the examiners. 
For example, in the Bersh study, half of the difference between the typi­
cally reported 92.4-percent rate and 100 percent is 7.6 which Ansley di­
vided in half, leaving a validity rate of 96.2 and an error rate of 3.8 
percent. The same method is used for the Peters, Elaad and Widacki stu­
dies, for which the preadjustment validity rates are 90.2 percent and 96.6 
percent and 91.6 percent, respectively. Each of these studies, particular­
ly Elaad (see section 4) have other problems of interpretation as well. 

Conclusions 

Central ~o legal, legislative, and scientific assessment of polygraph 
tests are their validity. Yet, despite many decades of judicial, legisla­
tive and scientific discussion, no consensus has emerged about the accuracy 
of polygraph tests. One explanation is that scientific criteria for vali­
dity deal with a number of dimensions and that the criteria vary widely 
among specific research studies. In order to assess overall polygraph 
examination validity, it will be necessary to examine details of each of 
the relevant studies. Such analysis is presented in sections 4 and 5. 

Another explanation is that polygraph testing has been viewed as a 
single technique. Thus, despite testimony (~'.9.., Raskin, 1978) which urged 
differential consideration of polygraphs used in, for example, employment 
screening and criminal investigations, the scientific evidence for particu­
lar purposes has not been differentiated. As is demonstrated by the analy­
siS of scientific literature (here and in sections 5 and 6), in assessing 
validity it is necessary to separate clearly the purposes for which poly­
graph examinations are conducted and the types of techniques employed. 
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Table 3.2 Reviews of Field Studi~s of Polygraph Validity 
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(10) 
(1l) 
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(14) 
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(16) 

(17) 

(18) 

(19 ) 

* 
** 

Wicklander & Uunt~[", Siowick & duckiey, Horvath). or polygraph examinat.ions validated by a 
panel of judges using other criteria (e.g., Hersh, Barland & Raskin) or actual judicial outcome 
(\Jidacki). Researchen~ have not dgreed on what constitutes an appropriate criterion for validity 
in the field. 
Excluded by LykKeo as not useful evidence because of base rate problem. The examiners 1n the study 
assumed only one person was guilty. Therefore, they would have had a 99 percent accuracy rate even 
if they had called everyone innocent. 
NR = Not reported by the reviewer indicated. 
It is important to note Ansley's method of calculacing overall accuracy. When there are incon­
clusives (or disagreements bet ..... een the original examiners and the evaluator), Ansley divides the 
percent inconclusive by 2 and adds one-h.alf the percentage to the accuracy percent reported by the 
original research.er. 
74.6 percent figure is for majority decision; 92.4 percent for unanimous decision. 
The loW'er rate is the accuracy rate for inexperienced polygraphers; the higher rate is the accuracy 
rate for experienced polygraphers. 
Excluded because they are seen as reliability studies. Horvath reasons that they used confessions as 
a criterior. and because confessions are not independent of polygraphers I examinations "their useful­
ness as a criterion measure for e:;timating validity is limited" (p. 145). Lykken excludes them because 
both examiners and evaluators were Reid polygraphers. 
Lower rate is for non-nUmerical evaluation; higher rate for numerical evaluations • 
Focus of study was to test the "friendly polygrapher" hypothesis (see Raskin, tiarland [;. Podlesny, 1978). 
78.7 percent = agreement between simple majority on pa.nel and polygraph dt;'!cision; 36.7 percent'" agree­
ment between 4/5 majority on panel and polygraph; 89.7 percent = agreement between judicial outcome and 
polygraph (where judiciary not aWar<! of polygraph results). 
Of 2,433 polygraph examinations in the original pool, only 959 (39.4 percent) could be verified as to 
truthfulness or not; of these 959, 943 were found to be correct. The 98.3 percellt figure reported by 
Ansley represents 943/959 and does not take into account the entire pool of examinations. 
Actually. of 1984 cases that were confirmed, 10 wert! inconclusive and 6 were errort;. The percent accuracy 
given in A.nsley's revieW' excludes the inconclusive results and adds half the error rate t.o tlw accuracy 
rate. If one appropriately excludes both the inconclusives and the error rate, the accuracy rate is 
at most 87 percent. 
The lower rate is for studies using confessions criteria; higher rate is for studies uqing panel ot 
ex:perts criteria. Figures are rounded. 
Lie control test only. 
our calculations based on Lykken's conclusion that 6 out of 11 innocent subjects wen~ jlldged deceptive. 
Abrams uses !TIallY other studies to come to this conclusion. Hany at:"e anecdotal. ()th"r resl'archers (e.r;., 
Horvath) say they should not be relied on. 
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REVIEW AND ANALYSIS DF POLYGRAPH FIELD STUDIES 

Introduct ion 

As noted in the discussion of previous scientific reviews of poly­
graph val idity, considerable disagreement exists among reviewers as to 
which field studies and what kinds of evidence constitute acceptable tests 
of validity. This section presents the results of a systematic analysis of 
existing field studies of polygraph testing in order to make an independent 
assessment of validity. Field studies investigate actual polygraph exami­
nations and constitute the most direct evidence for polygraph test validity 
(Ben-Shakhar, et al., 1983). Both quantitative and qualitative techniques 
are utilized lnorder to make an overall aSsessment of existing evidence 
(Glass, McGaw & Smith, 1981; Pillemer & Light, 198D; Rosenthal & Rubin, 
1982) . 

The goal of this analysis is to synthesize available research. Al­
most all of the available field evidence comes from cases involving speci­
fic-incident criminal investigations using the control question technique 
(CQT). This is an important limitation. Because a systematic review helps 
to identify this kind of problem, researchers and policy makers have a bet­
ter basis on which to determine what, if any, additional techniques, test 
purposes, question designs, and scoring techniques have been studied and 
which may require further research. The analysis is designed to address 
many of the problems associated with qualitative or IIliteraryll reviews of 
the research literature previously discussed. In particular, the analysis 
makes explicit the criteria used for both study selection and data analysis 
(cf. Glass ~~., 1981; Pi11emar & Light, 1980; Rosenthal & Rubin, 1982). 

Study Selection 

Studies were considered field studies of validity if their sample 
consisted of actual instances of polygraph examinations conducted by pro­
fessional polygraph examiners, used field-tested polygraph techniques, and 
used some independent criterion to assess guilt or innocence. Although 
ground truth can probably never be known in an absolute sense, studies can 
be considered stUdies of validity only if they included some adequately 
described and systematically determined criterion of IItruthll (e.g., panel 
decision, judiCial outcome, confession). Studies in which judgments of one 
set of polygraphers are correlated with anothers ' with no independent cri-
terion of guilt or innocence are, in effect, reliability studies. Such 
studies have been excl uded from the primary analysis reported here. Re-
ports of unsystematically collected cases from police agencies and other 
organizations, ;n which the criteria for verification are unclear or un­
systematic, have also been excluded. 

The population of field studies considered for the present analysis 
was, in general, taken from those studies referred to in existing reviews 
of the scientific literature. In addition, researchers active ;n the field 
of polygraph research were contacted and asked to supply the names and pub­
lication information of any additional recent studies. A bibliography pro­
vided by the American Polygraph Association (Ansley, Horvath & Barland, 
1983) was also searched for references to field studies of val idity. The 
10 studies finally included (and listed in Table 4.1) in the analysis are: 
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Bar1and and Raskin (1976), Bersh (1969), Davidson (1979), Horvath (1977), 
Horvath and Reid (1971), Hunter and Ash (1973), Kleinmuntz and Szucko 
(1982), Raskin (1976), Slowik and Buckley (1975), and Wicklander and Hunter 
(1975). The following sections briefly describe the studies excluded from 
the analysis and the kinds of studies included in the analysis. 

Studies Excluded 

Not all studies referred to as field studies or actual criminal in­
vestigations by other reviewers are included in the present analysis. A 
comparison of studies shown in Table 3.2 and the ten studies included in 
the present analysis indicates that eight studies included by one or an­
other of the reviewers are not included. The excluded studies are Bitter­
man and Marcuse (1947), Ben-Ishai (1962), two analyses reported in Raskin 
(1976), Edwards (1981), E1aad and Schahar (1976), Peters (1982) and Widacki 
(1982). One study, K1einmutz and Szucko (1982), not included by various 
reviewers (because of its recent publication) has been included here. In 
addition, a number of studies included by Abrams (1973), not shown in Table 
3.2, are also excluded from the present analysis. Many of the studies 
Abrams cited are excluded by later reviewers (e.g., Horvath, 1976) because 
they are not actual validity studies (and did not use external criteria of 
"gu ilt/innocence,u ~'..9..., MacNitt, 1942), they did not use appropriate poly­
graphic instrumentation (~.q., Summers, 1936), or did not use testing pro­
cedures common today (~.~.,~yon, 1936). Other studies used by Abrams, but 
excluded from the present analysis, were unverified self-reports published 
in popular magazines (~.g., McEvoy, 1941), or surveys of attitudes towards 
validity of the po1Y9rapn (~.~., Cureton, 1953). 

The Bitterman and Marcuse (1947) study was excluded because, as 
pointed out by Lykken (1981) and others (~'..9.." Horvath, 1976), stUdies of 
single crimes for which there is only one possible guilty person raises the 
probability of accurate deception, regardless of method used, to a level 
too high for the study to provide valid information. To give an extreme 
example, if there is one guilty suspect among 100 examined, making an a 
prior decision to call them all innocent yields a 99 percent accuracy rate. 
In addition, Bitterman and Marcuse did not meet present criteria for field 
studies because the polygraphers were not professional examiners (they were 
psychology professors who had read books and articles about the polygraph 
technique), and they did not use field-tested measures of physiological 
response. 

Ben-Ishai IS (1962) paper reports on two studies, both of which were 
excluded. One consisted of blind evaluations by Ben-Ishai of 10 polygraph 
charts. It;s more accurately described as a study of reliability. The 
other used a single psychologistls (Ben-Ishai IS) judgments of guilt or in­
nocence based on investigative files as the criteri'On by which to judge 
polygraph accuracy. It is difficult to justify use of the judgment of a 
single psychologist as an adequate criterion of ground truth. likewise, 
the information used to establish ground truth for the Elaad, Peters and 
Widacki reports is not systematically collected, inadequately described, 
and are more accurately described as a set of anecdotal reports. They use 
samples of cases collected from police files which are described as having 
been verified, sometimes by judicial outcome (Widacki), in others by con­
fession (Elaad), and in the Edwards study, by "independent means." 
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A final set of studies excluded are two of the three studies by Ras­
kin (1976). One analysis was directed primarily at an assessment of wheth­
er polygraph examinations are more favorable to defendants when conducted 
by polygraph examiners chosen by defense attorneys than when they are con­
ducted by examiners chosen by prosecutors (the so-called "friendly poly­
grapher" hypothesis). The purpose of the second analysis was to discover 
the source of decision errors; these findings are discussed in section 6. 
The Raskin study included in the present analysis (Raskin, 1976) was con­
ducted with the only 16 cases from Barland and Raskin's (1976) sample able 
to be verified by confession. 

Studies Included 

The field studies included are listed in Table 4.1 in terms of the 
criterion used, the type of initial examiner decision, and the types of 
case selected. These characteristics of studies relate to criterion, con­
struct, and external validity, respectively. 

The criterion dimension refers to the operationalization of ground 
truth used in a study. In one type of validity study, polygraphers' origi­
nal decisions are compared against a criterion of ground truth established 
by a panel of experts (e • ..a .• 1 awyers and judges). The panel makes their 
judgment on the basis aT lnformation in an investigative fi let from which 
polygraph results are excluded. In another type of field study, the cri­
terion consists of a second set of examiners' evaluations of charts taken 
from a file. In most cases, the evaluation is "blind"; that is, the exami­
ner/evaluator does not know the original examiner's decision, the disposi­
tion of the case, nor any other information about the subject. In this 
situation, the original decisions have been verified by confession of the 
guilty party. Verification by confession is used as the ground truth cri­
terion. In the third, and the least common type of field study, original 
examiners' decisions (the construct validity component) are judged against 
guilt or innocence established by judicial outcome, which is the ground 
truth criterion. 

Whether one uses examiner decisions or physiological recordings 
(above), depends on whether one is testing examiner decisionmaking or phy­
siological arousal in response to certain questions. Blind evaluations of 
charts are probably less useful because, in the typical examination situa­
tion, the decision as to suspects' deception i~ made by the original exami­
ner and not by a blind evaluator. Even when examinations are subject to 
review (~ ... ~ .• quality control procedures used in DOD), final decisions are 
still basea on review of all information. Although a blind analysiS is the 
first task of the quality control office, such quality control reviews do 
not fully control for the impact of a variety of factors, such as interper­
sonal expectancy effects which would still be reflected in the original 
polygraph charts. Interpersonal expectancy effects (Rosenthal, 1976) refer 
to the possibility that an examiner's pre-examination decision concerning 
guilt or innocence affects construction of examination questions or the 
psychological state of the suspect. Either of these could affect a sus­
pect's physiological responses. Therefore, in studies for which results of 
both original examinations and blind evaluations were included, as in 8ar­
land and Raskin (1976), the present analysiS uses results of the original 
examinations instead of those for blind evaluations. It should be noted, 
however. that in these cases it is difficult to determine to what extent 
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the decisions are based on the charts and to what extent they are based on 
interaction with the suspect (see Ben-Shakhar et al.~ 1983; Kleinmuntz & 
Szucko, 1982). --

Operationalizations of ground truth (the criterion component of vali­
dity are as problematic as those for construct validity. Studies using pan­
el decisions have been referred to as the only val id field research (Hor­
vath~ 1976), yet there is no way to know whether panel decisions based on 
investigative files are~ in fact, correct. Raskin (1982) notes some of the 
problems with using judicial outcomes and other criminal justice system re­
solutions (dismissals, guilty pleas) as criteria for validity. Cases may 
be dismissed for lack of sufficient evidence rather than actual innocence. 
Accordingly, if a jury acquits a defendant, it is not possible to determine 
the extent to which the jury felt that the defendant was actually innocent 
or whether they felt that there was not enough evidence to meet the stan­
dard of Uguilty beyond a reasonable doubt." Many guilty pleas are actually 
confessions of guilty to (lesser) crimes; as Raskin notes, it is difficult 
to interpret the meaning of such pleadings in regard to guilt on the origi­
nal charge. The result is that, using criminal justice system outcomes, 
polygraph examinations may appear to have a high number of false positives 
(in the case of acquittals), or false negatives (in the case of dismis­
sals). 

The use of confessions, the most frequently used criterion of ground 
truth, ;s problematic in three ways: 1) confessions, themselves, are not 
always val id; 2) if the confession occurs prior to or during a polygraph 
examination, it can not be considered an independent measure of gui It; and 
3) those who confess may be a select sample of subjects, as discussed fur­
ther below. 

In addition to the above problems with the criteria, the construct, 
and types of subjects, studies differ in the adequacy of their research de­
sign. The most serious problems concern sampling. In most reported stud­
ies, neither cases, examiners nor evaluators were selected randomly. In 
some studies (e . .9,." Horvath & Reid, 1971; Barland & Raskin, 1976), the 
cases of only One examiner are sampled. Non-random selection leaves open 
the possibility that the studies are not investigating IIpolygraph testing," 
in general, only a subgroup of practitioners or testing techniques. When 
random sampling is used (as in Bersh, 1969), high rejection rates of cases 
selected for analysis create other sample bias problems. 

Some sample selectivity of unknown magnitude and importance occurs 
when confessions are used as a criterion. Studies using confessions may be 
using only a select sample of examinations. The magnitude of this problem 
is illustrated by the fact that in the sample of 92 cases obtained by Bar­
land (Barland & Raskin, 1976; Raskin, 1976) only 16 were able to be veri­
fied by confession (Raskin, 1983). 

To summarize, because of problems in operationalizing important com­
ponents of validity, none of the field studies of validity can be taken by 
itself as an indication of polygraph testing validity. In addition~ because 
of the different operationalizations of construct and criterion validity 
and variations in research deSign, the studies are not strictly comparable 
with each other. These studies, however, constitute the most direct evi­
dence for validity currently available and are analyzed as a group in order 
to assess the current state of knowledge about polygraph testing. 
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Coding 

In order to conduct the present analysis, each field study was coded 
for a number of variables which had either been referred to as important 
factors in previous reviews of the literature. or which were deemed rele­
vant to the various components of validity described in section 3. If the 
needed information was not available from the studies as published, the 
study author(s) were contacted and asked to supply the information. Appen­
dix C lists the coding categories and relevant validity components (panel 
decision or judicial outcomes; confession). as well as design information 
(sample selection, attrition rate, examiner/evaluators I knowledge of base 
rate of gu il t) . All cod i ngs were made by two revi ewers and each i nst ance 
of disagreement over coding was resolved before analysis. 

Oat a were coded di rect 1 y from ; nformat i on prov i ded wi th i n the study 
report or from information directly provided by the authors, with the ex­
cept i on of one var i ab 1 e. The except i on was the cod i ng category II obj ect i v­
ity of ratings. 1I which required that the coder make a judgment from high 
objectivity to low objectivity. Scoring was judged high if some actual 
standardized measurement (~.~., using a ruler) was taken of the physiologi­
cal recordings on the polygraph charts. A rating of medium was given if 
numerical scores were assigned to subjective assessments of suspects I guilt 
or innocence (see. ~ . ..9.. •• 8arland & Raskin, 1976; Kleinmuntz & Szucko, 
1982), low if ratings of deceptive or nondeceptive were based on global 
assessments of charts only, and very low if decisions were based on charts 
plus other available information (in particular, observation and interac­
tion with the subject). Objectivity ratings were made both for the origi­
nal examiners l judgments and the blind evaluators or judges. 

Finally. six categories of outcome data from each study were re­
corded: 1) guilty/deceptive subjects judged correctly; 2) guilty/deceptive 
subjects judged incorrectly (i .e., judged nondecept ive); 3) guilty/decep­
tive suspects judged inconcluslve; 4) innocent/nondeceptive subjects judged 
correctly; 5) innocent/nondecept ;ve subjects judged incorrectly (i .e., de­
ceptive); and 6) innocent/nondeceptive subjects judged inconclusive.- Cate­
gories (2) and (5) are the false negative and false positive rates. respec­
tively. 

Findings and Discussion 

Three questions are of particular importance to an assessment of 
polygraph validity useful to policymakers. One;s the global question, are 
polygraph examinations valid? The second is, given the wide range of out­
comes reported across studies, what accounts for their variability? The 
third is, how generalizable are the results of studies to the current and 
proposed uses for national security purposes? 

To answer the first question, data from the avai lable field studies 
were analyzed to ascertain whether polygraph examination accurately differ­
entiate deceptive suspects from nondeceptive subjects. For this analysis, 
the outcome frequencies for each category were converted to percentages and 
average percentages with in each category were cal cul ated. A measure of 
predictive association (lambdab see Goodman & Kruskal. 1954; Hays, 1981) 
was also calculated. 
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The lambda p index shows the proportional reduction in the probability 
of error in predicting one category (in this case. deception) when a second 
category (;n this case, polygraph examination results) is known. If the 
information about the second category does not reduce the probability of 
error in predicting the first category at all, the index is zero, and one 
can say that there is no predictive association. On the other hand. if the 
index is 1.00, no error is made in predicting one category from another. 
and there is complete predictive association. Essentially, lambda provides 
an index that translates to the percent improvement over the base rate and 
indicates the percent improvement ;n prediction when the polygraph examina­
tions are considered versus no further information. There is almost no 
direct research on the percent improvement of the polygraph over other 
forms of investigation (cf. Widacki & Horvath, 1978). The results of this 
analysis of predictive association are shown in Table 4.2. The average 
lambdah across studies is .65, which means that, on the average in these 
field studies, the polygraph diagnosis reduced 65 percent of the error of 
chance prediction. 

To summarize, the analysis of the 10 field studies included in the 
analysis indicates that while polygraph examinations using the CQT ;n cri­
minal investigations detect deceptiveness and nondeceptiveness better than 
chance, there is a high error rate, particularly for nondeceptive subjects. 
The one study which tested the validity of the R/I technique (the GQT por­
t ions of the Bersh study) also detected decept iveness and nondecept i veness 
better than chance. 

Variation Among Studies 

As impl ied in the introduction to this section. the use of a single 
statistic or surmnary to describe the results of field tests of validity may 
be misleading. As shown in Table 4.1, although the field studies of poly­
graph validity are similar ;n that almost all of them tested control ques­
tion techniques in criminal investigations, they differ in operationaliza­
tions of ground truth and type of examiner decision. The result is that 
there is a great deal of variability in the results of studies. Correct 
guilty detections range from 70.6 percent in one condition of the Bersh 
study to 98.6 percent in a condition of the Wicklander and Hunter study. 
Correct innocent detections are even more variable. ranging from a low of 
12.5 percent in the Barland and Raskin judicial outcome study to a high of 
94.1 percent in one condition of the Bersh study. Table 4.3 indicates the 
range of incorrect judgments and ;nconclusives among studies. False nega­
tives range from 29.4 percent of the Bersh study to zero percent. False 
positives range from 75 percent in Barland and Raskin (1976) to zero per­
cent in two studies. Inconclusives range from zero to 25 percent. This 
section compares studies that used comparable operCitional;zations of con­
struct and criterion validity in an attempt to discover reasons for the 
range of results. However, even using this method results in considerable 
variability. Ideally, lambdas (see above) could be calculated for each 
study or for conceptually related groups of studies (i.e .• using examiners 
from the same schools, different types of scoring techniques). The main 
point, however, is that no field studies exist to directly test the situa­
tions for which DOD and the President propose to expand polygraph use. 
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Studies Using Panel Criterion and Examiners· Decisjo~s 

Both Bersh (1969) and Barland and Raskin (1976) used a panel to esta­
blish the criterion for validity in their studies. The makeup of the 
panels and the polygraph scoring systems were similar in each study. In 
the Bersh study, which val idated polygraph examinations conducted by mil i­
tary examiners, the panel consisted of four Judge Advocate General (JAG) 
Attorneys; Barland and Raskin·s panel consisted of two criminal defense 
attorneys, two criminal prosecuting attorneys, and a judge. The examiners 
in the Bersh study used either the GQT (a version of the R/I) or the zoe 
technique;-for all but one subject in Barland·s study, the Federal zoe con­
trol question technique was used and results evaluated using the Army scor­
ing procedure. Assuming the accuracy of the panel·s decisions, the two 
studies· results are strikingly different. Barland and Raskin attained 
accuracy rates of 91.5 percent for guilty and 29.4 percent for innocent 
subjects; comparable figures in Bersh·s study are 70.6 percent guilty cor­
rect and 80 percent innocent correct. It is not clear why there should be 
this variation, although differences in the nature of the cases, the com­
pleteness of the case files, and sample selection may account for some of 
the differences. 

In the Bersh study, cases were initially drawn at random from a pool 
of criminal investigations conducted by the three military services over a 
period of 3 years (1963-66); then, any cases which had been judged lIinde­
terminate" by the original polygraph examiner were eliminated. In addi­
tion, after polygraph charts were removed from the investigative files, a 
prel iminary panel of judges eliminated from the sample all files containing 
insufficient evidence to warrant a positive determination of guilt or inno­
cence. Only those cases which resulted in a unanimous decision by the 
initial JAG panel were retained in the validation sample. Altogether, one­
quarter of the cases (80 cases out of 323) were el iminated because of in­
sufficient evidence. This figure does not include the number initially 
eliminated on the basis of inconclusive polygraph examinations. 

In Barland and Raskin's (1976) study, the initial pool of subjects 
consisted of 102 (nonmilitary) criminal suspects referred to Barland by po­
lice, defense or prosecuting attorneys. These cases represented the entire 
popu 1 at i on of Bar 1 and· s cases at that time. Then, 92 of these 102 cases 
were retained for further analysis on the bases of independence (a case was 
considered independent where two or more subjects had not been examined re­
garding the same crime). In one respect (the fact that there was only one 
examiner), Barland and Raskin·s sample was less variable than Bersh·s. 
However, Barland and Raskin did not eliminate from consideration indeter­
minate examinations. Neither, and perhaps more importantly, did Barland 
and Raskin el iminate cases in which investigative fi les without the poly­
graph were inadequate. As Barland (1982) points out, many of the investi­
gative files that were given to the panel were incomplete. The files had 
been compiled by inexperienced student assistants who often did not know 
where to obtain necessary information. The officials responsible for pro­
viding the information were, more often than not, unavailable or, when they 
were available, unable to recall the details of a crime. In many cases, 
few details were available. As a result, one-third of the 92 cases were 
judged inconclusive by the panel merely on the basis of the investigative 
files. The figures reported in Table 4.3 are for 64 of the original 92 
cases. 

251 Polygraph 1983, 12(3)



Scientific Validity of Polygraph Testing 

It is not clear why there should be an inverse relationship between 
accurate detection of guilty and innocent suspects in the two studies. It 
may be that both the panel and the examiner in the Barland and Raskin study 
consistently tended to presume guilt in the absence of any a priori base 
rate (see Ben-Shakhar et al., 1982; Szucko & Kleinmuntz, 1981). The cases 
in the Bersh study. on~e-other hand, were inti ally selected to be equally 
distributed among deceptive and nondeceptive cases. It is not reported 
whether the panel was aware of the base rate in the Bersh study. 

Studies Using Confession as a Criterion and Blind Evaluations 

The remainder of the field studies analyzed tested the validity of 
polgyraph testing by comparing the blind evaluations of polygraph examiners 
against a criterion of verification by confession. Two exceptions are Bar­
land and Raskin's judicial outcome analysis and one condition in the Wick­
lander and Hunter study. The confession studies vary somewhat as to source 
of verified files. The Horvath and Reid, Hunter and Ash. Slowik and Buck­
ley, Wicklander and Hunter. and Kleinmuntz and Szucko all used files from 
polygraph testing firms. Horvath's cases came from police files. David­
son's from military cases, and Raskin's from the Barland cases reported in 
Barland' and Raskin (1976; discussed above). The first four studies used 
files from the firm of John E. Reid & Associates and involved various cri­
minal offenses. The firm used by Kleinmuntz and Szucko is not identified; 
all of their cases involved theft. 

In the first four studies, bl ind examiner evaluators also came from 
John E. Reid & Associates. The Reid studies did vary with respect to case 
selection. Only one study (Slowik & Buckley) reports random selection of 
cases; in other studies, the cases of only one or two examiners were used. 
Horvath's (1977) blind evaluators were field-trained examiners with a 
median of 3 years experience, all of whom specialized in conducting poly­
graph examinations for police agencies. The 25 evaluators in the Raskin 
(1976) study were volunteers who had trained in a variety of places. 

The results of the Reid studies do not vary substantially. The 
greatest deviation from the mean occurred in one condition of the Wickland­
er and Hunter study in which examiner/evaluators were given additional in­
formation about the suspects (verbal and nonverbal behavioral indicators, 
demographic information) and the cases. This difference however, was not 
statistically significant. Even so, it may be reasonable to consider it 
separately from the other Reid studies, because of the extra information 
available to evaluators. In the Reid studies, guilty correct identifica­
tion rates ranged from 84 to 87.1 percent, with an average of 86.5 percent 
(excluding the 98.6-percent Wicklander result; 88.9 percent including it). 
The innocent correct rates in the Reid studies range from 85.7 to 90.7 per­
cent with an average of 88 percent. There is no difference when the Wick­
lander and Hunter condition is included. 

An additional difference of note among the Reid studies concerns the 
false negative rate, which is highest in the studies which either used ran­
dom selection of cases (Slowik & Buckely) or eliminated the most clearcut 
charts from their original selection (Horvath & Reid). There;s no appar­
ent explanation for the variation in false positive rates in the Reid stu­
dies, which ranged from 5 to 14.3 percent. 
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The Davidson study results are basically similar to those of the Reid 
studies~ except for the absence of false positives. However, the study 
should be interpreted with caution as one-third of originally (randomly) 
selected sample was not able to be used. 

The Horvath (1977) and Kleinmuntz and Szucko (1983) studies have the 
lowest accuracy rates. As with the Barland and Raskin (1976) study, the 
low accuracy rate may be related to the fact that Horvath selected his sam­
ple from police files. Perhaps, police records of verification are not 
reliable, or have greater variability than those of polygraph firms. 

Barland (1982) has suggested a number of reasons why Horvath's re­
sults are lower than the Reid studies. One reason is that the blind re­
viewers did not have access to "special charts" administered in 32 percent 
of the cases, primarily to subjects the original examiner considered decep­
tive; these charts were removed from the files before being reviewed by 
blind examiners. According to Bar1and. Horvath's original exmainers had 
been 100 percent correct in their jUdgments. A second reason is that. as 
noted above, police examiners were used instead of private examiners; the 
differences between the two kinds of examiners is not explained further. 
Yet a third reason. which Barland (1982) believes may be the most important 
in terms of false positives 9 ;s that a number of victims and witnesses were 
included in the sample (i.e., were subjects). According to 8arland (1982), 
one theory of detection of-deception predicts that innocent victims or wit­
nesses may react emotionally during a polygraph examination when asked 
about the events they experienced or witnessed precisely because they are 
te 11 ; ng the truth. It is not clear, however, why th i s theory wou 1 d not ex­
plain false positives among suspects as well. Nonetheless. an analysis 
suggested by Barl and, compari ng results for vi ct ;ms and witnesses with 
those for suspects, would be of interest (see Giesen & Rollison [1980] for 
a comparison of innocent associations with guilty knowledge). 

Despite the generally anomalous results of Horvath's (1977) study~ an 
interesting finding may help to account for the results of the Kleinmuntz 
and Szucko (1982) study. Horvath found that suspects in crimes against 
property were less detectable than suspects in crimes against persons. 
This may be because crimes against persons are likely to have a greater 
amount of affect associated with them, and are, thus, more physiologically 
detectable. Barland and Raskin (1976), on the other hand, found no differ­
ences by type of crime. As noted previously (see Table 4.1), Kleinmuntz 
and Szucko's (1982) study selected only cases from the files of a polygraph 
firm involving crimes of theft. However, although the crimes against pro­
perty hypothesis is suggestive. it may not fully explain the difference be­
tween Kleinmuntz and Szucko's and similar studies. The Davidson study, for 
example, only used theft cases, and it has a "0" false positive rate (al­
though it has a substantial inconclusive rate). Analyses of other studies 
by crime type would be informative, although the number of cases would pro­
bably be too small for a meaningful analysis. 

Szucko (personal communication, 1983) has suggested that one possible 
reason his results are so different from other polygraph firm studies' re­
sults, is that the individual who selected the charts in the Kleinmuntz and 
Szudo study could not read polygraph charts. Therefore, case selection 
may have been more variable than in some of the other studies. Alternative 
explanations are that: a) Kleinmuntz and Szucko only evaluated one chart 
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for each subject (at least three is standard); and b) their evaluators were 
eXaJTliner/trainees at the end of their internship period, not experienced 
examiners* (see Kricher, and Raskin, 1983). 

Studies Using Judicial Outcomes and Original Examiners' Results 

Barland and Raskin's (1976) analysis using judicial outcomes as a 
criterion has the lowest accuracy rate for innocent suspects--a 12.5 per­
cent innocent correct and 75 percent false positive rate. The problems 
with jud i cia 1 outcomes as a cr iteri on have already been ref erred to, in 
particular, the fact that the judicial outcome ;s not a highly accurate 
measure of guilt because of such characteristics of the legal system as the 
necessity for proof beyond a reasonable doubt, and the prevalence of plea 
bargaining. These problems are illustrated here by the fact that only 41 
of Barland and Raskin's original 92 cases were resolved by the criminal 
justice system. Again, there is clearly greater agreement on guilty sub­
jects. 

Other Considerations 

Although the analysis above demonstrates that polygraph testing is 
better than chance at differentiating deceptive from nondeceptive subjects 
in criminal investiagtions, substantial ,false positive and false negative 
rates are obtained in several investigations. Although it is not possible 
to determine a "scientifically" acceptable rate of correct or incorrect 
judgments, clear 1 y if error rat es are bet ween 10 and 25 percent, a 1 arge 
number of incorrect decisions would be made if the polygraph were widely 
employed. The base rate of guilt in actual situations may further compli­
cate matters. It is not clear from the field studies conducted so far how 
many suspects were involved in the cases selected for polygraph testing, 
but if there were a large number of suspects, more false positives could be 
expected (see section 7). 

Also problematic is the wide variability in accuracy rates across 
studies. Although some differences can be explained methodologically, 
other differences cannot. Of perhaps even greater importance than the ac­
curacy rate variability and error rate problems is the observation that 
field studies of polygraph testing have only been conducted in criminal 
investigations. As is discussed more fully in section 6, criminal 
investigations may generate different levels of affect. In addition, 
different kinds of subject groups may be the focus of expanded Government 
use of polygraph testing. Only two field studies can be identified that 
relate directly to polgyraph testing in the national security area 
(Director of Central Intelligence, 1980; Ede1 & Jacoby, 1975). Neither of 
these is a validity study but because they are the only studies with any 
relevance to national security, they will be descrioed below in some 
detai 1. 

The DCI study consisted of a survey of 12 Government agencies (not 
including NSA). The study was conducted to evaluate the relative effec­
tiveness of various means to conduct background investigations for purposes 
of applicant screening and security clearances for current employees. 
Background investigations are conducted through the use of personnel inter­
views, interviews with present and former neighbors, checks of educational 

*Some maintain that the evaluators in Kleinmuntz and Szucko's study 
were even less experienced than that. 
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and work records and checks with a consortium of other national agencies 
(the so-c a 11 ed Nat i ona 1 Agency Check). Of the agenc i es surveyed, on 1 y the 
CIA used the polygraph to conduct background investigations. 

In the 4 month period covered by the study~ the CIA conducted 507 
background invest igat ions. Of these, adverse informat i on arose concern; ng 
47 percent of applicants or other individuals being investigated for secur­
ity clearances. Thirty-five (83 percent) of the adverse cases were re­
solved against the individual (i .e .• the appl icant was not hired or clear­
ance was not granted). In two-thirds of the instances of adverse informa­
tion resolved against the individual with the use of the polygraph, sub­
jects admitted to the adverse information. The kinds of issues admitted by 
subjects had primarily to do with drug and alcohol use (e . ..9..., marijuana 
use, alcohol abuse, abuse of other drugs; approximately 55-percent of the 
cases) and immoral conduct (e.].-, sexual deviance; 24 percent of cases). 
Four cases involved irresponSi'bllity, a subcategory of which is violation 
of security regulations, and none involved the loyalty category. It is not 
clear whether any of the four irresponsibility cases involved violations of 
security regulations. Three of the 84 resolved against cases involved ad­
missions of foreign connections, meaning in this case either that: 1) the 
subject was not a U.S. citizen; 2) the subject's spouse was not a citizen; 
3) relatives potential "hostage"; 4) alien relatives, "hostage" unlikely; 
or 5) 1 ife abroad cannot be verifi ed. The seri ousness of the wrongdoi ngs 
was not clear. 

The crux of the DCI analysis was the construction of a productivity 
index for investigative techniques from the CIA data and data from other 
agencies. Based on the fact that a large number of cases were resolved 
against individuals by admission, and the polygraph was the "unique source" 
(DCI, 1980, p. 133) in all the CIA cases resolved against the subject, DCI 
tentatively concluded that the polgyraph was the most productive of all 
background investigation techniques. For admissions, for example, the 
polygraph had an index of 6.59 compared to 0.79 for "administrative screen­
ing," 1.08 for "investigative interviews," and 0.28 for "papers only." 

Several aspects of the study should be noted. One;s that the cri­
teria for case selection and adverse information are not stated. Another 
issue, noted by the DCI study authors, is that even though the polygraph is 
reported as the so 1 e source in reso 1 vi ng adverse informat; on, it was on 1 y 
used after a thorough investigation using other sources had taken place. 
For this reason, it is difficult to assess its effectiveness separately 
from the effect of a thorough investigation. Furthermore, as a result of 
being conducted at the end of a background investigation, in this case the 
polygraph examinations could be considered a confrontation technique rather 
than an investigative tool, according to DCI. Agencies surveyed by DCI 
were asked not to include confrontation techniques in their responses. A 
third problem is that there was no independent verification of the cases 
that were resolved. Perhaps, most important, is that the effectiveness of 
polygraph examination cases involving most, if not all (i.e., irresponsibi­
lity) of the kinds of adverse information uncovered among applicants in the 
sample can probably not be generalized to investigations of unauthorized 
disclosures. 

Edel and Jacoby (1975), in a study reported in a leading psychology 
journal, tested the reliability of polygrapher judgments of physiological 
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responsivity in applicants for positions with "a large Government agency." 
Forty cases were randomly selected from the agency's applicants in 1966. 
Ten practicing polygraph examiners acted as actual examiners in four cases 
each and raters in eight additional cases. In each case, examiners (ra­
ters) judged three physiological responses to each interview question as 
either "no specific reaction" or lIa specific physiological reaction." The 
rate of agreement between examiners and raters as to whether a physiologi­
cal reaction took place averaged 96 percent. 

Of course, as the authors note, demonstrating consistency among ex­
aminers lIis not equivalent to demonstrating consistency in interpretations 
based on these physiological reactions" (Edel & Jacoby, 1975, p. 634). For 
example, responses were not differentiated for relevant versus irrelevant 
questions. Therefore, although Edel and Jacoby's study indicates that the 
exami ners in the Government agency can rel i ab ly detect phys i 01 og i ca 1 reac­
tions, whether these physiological reactions indicate deception among ap­
plicants for positions in Government agencies has not been tested. Because 
of the potential adverse consequences for emploj111ent applicants (particu­
larly in Government agencies where there ;s interagency checking (see, 
~ • ..9..., DCI, 1980) such tests have substantial practical significance. 

Conclusions 

Although there is some evidence from avai lable field stUdies that 
polygraph testing is effective in detecting deception by guilty criminal 
suspects, there is also what in some cases might be regarded as a substan­
tial error rate. This is particularly so for innocent subjects. There ap­
pears, as yet, to be no scientific field evidence that polygraph examina­
tions can be effectively used to investigate unauthorized disclosures or 
that they represent a valid test to prescreen or randomly screen Government 
employees. Results of field studies are subject to additional problems of 
interpretation because of inadequate measures of ground truth. 

The following section reports on the effectiveness of polygraph test­
i ng demonstrated by analog studies. As wi 11 be shown the construct and 
criterion components of validity are stronger in analog studies, but be­
cause of problems with external validity, they do not provide evidence 
about actual polygraph testing that is as direct as that form field stu­
dies. Nevertheless, reviewing such evidence ;s necessary to assess both 
the present and potential uses of polygraph testing. 
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Study 

Bersh 

Barl and 
& Raskin 

Barl and 
& Raskin 

Raskin 

Horvath 
& Reid 

Hunter & 
Ash 

Slowik & 
Buckley 

Wi ckl ander 
& Hunter 

Horvath 

Dav; dson 

Kleinmuntz 
& Szucko 

Office of Technology Assessment 

Table 4.1 
Characteristics of Field Studies 

Type of Validity Affected 

Criterion 

Panel of legal pro­
fessionals' assess­
ment of investiga­
tive fi les 

" " 

Panel 

Confession 

Confession 

" " 

" " 

" " 

" " 

" " 

" " 

Basis of Exami­
ner Decisions 

Original 
examiners' 
decisions 

" " 

Blind Evalua­
t;ons** 

" " 

Blind Evalua­
t i on 

" " 

" " 

" 

" " 

" " 

" " 

257 

Types of Cases 

criminal invest;­
gations/military 
personnel 

sex crimes, drug 
crimes. crimes of 
violence, crimes of 
financial gain, other 
crimes[Bl 

" " " 

" " " 

theft, sexual miscon­
duct, sabotage, brib­
ery. criminal damage 
to property 

theft. official mis­
conduct, brutality. 
sexual assaults, homi­
cide 

theft, industrial 
sabotage, drug abuse, 
rape 

homicide, sexual as­
sault, theft, official 
misconduct 

crimes against persons 
crimes against pro­
perty 

crimes against pro­
perty/mi 1 itary per­
sonnel 

theft 
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Notes: 

* Only 77 of 92 cases were analyzed as to type of crime. 
** Not included in the analysis for reasons discussed in the text. 

*** Wicklander & Hunter also included an evaluation in which evaluators 
were given additional case material. 

# Research design issues are discussed in the text. 
## All studies use some version of CQT. 

Examiners or 
Eval uators' 
Diagnosis 

****** 

Table 4.2 
Mean Detect i on Rates as a 

Percentage of Total in Field Studies 

uGround Truth" per Criterion 

Percent Gu; lty Percent Innocent 
Mean $.0. Mean $. D. 

Deceptive 49.3 (12.7) 8.2 (7.2) 

Nondeceptive 5.8 ( 5.1) 32.7 (16.7) 

Inconclusive 2.0 ( 3.0) 2.1 (2.5) 

57.1 43.0 

1 ambda b = .65 

****** 

258 

57.5 

38.5 

4.0 

100% 
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Table 4.3 

OUTCOllES OF fIELD STUDIES OF V~LlDITY 

GUILTY INNOCENT 

Non Non 
It a1. eor- eor- Ineon- eor- Cor- Incon- Total 
N N reet reet elusive N reet. re et. elusive N 

(False (False 
Neg. ) Pos .) 

rslt 1969 
anel of 4 
QT Unan. 32 96.9% 3.1% 01 36 88.9% 11.1% 01% 68 
C Unan. 38 89.5 10.5 0 51 94.1% 5.9 0 89 
g. Unan. 93.2 ---.;:a 0 91.5 B:5 0 

jority 
DC & GQT) 34 7U.6 29.4 0 25 80.0 20.0 0 59 

81.9 18. I 0 85.6 14.3 0 216 

rvath & 
id, 1971 
examiner, 

. exam nerl 
'alua tors) 20 85.0 15.0 08 20 90.5 9.5 08 40 

nter & Ash 
73 2 __ ( 1 

am.iner, 7 ex-
i ne rs/l?;val-
to r'1) 1U 87.1 1l.4 1.4 10 86.4 14.1 0 20 

owick & 

ckley I 

75 3--(rao-
n selection; 
~xaminerl 
iluato(s) 15 84.0 15.3 .7 15 90.7 6.6 2.7 30 

:klander & 

1(.er--( 2 
iminers/6 
iluators) 
PC 4 10 98.6 1.3 0 10 86.6 8.3 5.0 20 
20 
PG go.o 8.3 1.6 86.6 5.0 8.3 
Avg. 9'+ .4 5.0 1.0 86.1 6.9 6.9 
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Table 4.3 (Continued) 

Harva til 19775 
00 exa.ninerl 
~valuators) 

Verified 
cases 28 77.1% 22.9% 0 10" '. 28 51.1% 48.9% 0 1°% 56 

Davidson 
1979L -(ran-
daa selec~ion 
7 examinersl 
evaluators) 10 90.0 10.0 0 II 91.0 0 9. 21 

Raskin3 11 • 12 4 16 
CI examiner. 
25 evaluators) 
Numerical 91.7 0 8.3 75.0 0 25.0 

Non-numer ic al 83.3 8.3 8.3 25.0 50.0 25.0 

Barland & 
Raskin, 1976 
( 1 t'!xa..ni ner. 
panel of 5) 

Panel7 47 91 .5 0 8.5 17 29.4 52.9 17.6 64 

Judicial 
outcome 33 90.9 0 9.1 8 12.5 75.0 12.5 41 

Kleinmuntz & 
Szucko 1983--
(6 examine rsl 
evaluators) 12 50 75.0 25.0 09 50 63.0 37.\) 09 1008 

Noees: 

1. Daea for inconclusive::; not reported; total inconclusivcs appear to total 27 (243 
inital U--216 decisions reported). 

2. Average of 2 blind chart analyses spacec!. at least 3 lnonth.s apart, done by same 
examine rs. 

3. Average frequencies divided by nU:.!lber of oO'xaminers. 

4. PG indicates evaluators had access to written information in addition to polY6raph 
charts (e.g •• case deeails, subject benavior during examinaeions, etc.) J1och. PE 
only and PC examinations were done by the saIne examinations two months apart. 

5. Excludes Horvath's analysis of 2H unverified cases; b2cause there is no crit~rion, 
this is a reliability study. 

6. Majority decision only. 
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Table 4.3 (Continued) 

Excludes 28 cases for which tne panel was unable to come to a decision as to gUilt or 
innocence. 

Exarn1uer/evaluators were nut allowed to judge as inconclusive as to overall 
deceptiveness. In another type of analysis on a question by question bas~s, 
judgments of doubtful or inconclusive were allowed. 

Inconclusiveness not allowed. 

There were apparently 15 (1.3 percent) inconclusive judgments out of 112U total 
judgments (10 examiners X 112 cases) which the author excluded from further 
analyses. 

Seven examiners used numerical scoring; 18 used non-numerical scoring procedures. It 
is clear, Ilowever, from a comparison of the Bersh and Barland and Raskin panel 
studies that selection and completeness of both polygraph records and case files 
may play an important part in research results, especially with respect to false 
positives. 

Decisions were based on one polygraph chart: standard practice generally employs at 
least three. Also, the evaluations were made by students with little ploygraph 
e xpe r~ence. 
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REVIEW AND ANALYSIS OF POLGYRAPH ANALOG STUDIES 

Introduction 

Analog studies, for purposes of the present analysis, are investiga­
tions in which field methods of polgyraph examinations are used in simu­
lated criminal or other situations. Such studies investigate either "mock" 
crimes set up by an experimenter (with the knowledge and collaboration of 
subjects) or actual small crimes "induced" by the experimenter. Such ana­
log studies are not actual criminal investigations and subjects are usually 
aware that they are participants in polygraph research. Analog studies 
differ from other laboratory studies of polgyraph testing in that they 
simulate actual field examinations. Typical components of field examina­
tions are repl icated. Such studies test the val idity of various polygraph 
techniqeus under controlled conditions. In Section 4, the results of a 
systematic review of field studies of validity were presented. As with the 
field studies, the studies concern the use of polgyraph examinations for 
investigation of crimes. The two exceptions (Barland, 1981; Correa & 
Adams, 1980) use analogs to the type of relevant/irrelevant (RII) question 
technique typically used in the personnel screening situation. 

The present section is organized as follows: first, the characteris­
tics of analog studies and the varieties of ways in which they differ from 
field studies are discussed. Then, the criteria used for including studies 
in the analysis are described. The coding procedure, which is essentially 
the same as that used to code the field studies, is described briefly. 
Analog studies of the control question technique (CQT), general question 
technique (GKT), and personnel screening examination are then reviewed. 
The findings of a statistical analysis of the analog studies and a discus­
sion of their findings complete the section. 

Characteristics of Analog Studies 

The "crimes" utilized in analog studies in order to establish ground 
truth have taken different forms. For the most part, they are "mock 
crimes"; that is, crimes in which subjects know they are role "playing" at 
being criminals for purposes of an experiment. Mock crime studies may be 
further differentiated by whether or not the experimenter controls the 
guilt or innocence of research participants. In some studies, subjects 
know that the crime is part of the experimental situation but they are more 
or less free to go through with the crime or not. Two analog studies have 
utilized actual small crimes. In these studies, apparently real situations 
were embedded in an experimental situation in which subjects wel~e given an 
opportunity to commit a crime or not. 

The consequences of failing a polygraph examination (e.g q a possible 
prison sentence) cannot be replicated in the laboratory. -rn analog stu­
dies, punishment takes such forms as losing the chance for a monetary re­
ward. Some researchers have experimented with other punishments such as 
electrical shock (Lykken, 1959) or the threat of shocks (Bradley & Janisse, 
1981). The analog studies that use real crimes provide another alterna­
tive, in that subjects can be threatened with real punishment (e . .2,., aca­
demic sanctions for cheating on an examination). In still otner cases, 
subjects are led to believe that listable" individuals can avoid detection. 

262 Polygraph 1983, 12(3)



Office of Technology Assessment 

Analog studies represent, thus, a "trade off" to the investigator in­
terested in polygraph testing validity. On the one hand, because the re­
searcher sets up the crime, ground truth is known; and because "ground 
truthll is establ ished, analog studies are superior to field studies in 
terms of criterion val idity. Furthermore, they provide the investigator 
with more control of the polygraph situation and conditions of testing. 
The experimenter can select part i cul ar subject groups, can standard i ze 
testing procedure for all subjects, and can systematically vary guilt or 
innocence. Wi th th i scant ro 1, the experi menter can also di rect 1 y compare 
the effects of variations ;n polygraph techniques, physiological measures, 
information given to subjects, and scoring methods. 

On the other hand, although analog studies have greater criterion 
validity and offer greater experimental control, their use as indicators of 
polygraph testing validity is potentially problematic. The reasons have to 
do primarily with external validity (Raskin, 1982; Barland & Raskin, 1973; 
see, also, Abrams, 1973; Ansley, 1983a; Horvath, 1983; Lykken, 1981). That 
is, the crime situation differs, the testing situations in the field and 
the laboratory differ, the training of the examiners differs, the subject 
popu 1 at i on di ff ers, and, apparent 1 y mos t import ant, the can sequences for 
"suspects" differ dramatically between the field and the laboratory. 

Numerous specific differences can be noted. Perhaps most important­
ly, the laboratory crime and the consequences of detection are much less 
serious. In addition, in an analog study, demand characteristics (which 
suggest to the subject desirable responses) may create a somewhat different 
polygraph situation than found in typical field situations (Barland & Ras­
kin, 1973). In terms of factors that may increase validity of analog stu­
dies, there is some evidence that laboratory researchers are, in general, 
able to use more sophisticated and stable equipment than portable machines 
often used in the field (Raskin, 1982). On the other hand, examinations in 
analog stUdies are often conducted by researchers who are primarily psycho­
physiologists (e.jl., Dawson, 1980) or psychologists (Correa & Adams, 1981) 
with only limitea training in field techniques. Field examinations, in 
contrast, are conducted by individuals whose primary training is as poly­
graph examiners and who are usually experienced. This would suggest that 
field examinations may be more accurate. 

The characteristics of subjects who participate in analog studies 
also vary from subjects in field studies. Several use college students, 
others recruit cOlT1T1unity members through the newspaper, one uses police 
candidates, and another prison inmates. In many studies, subjects are pro­
bably better educated and more highly social ;zed than the average field 
examinee. In the case of student subjects, they are probably younger on 
the average and from a higher social class as well. Raskin (1983) notes 
that analog studies using students yield a lower accuracy rate than other 
studies. As will be discussed below, this may be due to subject differ­
ences between field and analog studies because a realistic fear of failure 
does not playa central role for subjects. The consequences of failure for 
analog stUdies are usually minimal in contrast to typical field investiga­
t-ions. 

Study Selection 

For present purposes, studies were only included as analog for the 
primary analyses if they employed actual field polygraph techniques to 

263 Polygraph 1983, 12(3)



Scientific Validity of Polygraph Testing 

detect deception or concealed information, and if the studies pertained to 
some use of polygraph testing in the real world. The studies selected are 
listed in Tables 5.1 and 5.2. Studies of components of the polygraph ex­
aminations. such as studies which used only card tests (Kuge1mass et a1., 
1968; Lahri & Ganguly, 1978), number tests (Moroney & Zenhausern, 1971ior 
tests concerning concealed personal information (~ ... ..9.. •• parents' first name; 
see, ~ . ..9.. •• Lykken. 1960) were not included. 

In addition, studies were excluded because their primary focus was on 
a theoretical factor thought to affect validity. such as variability in 
physiological recordings (Cutrow et al., 1972; Timm, 1982), or the role of 
"lying" (Kugelmass et a1., 1967). Such studies will be referred to as lab­
oratory invest i gat ionsand are di st ingui shed from ana log studies. 

Analog stUdies of the guilty knowledge test (GKT) have been included, 
a lthough an a 1 yzed separate 1 y, because th i s form of the polygraph exam; n a­
tion represents a serious alternative proposed for use in the field (Klein­
muntz & Szucko, 1982; Lykken, 1974, 1981). even though it has not been put 
into general practice. 

Description of Studies 

This section discusses each of the analog studies which have been 
organized into three categories according to questioning technique. The 
discussion of analog studies of the control question technique (CQT) begins 
this section. Studies of the CQT represent available studies, much like 
the case for field investigations (see section 4). Six studies of the con­
cealed information or guilty knowledge technique (GKT) and of the relevant/ 
irrelevant technique (R/I) follow. Only in one study (Barland. 1981), in­
volving the R/I technique, were subjects Government employees. The results 
of individual studies are summarized in Table 5.1 (CQT and 5.2 (GKT). The 
description of the studies are followed by a systematic statistical analy­
sis of the results of the CQT and GKT studies. The relevant/irrelevant stu­
dies were not analyzed as a group because of the paucity of the studies. 

Essentially, as shown in Tables 5.1 to 5.4 the analysis of the analog 
studies yields similar conclusions as that of the field study analysis. 
This is, although there is a greater than chance probability of detecting 
decept i ve and nondecept i ve subjects, there iss i gn; fi cant error rate, and 
a great deal of variation across studies. However, as has been found in 
some reviews (Abrams, 1973; Ansley, 1983a), analog stUdies of the cQr had 
lower accuracy rates than field stUdies of the CQT. 

In the studies detailed below, the experiments also tested the effect 
of factors hypothesized to have an effect on validity. For example, Bar­
land and Raskin (1976) examined the effect of validity of different types 
of feedback about the polygraph, and Dawson (1980) investigated the effects 
of countermeasures. These factors are examined more systematically in sec­
tion 6; the emphasis of the present section is on the validity of different 
forms of polygraph examinations. 

Control Question Technique 

Fourteen analog studies of the control question technique were lo­
cated. The largest group of these studies (six) emanate from the research 
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program of Professor Raskin at the University of Utah. The remalnlng eight 
studies were conducted at a number of settings in the United States and 
elsewhere. Raskin and colleagues have conducted a systematic analog re­
search program, and these studies are described as a group helm. Other re­
searchers have pub 1 i shed indi vi dual studi es testing specifi c hypotheses 
relevant to the validity of the polygraph. A description of these studies 
follows discussion of the University of Utah studies. 

University of Utah Studies 

Despite longstanding controversy about polygraph validity, the first 
research project conducting an analog study that simulated field polygraph 
techniques was not conducted until the 1970's (Raskin, 1982). It was then 
that an ongoing research program headed by Professor Raskin at the Univer­
sity of Utah began to study the validity of the polygraph through analog 
experiments. In addition, these studies also examined the relationship to 
validity of different polygraph techniques (e.~., the stimulation test), 
different physiological measures, different mefflods of assessing the re­
sults, different types of information provided to subjects and different 
subject and situation factors that could potentially affect polygraph vali­
dity. 

The experiments conducted by Raskin and colleagues use similar proce­
dures to set up the mock crime and to conduct polygraph testing. In each 
of their studies, subjects are randomly assigned to an uinnocent" condition 
or to a "guilty" condition. the mock crime is the theft of a small amount 
of money or a valuable object from a desk in a nearby room. To increase 
their motivation, subjects are offered a financial bonus for convincing the 
polygraph they are innocent. In the testing the examiner employs the Fed­
eral ZOC control question technique, including a pretest interview. A num­
er i ca 1 fi e 1 d scor; ng method deve loped by the Ut ah group (Bar 1 and & Rask in, 
1975) is used to make the diagnosis of truthfulness or deception. 

Barl and and Raskin 

In the initial analog study using the COT (Barland & Raskin, 1975), 
72 student Il gu ilty" and uinnocent U volunteers were randomly assigned to one 
of the three "feedback" condit ions. The pos it ive feedback subjects were 
instructed that the polygraph was effective, the negative feedback students 
were told that the machine was not working properly, and the other students 
received no feedback. Subjects then underwent a complete polygraph exami­
nation including a pretest interview. The Federal version of the zone of 
comparison (lOe) technique was employed, with standard control questions 
used for all subjects. The COT identified 53 percent of all subjects cor­
rectly. Twelve percent were identified incorrectly and 35 percent of the 
exam; nat; ons were i nconc 1 us i ve. Of the errors, three (4 percent) were 
false negatives and six (8 percent) were false positives. 

Podlesny and Raskin 

Podlesny and Raskin (1978) conducted a more extensive experiment to 
examine the accuracy of the CQT using three different types of control 
questions. They also tested the accuracy of behavioral observations of the 
examinee (Horvath, 1973; Reid & Inbau, 1977) in detecting deception, since 
this type of information is used in many field examinations and could 
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possibly affect the validity of the technique (Lykken, 1974, 1981). They 
compared as well the capability of different physiological measures in dif­
ferentiating between guilty and innocent subjects. A GKT was also con­
ducted with 20 subjects (see below). 

In Podlesny and Raskin's study, subjects were community members who 
responded to newspaper advertisements. The experimenters drew from the Reid 
method in their design of the pretest interview (see section 2). One ex­
perimenter asked the subjects three quest ions from Reid and Horvath I s 
structured pretest interview deSigned to provoke the subjects into display­
ing "behavioral symptoms II of deception (Horvath, 1973; Reid & Inbau, 
1977) . 

During the polygraph examination they included two special types of 
control questions among the set of questions asked of the subjects. One 
was a "guilt complex question," which asked the subject if he corrmitted a 
fi-ctitious crime of the same nature as the real crime. In this study, the 
guilt complex question was, IIOid you take that watch from room 7021 11 (Pod­
lesny & Raskin, 1978, p. 348). There was, of course, no watch stolen from 
room 702. The experimenters also varied the wording on some of the control 
questions, so that half the subjects received IInonexclusivell and half lIex_ 
clusive l' control questions. 

In the pretest interview, the examiners followed the usual field pro­
cedure of reviewing the control questions with the subjects, and the ques­
t ion s were adjus ted unt il they eli cited a II noll response. The control ques­
tion polygraph test then took place, with three or more charts obtained 
from each subject, although only the first three were used in the objective 
scoring. Immediately after testing, the first three charts obtained were 
scored blind on EOR, respiration and cardio measures. Later, an indepen­
dent rater scored the tests, using the numerical scoring system devised by 
Barl and and Rask in (1975). The experimenters a1 so used object i ve measure­
ments of all phys i 0109 i ca 1, response measures wi th the a; d of computers and 
persons who had no knowledge of the field evaluations or treatments admin­
istered. The experimenters used the decisions made by the independent 
blind evaluator to assess the validity of the polygraph test. This was, 
however, equivalent to using the polygraph examiner's deciSion, because the 
independent rater and the examiner agreed on 100 percent of their deci­
sions. 

The results for both types of control questions combined (with an 
inconclusive zone used) were 80 percent correct, 10 percent incorrect and 
10 percent inconc 1 us i ve. There were three fa 1 se negat i yes (8 percent) and 
one false positive (2 percent). The accuracy of the CQT differed depending 
on whether exc 1 us i ve or ; nc 1 us i ve contro 1 quest ions were used. When the 
exc 1 us i ve contro 1 quest ions were used, 85 percent of the subjects were 
identified correctly, 5 percent incorrectly and 10 percent inconclusive. Of 
the assessments of the 20 subjects in this condition, one (5 percent) was a 
false negative and there were no false positives. When nonexclusive con­
trol questions were used, 75 percent were correct, 15 percent incorrect and 
10 percent inconclusive. Of these 20, two (10 percent) were false nega­
tives and one (5 percent) was a false positive. The evaluative scores for 
each physiological component were analyzed to determine if the scores dif­
fered between guilty and innocent subjects. Only the EDR and plethysmo­
graph scores yielded significant differences. 
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Behavioral observations, by themselves, yielded a significant number 
of correct decisions, but this differed greatly between innocent and guilty 
subjects. Of the guilty subjects. 86 percent of the decisions made were 
correct (25 deceptive, 4 nondeceptive and 1 inconclusive); however, only 48 
percent of the innocent subjects were correctly identified (12 deceptive, 
11 nondeceptive, 7 inconclusive). An objective quantitative analysis for 
each physiological measure was employed to determine if each was effective 
in discriminating between guilty and innocent. Most of the measures 
yielded significant discriminations. with the exception of a few of the 
cardiovascular measures. 

Rask; n and Hare 

A special population. prisoners. especially relevant to the field use 
of the polygraph, was the focus of a study by Raskin and Hare (1978). In 
their sample of 48 inmates of a Canadian prison, half were selected for 
high levels of psychopathy, and half for low levels. One purpose of their 
study was to investigate whether deceptive psychopaths could more easi ly 
escape detection than normal subjects (see section 6). Overall, assess­
ments of deception from the field evaluations for all charts were 88 per­
cent correct, 4 percent wrong, and 8 percent inconclusive. There were only 
two errors, both fa 1 se pos it i ves . No sign i f i cant differences were found 
between psychopaths and nonpsychopaths, suggesting that a CQT polygraph ex­
amination ;s equally valid for both. Also. a quanititative analysis showed 
that all the physiological measures were Significantly different between 
guilty and innocent subjects. Psychopathy did not obscure these differ­
ences and in some cases enhanced them. 

Rovner. Raskin and Kircher 

Rovner, Raskin and Kircher (1979) studied the effect of information 
and practice on the accuracy of polygraph examinations. Seventy-two sub­
jects recruited from the community took part in this mock crime experiment. 
One third of the subjects (12 innocent and 12 guilty) were given in-depth 
information about the polygraph and about countermeasures used to appear 
innocent (information condition). Another third received this information 
and underwent two practice polyraph examinations about which they received 
"feedback" (information and practice condition). The other third had no 
such intervention (standard). A blind field evaluation performed some time 
later produced the scores for decisions of g'uilty or innocence, and for 
analysis of the physiological responses. Accuracy for the Standard group 
and the Info group was identical: 88 percent correct, 4 percent incorrect, 
and 8 percent inconclusive. But accuracy for the information and practice 
condition was lower; 62.5 percent correct. 25 percent incorrect, and 12.5 
percent inconclusive. There was one error in the standard group and one in 
the Information group--both false positives. The six errors in the Infor­
mat i on and Pract ice cond it ions were three false pas it i yes and three fa' Se 
negatives. 

Kircher 

Some of the latest work of the Utah laboratory explores the use of 
computers in the analysis of polygraph recordings. Kircher (1983) compared 
the accuracy of a computer decisionmaking process to the accuracy of as­
sessments of a field examiner. The computerized analysis cannot be included 
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in the statistical analysis of this report, because it is not presently a 
fi e 1 d scor i ng method, but the dec is; ons of an ; ndependent evaluator who was 
used can be. This mock crime study followed the basic procedures of Pod­
lesny and Raskin (1978) with 100 subjects from the community. The accuracy 
of the original examiner was not reported though the results of an indepen­
dent evaluator were. The independent evaluator, who numerically scored the 
charts blindly, correctly diagnosed 87 percent of the subjects; misdiag­
nosed 6 percent; and made a judgment of inconclusive on 7 percent. The six 
errors were evenly divided between three false negatives and three false 
positives. In comparison, different computer decision models. on the aver­
age, correctly identified 84.9 percent of subjects, misidentified 7.85 per­
cent, and placed 7.2 percent in an i nconc 1 us i ve category. 

Other Studies 

A range of other studies have been conducted in recent years to eva­
luate aspects of polygraph test validity. Such studies usually manipUlate 
one or two variables that are hypothesized to be important determinants of 
polygraph val idity. For the most part, these experiments use procedures 
that are similar to Raskin's mock crime paradigm. Some of the discussion 
of the procedures in each study is omitted. because they closely follow 
this paradigm. 

Dawson 

Dawson (1980), for example. focused on the effect of "cognitive coun­
termeasures" on val idity. His study was unique in that the subjects were 
actors trained in the Stanis1awsky method of acting. which teaches actors 
to use their own experience to create emotional states appropriate for a 
role. Studying the attempts of "method" actors to foil the polygraph may 
help determine whether guilty subjects can be trained to use cognitive 
countermeasures to appear innocent (see section 6). Dawson was also inter­
ested in analyzing separately responses during two distinct phases of the 
questioning: while subjects listened to questions and while they res­
ponded. 

Dawson's sample consisted of 24 student actors, half of whom were 
randomly assigned to the "guilty" group and half to the "innocent" group. 
They were instructed to use the Stanis1awsky method to appear innocent on 
the polygraph examination. After the mock crime. four charts were obtained 
from zoe control question test about the crime. On two of the charts. the 
subjects were instructed not to respond until they received a signal 8 
seconds after a question. This served to separate responding associated 
with the quest; ons from responding associ ated with answeri ng. Numeri ca 1 
scoring based on Barland and Raskin's (1975) system was done separately on 
three different types of physiological responses: a) responses when the 
answers were immediate; b) responses during the questions when the answers 
were delayed; and c) responses during the answers when the answers were 
delayed. 

Dawson found that the subjects' immediate physiological responses to 
the questions, whether they were answering immediately or not, led to deci­
sions which were 88 percent correct. 8 percent incorrect. and 4 percent in­
conclusive (frequencies across two conditions were summed). The delayed 
answer response, yielded a rate of 29 percent correct, 8 percent incorrect. 

268 Polygraph 1983, 12(3)



Office of Technology Assessment 

and 62 percent inconclusive. The incorrect decisions made were entirely 
false positives. A quantitative analysis revealed that the EDR and cardio­
vascular measures differentiated significantly between innocent and guilty, 
but respiration did not. The major outcomes of this study suggested that 
the polygraph was not susceptible to cognitive countermeasures of the sort 
used by the actors and that scorable responses generally occur immediately 
after questions. 

This experiment does not, however, test cognitive countermeasures in 
a sit uat i on in whi c h the subj ect s know the es sent i a 1 s of the CQT and app 1 y 
cognitive countermeasures differentially to relevant and control questions. 
The average criminal subject is likely to attempt coqnitive measures naive­
ly, but a sophisticated subject--perhaps more likely to appear in a nation­
al security investigation--may learn cognitive countermeasures along with 
the knowledge of the control question technique. 

Widacki and Horvath 

Widacki and Horvath (1978) designed an experiment to examine the 
polygraph 1 s efficacy in comparison to other techniques in the mock investi­
gation of a mock crime. They recruited 80 Pol ish student volunteers and 
had all of them provide writing specimens, photographs of themselves and 
fingerprints. Subjects were then assigned to 20 groups of four subjects 
each. Within each group, one subject was randomly assigned to be the per­
petrator and the other three were innocent suspects. Each group was thus 
an "investigative case. II Because of this feature of the deSign. the decis­
ions of guilty and innocent were not independent. Therefore, Widacki and 
Horvath 1 s findings could not be inCluded in the statistical analysis of the 
control question analogues and must be considered separately. A similar 
situation holds for Kubis 1 s (1962) mock crime experiment (see below). 

The mock crime proceeded as follows: the guilty subject picked up a 
parcel from one of two persons acting as a lldoorkeeper" of a bui lding in 
the area. The perpetrator gave some experiment-related papers to the door­
keeper and then Signed for the parcel. Thus, an eyewitness account (by the 
doorkeeper). fingerprints and handwriting specimens were all available. 
Blind polygraph examinations then were conducted using the Reid control 
question method (including the examinersl behavioral observations of the 
subject). Analysis of the three other sources of evidence was carried out. 

Widacki and Horvath found that the polygraph produced the most cor­
rect decisions (n=18), the fewest (along with handwriting) incorrect de­
cisions (n=1), and the fewest inconclusive decisions (n=1)., W1dacki and 
Horvath note, however, that a direct comparison of these four investigative 
methods may be invalid because the experimental procedures could not insure 
a comparable level of quality of evidence for each method (e.jl., finger-
prints were not detectable in the majority of cases). -

Because of its experimental design that had the examiner make deci­
sions on four suspects as a group, the study produces data about the accur­
acy of the polygrpah that is difficult to interpret. But it does shed 
1 i ght on the effi cacy of the polygraph re 1 at i ve to other i nves t i gatory 
techniques that might be the alternative. Certainly, it is crucial in pol­
icymaking to judge the validity of the polygraph relative to other techni­
ques that would be used in its stead. More research is needed in which the 
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polygraph is compared to other investigatory techniques, and the quality of 
information across techniques is held constant. Such a corr.parative analo­
gue study would be especially valuable if it included different techniques 
used in investigations of Federal personnel, such as those reported in the 
DCI survey mentioned above ("administrative screening," "investigative in­
terviews," etc.). 

Bradley and Janisse (1981) studied the effects of two other variables 
hypothesized to influence the validity of the polygraph: the degree of 
threat involved in the punishment being judged gui lty, and successful de­
monstration to the subjects of the technique's accuracy. A mock crime was 
carried out using procedures similar to those used by Barland and Raskin 
(1975). subjects were also given a series of stimulation tests. Results 
of these tests were manipulated such that they made the polygraph test ap­
pear perfectly effective. partially effective, and ineffective. In addi­
tion, half the subjects were told they would receive a painful electric 
shack if found guilty. though no shock was ever given. 

The degree of manipulated effectivenes had no direct effect on 
scores, but did tend to increase the accuracy of detection. Threat of pun­
ishment did not affect accuracy of detection, although it did have an over­
all effect on heart rate. EDR and heart rate change were significantly 
accurate in different i at ;ng gui lty and innocent, although another measure, 
pupil size change, was not. 

Honts and Hodes 

Two recent analog studies of the Backster ZOC method of testing 
(Honts & Hodes. 1982a, b) were conducted primarily for the purpose of test­
ing whether polygraph examiners could detect the use of physical counter­
measures by subjects. In the first study, subjects were college students 
who received extra credit toward their final grade for their partiCipation. 
"Guilty" suspects participated in a mock crime (theft of an examination); 
innocent suspects were only'told of the theft. All subjects were motivated 
to produce truthful outcomes on the polygraph test by an offer of twice the 
number of credits if the examiner reported them as truthful. 

In addition to participation in the mock crime 24 of the guilty sub­
jects participated in 15 minute training sessions in which they were told 
about the theory of the CQT and shown how to use either tongue biting (12 
subjects) or toe preSSing (12 subjects) as countermeasures during presenta­
tion of the control questions. They were also instructed to try to relax 
as much as possible during presentation of the relevant questions. 

The actual polygraph examinations took place a week after the theft 
and training sessions. All guilty subjects were instructed to have the 
"stolen" examinations with them, presumably to enhance subject involvement. 
Four charts were obtained from each subject using a standard Backster exam­
ination administered by an experienced polygraph examiner. The examiner 
was aware of the details of the experiment, including a knowledge of the 
base rates of guilt and the countermeasures that would be attempted, but 
was bl ind to the group aSSignment of individual subjects. At the end of 
each examination, the examiner made a yes/no decision regarding the sub­
ject1s use of countermeasures. After all subjects had been tested, the 
original examiner made a decision as to deception by blindly evaluating the 
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charts using the Backster numerical scoring technique, and made another de­
ci s i on about the use of countermeasures based on inspect i on of the charts. 
Charts were also examined and scored by a second examiner who was blind to 
all aspects of the experiment. 

As shown in Table 5.1, while there was a low rate of false negatives 
(5.5 percent), examiners were not able to make a decision on one-third of 
countermeasure and no countermeasure guilty subjects, and half of the inno­
cent subjects. There was a large (16 percent) false positive rate. Exami­
ners were not able to detect the use of countermeasures. 

In their second experiment on countermeasures, Honts and Hodes used 
approximately the Same procedures and subject pool, with the exception that 
subjects were asked to employ both countermeasures simultaneously, were 
given 30 minutes of training, including a practice session, and were asked 
to practice at home. A cardio cuff was added to the polygraph instrument, 
and a card test was conducted prior to the administration of the first 
test. 

Overall, results of the second study replicated the first. The cate­
gorizations of the original examiner were 51 percent correct, 14 percent 
incorrect, and 35 percent inconclusive. Twenty-six percent of the counter­
measure subjects compared to none of the guilty/no countermeasure subjects 
were incorrectly classified as truthful. Examiners were not able to detect 
successful countermeasure users. 

Only two CQT analog studies have used real, albeit small. crimes. 
Another study using a real crime tested the GKT technique and is discussed 
in the section on that technique. An experiment by Ginton and others (Gin­
ton et al., 1982) aimed to create even more verisimilitude than usual in 
the anaTOg study. An auxiliary purpose was to test the relative effective­
ness of behavioral observations. global evaluations, including behavioral 
observations, and numerical scoring based on the charts alone. 

Ginton, et al. 

Subjects in Ginton et a1.'s investigation were 21 Israeli policemen. 
They were given paper andpenci 1 tests that were presented as required ap­
titude tests. Subjects were asked to score their own tests, which provided 
an opportunity to cheat, that is, to revise~their initial answers. The 
test answer sheets, however, were chemically treated so that cheating could 
be detected. Seven of the 21 subjects actually changed their initial ans­
wers. Later, subjects were told they were suspected of cheating, were of­
fered an opportunity to take a polygraph examination, and were told their 
careers might depend on the outcome. Fifteen subjects actually underwent 
the polygraph testing, only two of whom had actually cheated. 

A CQT was admi n is tered, and each subj ect was evaluated by three pol y­
graph experts who had conducted or witnessed the particular examination 
being evaluated. One examiner (an observer) relied on behavioral observa­
tion, another (a rater) used only the charts, and a third (the actual exa­
miner) used both sources of information. The evaluations were made global­
ly. Five other polygraph examiners evaluated the charts later using both 
the Utah group's scoring system (Barland & Raskin, 1975) and global evalua­
tions. The original three performed a second analysis in this way, too. 
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Conclusions about this study are limited because of a large no-show rate 
among the guilty subjects. Both guilty subjects who took the test were 
correctly detected. However 15 percent of the noncheaters were incorrectly 
identified as deceptive. 

Heckel, et al. 

Another analog study (Heckel, Brokaw, Salzberg & Wiggins, 1962) used 
a sort of staged actual crime to investigate the differential accuracy of 
the CQT with psychotic, neurotic and normal subjects. Fifteen subjects 
(five from each of the above three groups) were given the opportunity to 
steal money from the wallet of an experimenter who was staging a session of 
psychological testing. The experimenter later alleged that $20 had been 
stolen, and arranged for polygraph examinations of the 15 subjects by a 
fie 1 d exami ner. No money had actually been sto 1 en, so the subj ect s were 
actually innocent. Four polygraph experts later rated the charts. Averag­
ing the results for these independent evaluators, 11 of the subjects were 
correctly labeled innocent, 1 was called guilty and 3 were placed in an in­
conclusive category. The one error and one inconclusive were with psycho­
tic subjects, and the other two inconclusives were with neurotic subjects. 
Since psychotic subjects would generally be excluded from field polygraph 
examinations because it is thought their disorders would interfere with 
accuracy of results, only the 10 normal and neurotic subjects are included 
in the statistical analysis in this report. 

Szucko and Kleinmuntz 

A somewhat different approach to asseSSing the validity of the poly­
graph was taken by Szucko and Kleinmuntz (1981). They compared directly 
the ability of polygraph examiners to assess deception against the ability 
of computers to do the same using a digital ized form of the same data. 
They had a sample of 30 psychology undergraduate volunteers and randomly 
assigned them to the guilty or innocent conditions. The mock crime in­
volved the IItheft" of a $5 bill. Polygraph tests were administered by four 
examiner-trainees from a polygraph firm near Szucko and Kleinmuntz's uni­
versity. The recordings of the physiological measure were transformed into 
digital form for computer analysis. 

Six experienced polygraph examiners independently evaluated the 
charts. No inconclusive category was allowed ;n the study. Digital poly­
graph data was evaluated by computer. A lens model equation drawn from 
studies of human judgment was used. The results of this analysis indicated 
that five of the six polygraph raters were able to detect deception signi­
ficantly better than chance, but four of them also had fairly high rates of 
false positives. Szucko and Kleinmuntz estimate that the judges detected 
on the average 71 percent of guilty subjects, but also called 49 percent of 
the innocent subjects decept i 'Ie (false posit ive). Szucko and Kl ei nmuntz 
state that 80 percent of the protocols could be classified correctly using 
a purely statistical analysiS, but they do not state the detection rate, 
false positive rate and false negative rate of their statistical analysis. 

Kircher and Raskin (1983) contend on the other hand that evaluators 
using numerical evaluations can be "at least as accurate as those produced 
by any known statistical decision model and that the accuracies of both 
clinical and statistica1 methods exceed 90 percent. II Kircher and Raskin 

272 Polygraph 1983, 12(3)



Office of Technology Assessment 

reanalyzed charts from the Rovner et al. (1979) study described above and 
used as a lens model, similar to matemployed by Szucko and Kleinmuntz. 
The studies, however, differed in a number of ways, which could account for 
the variation in their results. Probably the most important difference is 
that Kircher and Raskin's interpreters were trained in numerical scoring 
procedures (Raskin, 1982), whereas interpreters in the Szucko and Klein­
muntz study used global evaluation procedures (Reid & Inbau, 1977). 

Concealed Information Tests 

Although the largest number of analogue studies investigate the CQT, 
several analog stUdies have examined the validity of the guilty knowledge 
test, one type of concealed information test. A search of the literature 
revealed no analog studies of the peak of tension test as a distinct tech­
nique. 

Lykken 

In one early invstigation of the GKT, Lykken (1959) attempted to de­
monstrate that the detection of incriminating knowledge about a crime can 
be done more accurately than the detection of a lie ahout the crime. In 
Lykken's study, 49 male college students were randomly aSSigned to 4 cate­
gories of guilty in conducting 2 mock crimes. Subjects either committed a 
staged IItheft,1I a staged IImurder,u both or neither. An experimenter then 
conducted two GKT polygraph examinations with each subject, one for each 
crime. 

Each test in Lykken's (1959) consisted of six questions about details 
related to the IImurder ll situation and IItheftll situation (e.~., askin9 the 
subject to identify an object present in the "murder" roomj. To make sub­
jects anxious about the accuracy of their responses during the examination, 
they were told they would be given an electric shock if the examiner felt 
their responses indicated guilt; in fact, subjects received an electric 
shock after every question. The relevant alternative in each question was 
randomly varied among an average of five possibil ities. If the question 
about the relevant detail produced the EDR with the greatest amplitude, it 
recieved a "2.11 If it was the second largest in amplitude, it received a 
"1.11 A percent guilty score on each test was "1211, and a perfect innocent 
score was "0". A score of seven or greater was categoried as guilty for 
the purpose of analysis, and a score of six or less was categorized as in­
nocent. The guilty knowledge test was accurate to a signficant degree in 
identifying subjects who committed both, either or neither of the crimes. 
On the bas i s of th i s experiment, Lykken argued that the GKT, with some re­
finements, could be applicable in criminal investigations. 

Davidson 

Other researchers have used Lykken's GKT paradigm to explore further 
its utility as a polygraph examination technique. Davidson (1968) examined 
the GKT's validity under conditions that varied motivation level and that 
he claimed were, in general, more "ego-involvingll for subjects. In Daw­
son's study, 48 college students were recruited and assigned randomly to 12 
groups of 4. Three of the four were instructed to attempt to commit speci­
fic mock murders, and the fourth served as a control. The mock crimes were 
arranged such that one subject would Hcommit" the crime, one wou1d try to 
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fail, one was motivated but never had the opportunity and one (the control) 
had no knowledge of the crime. Half of the subjects who "committed" the 
murders received a large amount of money ($25 to $50) and half received a 
small sum ($10 to $1). The different amounts were presumed to create a 
different level of motivation in the subjects. The subjects then were ex­
amined with the use of the GKT. Six multiple choice questions with five 
alternatives were presented to the subjects, and the EDR was recorded. The 
scoring method followed Lykken's (1959) exactly (see above). Overall 98 
percent of the classifications were correct against a chance level of 25 
percent. The on 1y error was one fa 1 se neg at i ve. 

Podlesny and Raskin 

Podlesny and Raskin (1978) included GKT in their study of a variety 
of polygraph techniques and physiological measures. Their experiment was 
unique in that it employed the GKT in the same context as the CQT (see 
above). Thus, they were able to compare the accuracy rates of the two 
techniques, although they claimed that a different statistical comparison 
was impossible because the two techniques use very different methods to 
assess guilt. Podlesny and Raskin also were the first to test the GKT with 
physiological measures other than the EDR. To make assessments of guilt, 
they used the traditional polygraph respiration and cardio measures. and 
another vascul ar measure that was a compos i te of fi nger blood volume and 
finger blood ampl itude. This latter measure was recorded by the photo­
plethysmograph mentioned above. In addition, Podlesny and Raskin performed 
a quantitative analysis of differences between guilty and innocent subjects 
on several other physiological measures. 

The GKT was conducted after the same mock theft Podlesny and Raskin 
(1978) used to study the CQT. Twenty subjects (10 gui lty and 10 innocent) 
were examined with the GKT, which included 5 questions with 6 alternatives 
each. The re 1 evant altern at i ves were placed among the others a Hern at i ves 
in a "pseudo-random" order (Podlesny & Raskin, 1978, p. 349). The GKT 
charts were scored by the same method used by lykken (1959) and Dav; dson 
(1968). Podlesny and Raskin also scored the charts in another way, with 
the addition of an inconclusive zone of scores five or six. This scoring 
system for assessing guilt was used with the photop1ethysmograph, respira­
tion and cardio measure as well as the EDR. Their fingings were that the 
GKT with the EDR was correct for 90 percent of the subjects and incorrect 
for 10 percent, all false negatives. Using an inconclusive zone did not 
add significantly to the accuracy of the technique, however: 80 percent of 
assessments were correct, 10 percent incorrect (all false negati ves). and 
10 percent inconclusive. 

Giesen and Rollison 

Giesen and Rollison (1980) studied the effects on the GKT of the sub­
jects' trait anxiety levels and of the possibility that crime-related de­
tails could be relevant to innocent subjects because of associations unre­
lated to the crime. Trait anxiety is anxiety that ;s characteristic of 
one's personality and would be relatively stable over time. Both trait 
anxi ety and "innocent associ at; ons" coul d concei vab 1y confound the detec­
tion of guilt with the GKT. 

Giesen and Rollison selected 40 female undergraduates who responded 
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positively to a questionnaire item on "palmar sweating." EDR is related to 
sweating. Thus, this sample may have tended to produce higher EDR's than 
the norm. This group was divided into two groups of 20: those who scored 
higher on a questionnaire measure of anxiety (Lykken's activity preference 
questionnaire) and those who scored lower. Ten subjects in each group were 
then assigned to the guilty knowledge condition, and to the uinnocent asso­
ciations" condition. The guilty subjects were told to pretend to be secret 
agents who had committed a murder. They read a narrative about the crime, 
and role-played the act of burning an incriminating picture. Innocent sub­
jects also played secret agents, but read a narrative containing several 
identical details (e.~., how much money was involved), which in the guilty 
condition were relateato the crime. They had, therefore, as much exposure 
to this information as the guilty subjects, but in an innocent context. 
Using the GKT with the EDR, experimenters asked subjects eight crime-re­
lated questions, each with five alternatives. Those details common to both 
conditions were used as the crime-relevant items in the GKT questions. 
Scoring followed Lykken's (1959) method. 

Giesen and Rollison found that the GKT was highly accurate, correctly 
classifying all of the innocent subjects and detecting all but one of the 
guilty subjects (97.5 percent correct assessment). In addition, they found 
that the E DR measure was sign if i cant 1 y different between gu i lty and i nno­
cent subjects. Trait anxiety level had no effect on EDR by itself, but the 
more anxious subjects in the guilty condition had significantly greater EOR 
than the less anxious, especially in response to the relevant items. These 
findings would suggest that anxiety alone does not confound GKT results, 
but anxiety in guilty subjects might indeed augment the accuracy of the 
technique. The study also suggests that the GKT may be accurate even when 
innocent subjects have greater associations with the crime-relevant items 
than with neutral items. This finding, however, must be tempered by the 
fact that the entire sample was selected for their tendency for palmar 
sweating under stress and thus, may be unrepresentative of polygraph sub­
jects in general. 

Balloun and Holmes 

Balloun and Holmes (1979) used the GKT to detect guilt in a "real" 
crime arranged by the experimenters. They were also interested in the ef­
fect of psychopathy and of repeated examinations on the accuracy of the 
GKT. They selected 18 male college students witn high scores on the psycho­
pathic deviate (Pd) scale of the Minnesota Multiphasic Personality Inven­
tory (MMPI) and 16 with low scores. The Pd scale was originally designed 
to make the di agnos is of psychopath i c personal i ty and was used as a scale 
to measure re 1 at i ve II amount s" of psychopathy. The experimenters ac know­
ledge, however, that the Pd scale may be an inadequate measure of this dia­
gnosis. These subjects took a fake intelligence test with two other stu­
dents (actually confederates of the examiner). The confederates urged sub­
jects to cheat and supplied test answers to those who were willing. Eigh­
teen of the 34 students cheated. Later, the subjects underwent a polygraph 
examination using the guilty knowledge test. They were reminded that cheat­
ing on exams could lead to academic dismissal, and that the experimenters 
knew that some had cheated on the lIintelligence test." Information from 
the intelligence tests that only the cheaters would know served as the in­
criminating details on the GKT. Another GKT with the same content, but a 
different order of questions was then administered to see if the subjects 
would adapt to the GKT and, thus, reduce its accuracy. 
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Balloun and Holmes scored the GKT using lykken's (1959) method with 
three physiological measures (EDR, heart rate, and finger pulse volume), 
but only the EDR produced significant results. On the first test, gui lty 
subjects scored significantly higher and were detected with significant ac­
curacy. However, on the second test, though the guilty subjects had signi­
ficantly greater scores, they were not great enough for significantly ac­
curate detection of guilt at the criterion level (5.5 out of 10) used. 
There was no difference between the high and low Pd subjects on either ad­
ministration of the GKT. 

In their study of the influence of threat and demonstrations of ac­
curacy on the polygraph examination (see above), Bradley and Janisse (1981) 
also tested the 192 subjects with the GKT after the CQT had been conducted. 
The questions concerned four relevant details. They were scored using the 
Lykken (1959) method. With the EDR data. the GKT classified 74 percent of 
subjects correctly, and 26 percent incorrectly with 11 false positives and 
39 false negat i ves. Wi th the measure of heart rate change, the GKT cor­
rectly categorized 63.5 percent of subjects correctly and 36.5 incorrectly, 
with 17 false positives and 53 false negatives. Neither the degree of 
threat nor the demonstrated effectiveness of the polygraph test had a sig­
nificant effect on the discrimination between deceptive and truthful sub­
jects. 

Timm 

Timm (1982) examined the effect of the administration of a placebo on 
the validity of the GKT. Also included in the experiment was an investiga­
tion of the effect on GKT accuracy of differential feedback from the stimu­
lation test. In the experiment all 270 college student subjects committed 
a mock crime. There were no "innocent" subjects. Before the mock crime, 
subjects were either: a) given a placebo and told it would help them "beat" 
the test; b) given a placebo and told it would make it more difficult to 
deceive the examiner; or c) not given a placebo. The stimulation or number 
test was arranged to produce three different feedback conditions. One 
th i rd of the subj ects J n umbers were detected, one th i rd were not, and one 
third did not receive the results of the stimulation test. After the GKT 
was conducted on each subject, charts were scored according to the lykken 
(1959) method. Adequate charts were obtained for 237 subjects. Of these 
subjects, 70.4% to 80.8% of them produced scores indicative of guilt, de­
pending on how conservative a cut-off-point for the'score was used. Neith­
er the placebo condition nor the feedback condition produced a significant 
effect on detection ability. Because of the absence of "innocent" subjects 
in this study (i.e., a base rate of guilty of 100 percent), the study tells 
us nothing about the accuracy of the GKT with the innocent subjects. And 
even the results with guilty subjects are difficult to interpret when there 
;s no comparison to results with innocent subjects. Also, without innocent 
subjects, a lambda is impossible to calculate. 

PreEmployment Screening 

Despite its widespread use in the field. there are few analogue stu­
dies of the preemployment screening polygraph examination. The two that 
are known to employ post-1960 polygraph screening techniques are reviewed. 
Correa and Adams (1981) conducted an analogue investigation of this type of 
examination witb 40 undergraduate subjects. Barland (1981) conducted an 
analogue study with government personnel. 
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Correa and Adams 

like the usual preemployment screening test, the examination in Cor­
rea and Adams' study included a number of relevant questions. Subjects 
were interviewed prior to the polygraph exma;nation and completed a ques­
tionnaire about their background. Half the group was instructed to lie to 
nine relevant questions and half to tell the truth. The polygraph test was 
conducted and 3 charts of 32 questions each were recorded. Most of the 
relevant questions concerned information from the questionnaire, but also 
included were three questions about events staged by the researcher in the 
initial interview (e . .a., giving the subject a glass of water). These lat­
ter questions serveo as a check on the honesty of subjects in completing 
the questionnaire and were considered relevant questions in the evaluation 
of deception or nondeception. The examiner subjectively made assessments 
of veracity based on the polygraph recordings. When questions about the 
staged events and the application were diagnosed by the examiner, all 40 of 
the subjects were correctly identified as being deceptive or truthful. 

Correa and Adams' conducted a question-by-question analysis of the 
charts of deceptive subjects. A mean of 75 percent of the relevant items 
from the screen; ng app 1 ; cat i on were correct 1 y class if i ed, and a mean of 25 
percent were incorrectly classified. When change scores were calculated 
for each physiological response, all physiological measures (EDR, respira­
tion, cardiovascular) Significantly discriminated truthful from deceptive 
subjects. Correa and Adams suggest that these findings provide evidence 
for the validity of prescreening polygraph examinations. There are, how­
ever, a number of problems with the Correa and Adams study that may compro­
mise its validity. Several features of the experiment are probably highly 
unrepresentative of or unrelated to field preemployment polygraph examina­
tions: the length of the interview (96 questions); the number of deceptive 
responses subjects made (9); and the inclusion of questions about the ex­
periment itself. Furthermore, the experimenters fai1 to discuss the cri­
teria by which the assessments of veracity were made, so it is difficult to 
ascertain whether these assessments correspond to field assessments. 

Barl and 

The Barland (1981) study is important for several reasons. One, sub­
jects were actual military personnel who in Barland's opinion might be the 
types screening for counterintelligence purposes. All subjects were as­
signed to intelligence duties. It is, thus, unique in being the only 
validity study of preemployment screening in an intelligence context. How­
ever, because it did not ask any questions related to security interests, 
it cannot be considered a full analog to field situations. 

Second, it tested the validity of a type of control question techni­
que, the directed lie control question (OlCQ) technique, in a screening 
situation. The DLCQ is part of a counter-intelligence screening test 
developed by Army Intelligence examiners in 1971. Subjects typically ans­
wer "yes." When they answer yes, the examiner instructs them that when 
they are asked such questions they should respond with a "no" rather than a 
"yes." Thus, they are directed to lie, and their lies to these questions 
constitute the control questions against which responses to relevant ques­
t ions are compared. The di rected 1 i e contra 1 quest i on differs from the 
control question discussed previously (see section 2). With the DlCQ 
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technique, the control questions are not designed to provoke the subject to 
lie or be concerned about the telling the truth. The "lies" do not consti­
tute deception since the examiner instructs the subject to tell lies that 
they both know are false. Thus, it ;s difficult to see how they could 
generate the same concern as standard control questions, since subjects are 
not deceiving the examiners (or worrying that they might be), and there 
also is, therefore, no possibility of fear of detection. 

The question of whether the control question technique can be used 
outside of specific issue investigations C~ ... ~ .. in preemployment or a per­
iodic screening) ;s controversial. It is dlff;cult to construct standard 
control questions when much of a person's past is irrelevant to the purpose 
of the exami n at i on, since pas t mi sdeeds (i. e., other than the spec ifi c 
issue being investigated) typically comprise the subject area of control 
questions. 

In this 1981 study, Barland solicited volunteers from a military in­
telligence community. Subjects were told the purpose of the study and that 
testing would be limited to the subject's date of birth, place of birth, 
education, employment and residences (these were the relevant items), and 
that some subjects would be instructed to furnish the examiner with false 
information. Approximately half the subjects were instructed to lie to one 
of the relevant items; these subjects were offered a $20 reward if they 
could appear truthful on the polygraph examination. Unlike the data in the 
Correa and Adams study, the experimenter was able to check the information 
given by the subjects against data obtained from background investigations. 
The three polygraph examiners in the study had 3, 6 and 9 years of poly­
graph experience and had been trained at the U.S. Army Military Police 
School polygraph course. 

Exami ners used three methods of chart interpretat i on: zone compari­
son, greatest control method, and relevant-irrelevant method. As explained 
in section 2, in the zone method, relevant questions are evaluated against 
the larger of either control question response in a zone. In Barland's 
(1981) zone method, each physiological measure for each relevant/control 
question pair was rated on a point scale using interpretive criteria taught 
at USAMPS. In the relevant/irrelevant method, each relevant question was 
evaluted without making specific reference to the control question nearest 
it; emphasis "was placed on the size and consistency of reactions at the 
relevant questions" (p.8) and scored globally rather than numerically. The 
"greatest control" method consisted of evaluating all five relevant ques­
tions against the single control question on that chart which had the larg­
est overall reaction. In addition to the comparisons of the three chart 
interpretation methods, charts were analyzed globally and on a question-by­
question basis. 

In the global method of analysis subjects were categorized as either 
decept i on i nd i cated, no decept i on ; ndi cated, or inconc 1 us i ve on the bas i s 
of appearing deceptive to any of the relevant questions. That is, if a 
subject was in fact deceptive to any relevant question, and he reacted de­
ceptively to any of the questions, it was considered a hit even though the 
examiner may have misidentified which relevant question the subject was 
deceptive to. Using this method of assessing deceptiveness, the three 
methods of chart interpretation achieved the following results: 
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Zone: 

62% correct identification of truthfu 1 subjects; 

19% incorrect; 

19% inconclusive 

70% correct identification of deceptive subjects; 

17% ,i ncorrect; 

13% inconclusive 

Greatest control: 

77% correct identification of truthful subjects; 

23% incorrect; 

8% inconclusive 

50% correct identification of deceptive subjects 

23% incorrect 

27% inconclusive 

Relevant-Irrelevant . 

73% correct identification of truthful subjects 

23% incorrect 

4% inconclusive 

80% correct identification of deceptive subjects 

13% false negative 

7% inconclusive 

Presumably, the correct identification rates would be lower if only 
those cases in which the truly deceptive relevant response was counted as a 
IIh1t. .. To test this hypothesis, the authors conducted a question by ques­
tion analysis. In this method, identification of truthful responses in­
creased but identification of deceptive responses declined quite a bit. 
Using the zone technique, 77 percent of the truthful questions and only 57 
percent of the deceptive question were correctly identified. With the 
greatest control scoring method, 85 percent of truthful responses and less 
than half (43) of deceptive questions were correctly identified. The rele­
vant/irrelevant scoring technique showed the best results. With this 
method, 88 percent of the truthful subjects and 67 percent of deceptive 
questions were correct identified (although global results were better with 
the R/I technique). This interpretation should b" modified by the fact 
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that each examiner used all three scoring techniques and the relevant/irre­
levant technique was the last used. Thus, the interpreter had the benefit 
of his previous judgments. The results of a blind analysis using other in­
terpreters were not ready to be reported by Barland at the time his 1981 
report was submitted. 

The results of the Barland study raise serious questions about the 
usefulness of directed lie control questions in screening procedures as 
well as, in general, the val idity of polygraph testing for preemployment 
and counterintelligence purposes, especially if used alone. Of course, the 
limitations of analogue studies should be taken into consideration. Be­
cause of these limitations Barland considers his results a "worst casel! 
scenario. Finally, interpretations must depend on the false positive and 
false negative rates which are deemed acceptable for particular purposes. 

Findings 

Separate statistical analyses were performed for the guilty knowledge 
and control question analog studies. The following data for the analog 
stUdies discussed above were reviewed: a) percentage of guilty subjects 
judged deceptive; b) percentage of guilty subjects judged nondeceptive 
(false negatives); c) percentage of guilty subjects judged inconclusive; d) 
percentage of innocent subjects judged deceptive (false positives); e} per­
centage of innocent suibjects judged truthful; and f) percentage of inno­
cent subjects judged inconclusive. 

As with the field studies, an index of predictive association lambdab 
guilty knowledge analog studies combined (see Tables 5.3 and 5.4). The 
results indicate that the control question test provides a 30 percent 
improvement in prediction over the base rate for these analog studies, and 
the guilty knowledge test a 57 percent improvement in prediction over the 
base rates, although because the studies differed so much, more accurate 
conclusions would be achieved by calculating lambdas for different studies 
or conceptually related groups of studies (see section 4). These figures 
should be interpreted with caution as in real life the base rate of guilt 
will vary considerably from approximately 50/50 distributions ;n laboratory 
experiments. Thus, it is difficult to draw unqualified conclusions from 
the analog studies given the wide variety of designs used. 

The false negative rate for the analog studies of the control ques­
tion technique ranged from 0 to 28.7 percent. Inconclusives ranged from 0 
to 44 percent for gui lty subjects and from 0 to 47 percent for innocent 
subjects. There;s a wide range of false positives (4 to 51 percent). 
Global evaluations by the examiners, field scoring techniques, and purely 
statistical analyses of the data a11 seem to produce high detection rates 
in most studies. One exception is Kleinmuntz and Szucko's (1981) study, 
which found the validity coefficients of polygraph examiners' judgments 
markedly inferior to a purely statistical analysis of the charts. However, 
it is unclear how compal"able their method of measuring validity is to the 
usual method of using an accuracy rate, and it is also not clear how appli­
cable the lens model trley use is to the question of the validity of the 
polygraph. 

Another exception ;s Ginton et al.'s study (1982), in which field 
numerical scoring was found to be fiirenor to the global evaluation method 
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in detecting deception. However, the examiners in that study were Israeli 
polygraph professionals who may characteristically use a global method of 
assessment, and for whom the Utah numerical scoring system may have been 
somewhat foreign. 

Accuracy of detection differed sizably between control question ana­
log studies using students as subjects (Barland & Raskin, Bradley & Jan­
isse, Szucko & Kleinmuntz; Widacki & Horvath is exluded as discussed above) 
and other control question analog studies (Podlesny & Raskin, Raskin & 
Hare, Rovner et a1., Dawson, Ginton et a1.). Experiments using students 
had lower percentages of correct decisions for both guilty and innocent, 
and more false negatives and false positives. Given the small number of 
stUdies in each category when the studies are divided in this way, it is 
unclear whether this difference is attributable to the nature of the sub­
jects (student vs. nonstudent) or other characteristics of these experi­
ments. 

As shown in Tables 5.5 and 5.6, GKT analog studies tended to detect a 
somewhat lower average percentage of the gui lty subjects (16.7 to 95 per­
cent). They also had a relatively high proportion of false negatives (5 to 
83.3 percent) but a lower rate of false positives, except for the Bradley 
and Janisse study. It should be noted, however, that the GKT was not as­
sessed under conditions that deviated as much from the ideal as the control 
question test deviated. Nor were there as many studies testing the GKT as 
the CQT. This suggests that the confidence one can have in the GKT find­
ings is, ;n general, less than the confidence one can have in the CQT ana­
log findings. 

In summary, there exist a number of studies of the control question 
technique; a smaller number of the concealed information test, all using 
the guilty knowledge test; and only two studies of the preemployment 
screening interview, one of them with government personnel. The analog 
studies systematically explored many of the technical variables associated 
with the polygraph (cf. the Utah group's study of control question techni­
ques), and also studled the effect of several situational variables on the 
val i d ity of the po 1 ygraph. The cont ro 1 ques t i on tes t was found to detect 
guilty subjects with a high degree of accuracy, but also to be subject to 
fa 1 se pos i t i ve errors. There was a 1 arge amount of v ar i ab i1 ity among the 
control question analogs, especially the more they diverged in technique 
from the field method. The guilty knowledge test had a slightly lower rate 
of detection of guilt, more false negatives, but fewer false positives. 
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Cor-
N reet 

Barland & 36 63.9% 
Raskin 1975 

Podlesny & 20 69.0 
Raskin 1978 

Raskin & Hare 24 87.5 
1976 

Rovner 
et aLl 

36 77 .8 

1978 

Dawson 12 91.7 
1980 

Widacki
2

& 20 90.0 
Horvath 
1976 

Bradley & 96 
Janisse 
EDR 60.4 
Heart rate 35.4 

~~~:~u:tz3 15 71.3 

1981 

Table 5.1 

Outcomes of Control Question 
Analogue Studies of Validity 

GUILTY INNOCENT 

In-
Cor- Ineon- Cor-
reet elusive N reet 
TFifse 

Neg. ) 

8.3% 27.8% 36 41.7% 

16.0 15.0 20 91.0 

0 12.5 24 75.0 

8.3 13.9 36 80.5 

0 8.3 12 58.3 

5.0 5.0 

96 

13.5 26.0 58.3 
20.8 43.8 33.3 

28.7 4 15 49.3 

282 

In-
Cor- Incon- Total 
reet elusive N 
(False 
Pas. ) 

16.7r. 41. 7% 72 

4.0 5.0 40 

4.0 20.8 48 

13.9 5.5 72 

25.0 16.7 24 

20 

192 

9.4 32.3 
19.8 46.9 

50.7 4 30 
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Table 5.1 (continued) 

N 
Cor­
rect 

GUILTY 

In-
Cor- Incon-
rect elusive 
\FaTse 

Neg.) 

Ginton et aL 2 
1982 

100.0 7. 0 % o % 

Honts & 

Hodes 1982a 

No counter­
measures 

Counter­
measures 

Honts & 
Hodes 1982b 

No counter-
measures 

Counter-

67.0 

58.0 

28 

19 84.2 

measures 19 36.8 
'38 

Heckel et a1 
1962 

Normals 
Non-de1o 
psychiatric-­

(Delusional 
psy­
chiatric) 9 __ 

Hannnond 1980 32 71.9 

0.0 33. 

5.5 36.6 

0.0 15.8 

26.3 36.8 

3.0 25.0 

Notes: Summed across conditions~ 

N 

13 

12 

12 

19 
IT 

5 

5 

5 

30 

8 , 

INNOCENT 

Cor­
rect 

84.6% 

33.0 

15.8 

100.0 

70.0 

45.0 

40.0 

In­
Cor­
rect 
(False 
Pas. ) 

15.4% 

1 .0 

31.6 

0.0 

10.0 

35.0 

20.0 

Incon­
clusive 

o % 

50.0 

52.6 

0.0 

20.0 

20.0 

40.0 

Total , 

15 

40 

57 

62 

1 
2 Examiner's task was to detect the one guiley person in each of 20 groups of 

4 suspectso 
3 

4 
5 

6 

Based on ratings of 5+ on 1 to 8 scale of certainty of oon­
deception/deception. 
Examiners were not allowed to categorize an examination as inconclusive. 
9 guilty subjects used pain countermeasures (tongue biting) and 10 used a 
muscle (toe pressing) countermeasure. 
Original subject assignments, 12 to each of 4 (including 2 countermeasure) 
conditions. A total of 8 subjects were eliminated from the analysis of 
results for guilty subjects for failure to follow countermeasure 
instructions 0 
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Total 
N 

Lykkenl 
1959 

Davidson 
1968 

Podlesny & 
Raskin 1978 

Balloun & 
Holmes 1979 

Test I 
Test 2 

Giesen & 

Scientific Validity of Polygraph Testing 

7 There was no guilty condition. 
8. Innocent subjects used no countermeasures. 
9. Not included in analysis reported in Table 5.3. 

Cor-
N rect 

50 88.0 

12 91.7 

10 80.0 

18 

61.1 
16.7 

20 95.0 

Table 5.2 

Outcomes of Guilty Knowledge 
Analogue Studies of Validity 

GUILTY INNOCENT 

Non 
Cor- Incon- Cor-
rect elusive N rect 
(False 
Neg.) 

12.0 48 100.0 

8.3 36 100.0 

20.0 0 10 80.0 

16 

38.9 87.5 
83.3 93.7 

5.0 20 100.0 

Non 
Car-
reet 
(False 

Pos.) 

0 

0 

0 

12.5 
6.3 

0 
Rollison 1980 

Bradley & 96 96 
Janisse 

1981 EDR 59.4 40.6 88.5 11.5 
Heart Rate 44.8 55.2 17.7 82.3 

Footnotes 

1Frequencies for detection of two mock crimes were combined. 
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Incon- Total 
elusive N 

98 

48 

20.0 20 

34 

40 

192 
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~xaminers ! 

Jiagnosis 

Jeceptive 

N"ondecepti ve 

Inconclusive 

Examiners 
Diagnosis 

Guilty 

Not Guilty 

Inconclusive 

Office of Technology Assessment 

Table 5.3 

Mean Detection Rates 
as a Percentage of Total 

in Analog Studies of 
Control Question Technique 

Ground Truth 

Percent 
Guilty 

Percent 
Innocent 

Mean Mean 

33.43 7.71 

5.92 26.25 

12.77 13.92 

52.12 47.88 

Lambda b D .406 

Table 5.4 

Mean Detection Rates 
as a Percentage of Total 

in Analog Studies of 
Guilty Knowledge Test 

Ground Truth 

% Guilty % Innocent 
Mean Mean 

27.9 2.2 

17.3 52.6 

o o o 

45.2 54.8 

Lambda b "" • 69 
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FACTORS AFFECTING POLYGRAPH EXAMINATION VALIDITY 

Introduction 

The analyses of both field and analog studies reported in sections 4 
and 5 indicate that there is considerable variability in accuracy rates of 
polygraph examinations. To interpret these variations, numerous factors, 
such as the restricted range of techniques and appl ications tested in these 
studies, need to be considered. In addition, researchers have attempted to 
explain the variability in accuracy scores by proposing a number of factors 
that theoretically may affect polygraph test validity. These include char­
acteristics of examiners~ settings, and subjects. In addition, subjects 
have been known to use, or might be trained to use, a number of countermea­
sures to "beat" the polyqraph. For many of these factors the research evi­
dence is contradictory. For others, there has been little or no empirical 
testing. This section describes evidence from field and analog studies~ as 
well as from laboratory investigations, on factors that may affect the ac­
curacy of polygraph tests. The goals of this section are to assess the em­
pirical evidence for the conditions under which polygraph testing is ex­
pected to be most valid and the conditions under which polygraph testing 
can be made ineffective. The section concludes by suggesting which factors 
affecting validity need additional research. 

Examiner, Subject, and Setting Characteristics 

The previously described analyses of field and analog studies (see 
sections 4 and 5) emphasize the characteristics of polygraph tests and 
their relation to accurate or inaccurate outcomes. In the present section, 
the focus shifts away from the tests, themselves, to additional factors 
that may affect validity. These factors are sometimes referred to as di­
mensions of external validity and aid in the assessment of the generalizab-
11 ity of research fi nd ings. Cons i derat ions of these factors will enable 
evaluation of the conditions under which various levels of validity may be 
expected from polygraph examinations. Differential validity in polygraph 
tests may be obtained with different examiners, subject populations, and 
with examinations conducted in different settings. 

Exami ner 

It has long been recognized (cf. Lykken, 1981; Orne, 1975; Raskin, 
1981; Slowik, 1979) that the examiner's skill has an important effect on 
the validity of polygraph tests. Examiner experience is an essential ele­
ment reported by investigators and has often been used to explain differ­
ences in accuracy rates (Raskin, 1978; Raskin & Podlesny, 1979). There are 
some data to indicate that experienced examiners have better accuracy 
rates. In recognition of this outcome, training has been accorded a high 
pri ority both wi th; n and out side Government agenc i es whi ch conduct po 1 y­
graph examinations and by state legislators and polygraph examiner groups 
(cf. American Polygraph Association, 1983). An extensive array of training 
fTcil ities now exists, offering a somewhat diverse set of orientations to 
polygraph testings. 

Experience. A number of studies have tested how examiner experience 
relates to validity of polygraph examinations. Horvath and Reid (1971), 
for example, had charts utilized in their validity study reexamined by a 
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group of 10 polygraph examiners. Seven of the examiners were experienced 
and three of them were examiner-interns (each with less than 6 month's ex­
perience). According to Horvath and Reid (p. 279, see Table 1), experienced 
examiners made an average of 91.4 percent correct judgments, while the 
average for inexperienced examiners was 77.5 percent. 

Training. Experience in conducting polygraph examinations suggests 
that there are a number of clinical components to detection of deception. 
To some extent, training programs capture these clinical elements by exten­
sive training in "proper" examiner attitude and relationship with subjects. 
Increas i ng1y, however, traini n9 programs emphas i ze standard; zed techni ques 
for constructing questions and scoring examinations. In this respect, the 
U.S. Army Military Police School (USAMPS) is perhaps the best example. The 
school serves as the central training site for almost all Government agen­
cies which maintain polygraph examiner staffs. The USAMPS teaches several 
versions of the CQT (including what they call the modified general question 
technique or MCQT and the original Backster's zone of comparison or ZOC 
method) and several speCific protocols for selecting question sets and 
scoring polygraph charts. Trainees receive both didactic classroom train­
i ng and supervi sed experi ence conduct i ng polygraph examinat ions. The cur­
rent curriculum for the USAMPS uses Reid and Inbau's (1977) text on poly­
graph testing, supplemented by materials prepared especially for its 
trainees (Army, 1977). The USAMPS ;s one of the number of training pro­
grams certified by the American Polygraph Association (cf. ..American Poly-
graph Association, 1983). -

On the basis of presently available data, it ;s not possible to de­
termine whether types of training have an effect on outcomes. A study by 
Raskin (1976) indicates that examiners trained in schools that emphasize 
numerical scoring were Significantly more accurate than examiners who at­
tended other schools (97.1 percent v. 86.9 percent). It is difficult to de­
termine, however, if training in numerical scoring is more efficient or if 
better examiners/schools select such techniques. The fact that examiners 
who were trained in numerical techniques, but who did not use them, did 
more poorly than examiners trained in numerical techniques who used them 
(88.5 percent v. 98.9 percent) suggest s that numeri ca 1 eva 1 u at i on rather 
than examiner selection (or some other aspect of the training) provides an 
advantage. 

Subjects 

Much effort ;n recent years has been devoted to development of sys­
tematic training. Less attention appears to have been paid to the charac­
teristics of subjects of polygraph testing. Frequently, research reports 
of polygraph examination do not report even the most easily available data 
on subject characteri st ics (e.[., proport i on of mal es and femal es). There 
have, however, been a number-o~studies of specific population groups (~'l' 
psychopaths) hypothesized to be less detectable. This section will conS1-
der, in addition to subjects' psychopathy, other diagnostic categories and 
subject vari ab 1 es such as gender, i nte 11 i gence, mot i vat i on, and respons; v­
ity to arousal. 

Subject factors are often described in the literature as personality 
or individual difference factors (Raskin, 1982; Waid & Orne, 1981). They 
refer to traits associated with individuals which may make them differenti­
ally detectable in a polygraph examination. Understanding these effects 
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should enable determination of the conditions under which polygraph test­
ings will yield particular levels of validity. The mechanism by which sub­
ject variables affect polygraph examination validity has to do with differ­
ential autonomic arousal. Validity is affected when an interaction results 
between arousal and polygraph testing. 

Psychopathy and level of socialization. One aspect of potential sub­
ject effects which has recelved considerable attention is the effect of 
1 eve 1 of soc i ali zat i on and psychopathy on detectab i1 ity. I n a seri es of 
studies by Waid and his colleagues (Waid. 1976; Waid. et a1., 1979, a,b) 
significant relationships were found in the laboratory"""'Detween socializa­
tion and autonomic responsiveness. An initial finding (Waid, 1976) was 
th at co 11 ege student s who scored low on soc i ali z at i on (on a st andard psy­
chological inventory), gave smaller electrodermal responses (EDRs) to sti­
muli than did high scoring subjects. In a more directly relevant investi­
gation (Waid et al., 1979), a group of college students was asked to de­
ceive or not 10 deceive a professional polygraph examiner. Results indi­
cated that subjects who were not detectable were significantly less social­
ized than those who were detectable. Susceptibility to detection seemed to 
be mediated by socialization and low socialization subjects showed reduced 
EDRs. Highly socialized subjects were more responsive electrodermally, and 
as a result, several of them were misclassified as deceptive. 

Raskin (1982) has criticized Waid et a1.'s (1979) research as not 
having practical significance for evaluatlonsof polygraph validity. Ac­
cording to Raskin, simply demonstrating that there is a difference in res­
ponsibi 1 ity on the first set of questions does not mean that subjects would 
not be correctly detected in an actual polygraph examination (which may in­
volve 3 to 4 charts). Some of Raskin's own studies (e • .Q." Barland & Ras­
kin, 1975; Raskin & Hare, 1978) suggest that psychopathlc individuals are 
not less detectable than nonpsychopathic individuals. In RaSkin and Hare's 
study, convicted felons, half of whom were diagnosed as psychopathic, per­
formed a mock crime. These subjects were then administered a polygraph 
examination and offered a substantial monetary bonus if they could produce 
a truthful outcome. In contrast to Waid et al.' s findings, Raskin and Hare 
found that individuals diagnosed as psycnopathic and/or low in socializa­
tion were more reactive and easily detectable than those not psychopathic 
and high in socialization. Earlier research by Raskin (Barland & Raskin, 
1975) supports this finding. Bar1and and Raskin's (1976) field study, on 
the other hand, found that subjects who scored high on the Pd scale of the 
MMPI (a measure of psychopathy) had smaller cardia (but not respiration or 
SRR) scores than low Pd subjects. 

In a previously described study, Balloun and Holmes (1979) conducted 
an analog study of college students using a "cheating" situation. Their 
results indicated that subjects who scored high on the psychopathic deviate 
scale of the MMPI (a standard psychopathology inventory) were just as easy 
to detect as were those individuals who scored low on the scale. It is im­
portant to note, however, that the polygraph test was a concealed informa­
tion type of test, not a control question test (CQT) or relevant/irrelevant 
test (R/I). A doctoral dissertation by Hammond (1980; see section 5) also 
found no difference between normal and psychopaths. 

Other Psychopathology. Guilty psychopaths may escape detection be­
cause they are not concerned enough about a mi sdeed to create ; nterpretab 1 e 
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physiological responses. Individuals with other forms of psychopathology 
may escape detection or be classified as false positives for other reasons 
(~'.£l" emotional instability, delusional thinking). The one study that has 
investigated this possibility (Heckel et a1., 1962; see section 5) found, 
in fact, that innocent neurotics and particularly psychotics were likely to 
be identified as deceptive. There were no guilty subjects in this "real 
crime" analog study. 

Gender. One of the most obivous subject differences is gender. 
Males and females may have different patterns of autonomic arousal, and 
such differences may affect polygraph testing validity. Unfortunately, few 
data exist to examine this hypothesis; most research only studies male sub­
jects. In one study (Giesen & Rollison, 1980), all female subjects were 
tested in a mock-crime situation using the gui1ty knowledge test (GKT). 
The GKT was found to be highly accurate, but because males were not also 
tested, it is impossible to determine if males would have been less detect­
able. The 2 Honts and Hodes (1982a, b) analog studies included both fe­
males and males; the researchers do not report any gender differences in 
detectab; 1 ity. 

Intelligence. Intelligence is an additional variable which potentia­
lly might affect detectability. Particularly if an R/I or CQT test is in­
volved, the ability of intelligence subjects to anticipate questions may 
affect polygraph accuracy. One possibility is that intelligence subjects 
are less detectable because, if trained, they are able to anticipate ques­
tions and employ countermeasures. Another possibility is that because in­
telligence subjects better understand the implications of a polygraph exam­
i nat i on, they wi 11 respond to re 1 evant quest ions with he i ghtened arousa 1 
when they are attempting to deceive (Barland & Raskin. 1973). There has 
been relatively little research on intelligence and polygraph testing. In 
one of the few experiments which look at intelligence and detectability, 
Kugelmass(1967) found no correlation between intelligence and respons;vity 
on a peak of tension (POT) card test. On the other hand, research by Gus­
tafson and Orne (1963) found that motivation to deceive increased the pro­
bability of detection. Barland and Raskin (1973) feel this is evidence of 
the potential role of intelligence. Barland and Raskin1s study, in 1976, 
which compared detection rates among subjects of different educational 
levels found no difference. However, a separate analysis of the Sources of 
false positive errors by Raskin (1976) found that the majority of false 
pOSitives occurred among subjects who had college degrees. level of educa­
tion, of course, ;s not a perfect indicator of intelligence, and there is a 
need to better understand these relationships. 

Ethnic and group differences. Another category of subject differ-
ences that may afFect subject polygraph val idity has to do with ethnic and 
group differences in physiological response. Research conducted cross cul­
tura11y (e . .,9.., Kugelmass & lieblich, 1968; laarus, 1966; Sternbach & Turs­
key, 1965), indicates that there are ethnic differences in response to 
stress. Such differences may, in turn, affect detection of deception. As 
noted earlier, these effects may interact with the ethnic identification of 
the examiner. However, effects of ethnic differences have not been direct­
ly tested with respect to polygraph examinations. 

Autonomic lability. A final individual difference is what Waid and 
Orne (19B1) have referred to as autonomic lability. Regardless of other 
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differences among subjects, there may be consistent individual differences 
connected with their level of autonomic arousal. 

Although there is considerable variance for an individual in autono­
mic responses to most physiological measures of autonomic nervous system 
(ANS) arousal. electrodermal lability may be different. Given the impor­
tance of the EOR for polygraph examinations, it may be essential to under­
stand more about this factor. Unfortunately. most of this research (e . .,a •• 
Waid, Wi lson & Orne, 1981) has been conducted with concealed informatl0n 
tests and not with the CQT or R/I. 

Setting 

One theory underlying lie detection using the polygraph is that the 
threat of punishment leads an individual to manifest a physiological reac­
tion (Davis, 1961). This suggests, then, that settings in which an indivi­
dual is more certain of being detected and in which the consequences are 
gr'eatest, will permit higher levels of detection. Further. in order to be 
certain of being detected. a subject must believe in the efficacy of the 
polygraph procedures in order for it to function. According to some (e.g., 
Waid & Orne, 1981), the polygraph is often used somewhat like a '''stage 
prop" and its presence is meant to "enhance the subject's concern" (p. 74). 
Stimulation tests, used in almost all field polygraph examinations. serves 
the same function, albeit more directly. There is considerable discussion 
(~.~., Weir, 1978), in fact, about how frequently within a polygraph exam;­
natl0n such stimulation tests should be utilized in order to increase the 
validity of the examination. 

Instrument presence. Some research, reported by Orne and his collea­
gues, addressed the question of the situational features necessary for a 
polygraph examination. In one component of a study reported by Orne et al. 
(1972), subjects were led to believe that the polygraph recording equTPment 
was not operative. There was some indication that the pretest condition in 
which subjects were led to believe that the polygraph instrument was in­
operative produced a lower detectability; however, results were not statis­
tically significant. In an earlier study (Thackray & Orne, 1968), detecta­
bility was not affected by subjects' belief in whether the machine was re­
cording. Both of these studies involved use of concealed information 
tests. 

A more recent study by Orne's group (Waid, Orne & Wilson, 1979) 
tested a similar hypothesis using a different procedure. In this study, 
subjects saw the polygraph machine turned off, although the experimenters 
actually ran the leads to a second polygraph device and were able to record 
responses during a pretest review of questions. The results indicated that 
subjects who were aware of being recorded had Significantly higher res­
ponses to re 1 evant quest ions and not sign ifi cant 1 y d iff erence responses to 
control questions. 

Bogus pipeline. An interesting and potentially important aspect of 
how the polygraph achieves valid results ;s based on what social psycholo­
gists call the "bogus pipeline" (Jones & Siga11, 1971). The bogus pipeline 
is a procedure used to elicit .veridical attitudes in situations where 
social desirability effects (i.e., subjects' desire to express socially ac­
ceptable opinions) may mask- actual attitudes. The procedure involves 
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attaching subjects (via skin electrodes) to an ostensible physiological re­
cording device called the "electromyograph" (EMG) and providing subjects 
with a "steering wheel" device to record their attitudes. In a typical 
study (Jones & S;gall, 1971), subjects were told that the EMG measured im­
plicit muscle potentials and that it was an improved polygraph or "lie de­
tector. 1I The recording device ;s actually lI e l ectrical junk" (Jones & Sig­
all, 1971), and the purpose of the procedure is simply to convince subjects 
that their actual attitudes are detectable. 

Results from a number of investigations which have used the bogus 
pipeline procedure (e . ..9." Quigley-Fernandez & Tedeschi, 1978; S;ga11 & 
Page, 1971) support JOnes and Sigall's premise. Several stUdies indicate 
that when subjects believe that their attitudes are detectable by a physio­
logical recording device, they more readily express their actual attitudes. 
Although it is difficult to know what "actual" attitudes are, higher veri­
dicality is assumed with the bogus pipeline because the procedure yields 
more socially undesirable responses than when it is not used. For example. 
in Siga11 and Page's (1971) initial experiment, they found that subjects in 
the bogus pfpeline condition would admit to negative attitudes about "Ne­
groes." Similar subjects in non bogus pipeline conditions using paper-and­
pencil tests would not reveal such attitudes. Later research has shown that 
this finding holds for attitudes toward handicapped individuals and for 
"confessing" to having prior knowledge about a psychological experiment. 

Although the bogus pi pel ine research suggests that the conditions of 
testing may have important effects on polygraph subjects, it ;s not clear 
that these effects interact with the test itself. In a substantial number 
of criminal investigations subjects voluntarily confess after having the 
polygraph procedure explained or being shown the results of the examina­
tion. In personnel screening, subjects often admit to errors in their job 
application or past indiscretions (Barton, 1976; DCI, 1980). Most avail­
able field and analog research does not permit determination of the extent 
to which the polygraph is used in this way. 

Specific settings. Although there are a number of settings in which 
polygraph examinations take place, and it is reasonable to assume that the 
setting may interact both with subject and examiner characteristics to af­
fect the validity of polygraph tests, there is no research that directly 
tests the impact of different settings on poly~raph testing validity. 

Countermeasures 

Countermeasures are del i berate techni ques used by decept ;ve subjects 
to avoid detection during a polygraph examination (Reid & Inbau, 1977; Bar­
land & Raskin, 1978; Lykken, 1981; Waid & Orne, 1981, 1982). Countermea­
sures can range from simple physical techniques, to so-called mental coun­
termeasures, to the use of drugs and biofeedback techniques. There is a 
potent i a 11 y 1 arge 1; s t of such countermeasures, and there are a number of 
plausible, but not yet validated, techniques to avoid deception. The re­
search on polygraph countermeasures is summarized below by type of counter­
measure. 

Physical 

Phys i ca 1 measures taken by a subj ect duri ng a polygraph exam; nat i on 
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are, perhaps, the most frequently discussed countermeasures used by sub­
jects (Barland & Raskin, 1973; Lykken, 1981). Any physical activity which 
could affect physiological responses is a potential problem for interpreta­
tion of a polygraph test record. There is no question that physical mea­
sures, from tensing muscles to biting the tongue, to squeezing toes, to 
shifting one's position can affect physiological response. 

There are frequent references to the use of such measures (see ~ . ..9,. •• 
Commerman, 1981; lykken, 1981a). But little systematic research has been 
conducted to establ ish the impact of the use of such measures on polygraph 
decisions. Kubis (1962) found that when subjects press their toes towards 
the floor they were able to reduce the probability of detection from 75 to 
10 percent. A replication of this experiment, however, by More (1966) 
found that there was no decrease in detectability caused by toe movements. 
In two more recent studies, by Honts and Hodes (1982a,b), the efficacy of 
two physical countermeasures was tested in analog situations. Both studies 
found that countermeasures allowed subjects to "beat" the polygraph. Fur­
thermore, there was a large percentage of inconclusives. In addition, both 
studies found that experienced examiners were not able to detect use of the 
countermeasures. A recent st udy by Hont s, Ras kin and Ki rcher (1983) a 1 so 
found that the use of physical countermeasures decreased detectability; the 
fal se negat i ve rate for countermeasure subjects was 78 percent. However, 
examiners using a separate electromyographic (EMG) analySis were able to 
detect the use of countermeasures 80 percent of the time. 

Thus, the evidence, while limited, is that deceptive subjects who use 
physical countermeasures and who can distinguish non-relevant from relevant 
questions (in a CQT or R/I test) can increase their chances of avoiding de­
tection. 

Drugs 

In contrast to physical measures, which potentially may be detected 
by an observant polygraph examiner by running multiple charts or by the use 
of particular physiological measures, the use of various pharmacological 
agents is probably more difficult to detect. Not only may drugs be diffi­
cult to detect by observation, but they may also not be detected by multi­
ple polygraph tests. Some theorists have suggested that such pharmacologi­
cal agents have the potential to produce incorrect or uninterpretable poly­
graph records. 

Research on drugs factors is only beginning to be conducted. Recent 
research by Wa i d (Wa i d, Orne, Cook .& Orne, 1981) i nd; cates that the tran­
qui1izer' meprobamate (Miltown®), permits subjects who are being deceptive 
to increase their ability to avoid detection in a polygraph examination. 
One feature of tranquilizers such as meprobamate is that they suppress au­
tonomic activity which may not be accompanied by any observable psychomotor 
differences. In Waid et a1. 1 s study a GKT was used in a polygraph test. 
Subjects were all ma1eanadivided into three groups: a) a tranquilizer 
group; b) a placebo group; and c) a control group. Only 3 of 11 gui 1ty 
subjects who had taken meprobamate were scored as deceptive. 

It should be noted that Waid et a1.'s investigation involved the GKT. 
According to Raskin (1982), a different problem would be encountered by 
attempts to utilize tranquilizers to defeat an examination employing the 
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CQT. The use of such drugs in a CQT polygraph examination might be more 
likely to yield inconclusive findings, rather than errors. This interpre­
tation is supported by the recent analog study of Gatchel et al.(1983), 
which found that the use of propranolol, a beta-blocking drug:-resulted in 
a 32.2 percent inconclusive rate, although the overall error rate was low. 
An additional finding was that examiners could not tell which subjects had 
used the drug. Conclusions drawn from this study must be limited by the 
fact that subjects were students. Other studies using college students 
(,£,._q., Hammond, 1980; Honts & Hodes, 1982a, b) have also resulted in large 
numoers of inconclusives. 

A recent study by Iacono et al. (unpublished) found that ingestion of 
neither 10 milligrams of diazepam---"TValium®) nor 20 milligrams of methyl 0-

phenidate (Ritalin®) affected the accuracy of detection. Results in both 
active drug conditions were more accurate than when subjects ingested a 
placebo (a capsule containing lactose). 

Research on other psychoactive drugs has not been reported in the 
1 iterature, although such research is now being planned under the auspices 
of the National Security Agency and the Army Intelligence and Security Com­
mand. There are also no data as to the use of corrrnon drugs by actual poly­
graph examination subjects. Although examiners normally ask subjects to 
report use of medications or other drugs, blood samples or other detection 
means are typically not employed. It is thus difficult to assess the mag­
nitude of drug use by subjects in previous research on the val idity of 
polygraph testing. 

In addition to drugs. there have also been reports of the use of 
various chemicals to confuse physiological recording (see Barland & Raskin. 
1973). Placing antiperspirant powder, clear nail polish, or other agents 
on the balls of one's fingers may make the electrodermal responses less 
reliable. Such measures, however. should be detectable by a trained exami­
ner. 

Hypnosis/Biofeedback 

There is a substantial literature in psychology about the use of hyp­
nosis and biofeedback to alter and condition physiological responses. 
There is some evidence (see Sarbin & Slagle, 1979) that. hypnosis, for exam­
ple. induces declines in skin conductance levels. A number of investiga­
tions have attempted to show that hypnotically suggested amnesia is an ef­
fective countermeasure. Such research seems to indicate that hypnosis is 
not effective (see Barland & Raskin, 1973). 

Recent research by Corcoran, Lewis and Garver (1978) has examined the 
effects of biofeedback training on suppressing electrodermal responses. 
They found that both hypnosis and biofeedback groups were able to reduce 
detectabil ity after training as compared to a control group. In another 
study, Rovner. Raskin and Kircher (1979) reported that subjects who re­
ceived extensive information about the nature of lie detection and prac­
ticed using countermeasures were detected significantly less than subjects 
without such training. It seems clear that if hypnosis or biofeedback 
operate as countermeasures, especially with corrrnonly used tests such as the 
CQT, that extensive training would have to accompany their use. 
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Mental 

Another category of countermeasures involves those that get the sub­
ject to think differently about the test. As noted earlier, most polygraph 
examinations rely on the subject's motivation to avoid detection rather 
than on any response directly connected with "telling a lie." Simple cog­
nitive countermeasures include patterns of thinking that suppress responses 
to control or irrelevant questions. More complex cognitive countermeasures 
are based on knowledge of the results of the examination and lack of belief 
in one's detectability. 

Contra 11 i n9 thoughts. Any indivi dual who understands the bas i c 
structure of a particular polygraph examination should be able to differen­
tiate irrelevant and control from relevant questions (when an R/I or CQT 
examination is conducted.) Given that when a CQT is employed, the ques­
tions are reviewed prior to their presentation, a subject intent on decep­
tion could try to alter cognitively responses to various questions (al­
though since the order of presentation is varied, this is made difficult 
during an actual test). The procedure would be to try to dissociate one­
self from the relevant questions and heighten response to control ques­
tions. Various means of such mental dissociation have been described (cf. 
Barland & Raskin, 1973; lykken, 1981). They range from concentrating on-an 
irrelevant object or by convincing oneself that the question means some­
thing different than intended. 

There is little research evidence available to ascertain the poten­
tial of these techniques. Only one study on the use of cognitive counter­
measures appears to have been conducted, and it does not provide much in­
formation. In this study, Dawson (1980) used as subjects actors trained in 
the "method" school of acting. Subjects were instructed to try to defeat 
the polygraph in a CQT examination. The results indicated that without ex­
ception the actors were detected and were not able to control their affec­
tive responses. It should be noted, however, that the actors in Dawson's 
study were merely told to "appear innocent" and were not told what would 
make them appear nondeceptive on a polygraph test. 

Knowledge of results. Another set of countermeasures is based on 
subjects having knowledge of the results of their polygraph examinations. 
In criminal situations, particularly when an inconclusive outcome is ob­
tained or when the subject disagrees with the outcome of an initial poly­
graph test, subjects are retested. In noncriminal situations, individuals 
are often tested at the beginning of their employment and at a number of 
subsequent points. In addition, subjects who know that they will receive a 
polygraph examination may seek training in methods to avoid detection. For 
a l' of these reasons, it ;s important to understand how feedback about 
polygraph examinations affects validity and whether,prior experiences re­
present a potential countermeasure. 

In an early laboratory study (Gustafson & Orne, 1965), subjects were 
given a stimul ation test and feedback concerning its outcome. Feedback was 
manipulated so that some subjects thought they had successfully avoided de­
tection and other thought that they had not. Subjects were motivated on a 
subsequent trial to avoid detection (they were told, 1I 0n l y mature and sta­
ble individuals are able to fool the lie detector"). The results indicated 
that subjects who believed that they had avoided detection were much less 
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detectab 1 e on the second tr i a 1 (13 out of 16 were not detected, wh il e on 1 y 
1 of 16 in a control group were able to avoid detection). It should be 
noted that a stimulation test is a form of a concealed information test and 
the results may be due to lowered overall arousal. "Beating ll a CQT repre­
sents a somewhat different problem. 

A recent study. by Rovner et a 1. (1979). tes ted a s i mil ar hypothes is 
in a CQT examination. Several groups of subjects were placed in a mock 
crime situation. One group was given information about the nature of a CQT 
examination and information on what physiological reactions they should try 
to simul ate. Another group was given information plus two practice tests 
involving actual physiological recordings after which they were told wheth­
er or not they had beat the po 1 ygraph . A th i rd group served as a cant ro 1 
and was given a typical polygraph examination. The results indicated that 
the information only and control groups were not able to avoid detection; 
however, 25 percent of the guilty subjects in the information plus practice 
group were able to avoid detection. Raskin (1982) maintains that this 
25-percent error rate should be considered the lIupper limitll because, in 
actual field situations, motivation would be much higher. Although Raskin 
is, perhaps, correct. it is also possible that in actual situations (where 
motivation ;s high), subjects might engage in more practice. 

Be 1 i ef in IImach i nell. A fi n a 1 countermeasure is based on research 
about the bogus pipeline (Jones and Segall. 1971) and the role of the set­
ting in inducing valid outcomes. If the validity of polygraph testing is 
dependent on the belief by subjects in the efficacy of the procedure, then 
it is possible that a countermeasure would involve training subjects to 
believe that the polygraph does not work. This might be done, for example. 
by providing subjects with false feedback on a polygraph examination. Un­
fortunately there is little research in this area. and the two studies that 
have been conducted come to different conclus.ions about the effect of be­
lief in the techniques' effectiveness. In one study, Bradley and Janisse 
(1981) tested the hypothesis by rigging a stimulation test at various 
levels of effective detection. Depending on the condition, subjects were 
tldetected ll on one, two, or three trials to create the impression that the 
detection measures were ineffective, sometimes effective, or perfectly ef­
fective. For the electrodermal response measure, the more effective the 
apparatus appeared to be, the more the innocent subjects scored as nonde­
ceptive and the more the guilty subjects scored as deceptive. In an ear­
lier study, however, TiTOO1 (1979) found that feedback about the techniques 
effectiveness had no effect on whether subjects deceptiveness or nondecep­
tiveness could be detected. The theoretical support provided by research 
on the bogus pipeline indicates that subjects' belief in the technique 
needs additional reseach. 

Research Implications of Factors Affecting Validity 

Regardless of the established scientific validity, and in the absence 
of Federal legislation, it is likely that polygraph examinations win con­
tinue to be conducted as part of criminal investigations. Although, per­
haps less likely, it is possible that critiques of polygraph examinations 
may result in more circumscribed use. Whatever the situation, however, 
understanding how polygraph examinations function may conceivably be impor­
tant for national security purposes, if for no other reason than for pur­
poses of counterintelligence. If one assumes that national security 

295 Polygraph 1983, 12(3)



Scientific Validity of Polygraph Testing 

requires that every means available be used to maintain the security of 
classified information, continued basic and applied research may be justi­
fied. If further research on polygraph testing is carried out, a number of 
research priorities can be identified on the basis of the present analysis. 
These pri orit i es inc 1 ude research on countermeasures, comparat i ve research 
on question techniques, and field-based research. 

Examiner training and polygraph techniques. There are a number of 
research priorltles for developing better polygraph techniques and training 
examiners to use them. Although probably not most important, these include 
deve 1 opment of st and ard i zed scor; ng techn i ques and deve 1 opment of more re-
1 i ab 1 e measures of phys; a 1 og i ca 1 arous a 1 . Perhaps greater import ance ; s 
research on the use of question techniques in different situations. 

Scoring. Research is currently being conducted by the Army on devel­
opment of computer scoring systems. There is some evidence (!.: . .2,., Klein­
muntz & Szucko, 1981) that the validity of polygraph examination decisions 
is improved if the c1 inical judgment of examiners is removed (see also, 
Ben-Shakhar et al., 1983) and related evidence that numerical scoring is 
more accurate (TIrcher & Raskin, 1983; Raskin, 1976) than non-numerical 
scoring. Research should proceed on developing analogs to digital scoring 
systems. Such research, however, would not address the impact of examiner­
examinee interaction, and this area also needs further study. 

Question techniques. Another research priority is to develop addi­
tional protocols for question development. Perhaps the most important re­
search need in this regard is to develop and field-test the concealed 
information test. Basic research and theory (see, e • ..[., Ben-Shakhar et 
al., 1983; Lykken, 1981; Raskin. 1982) suggests that sucn examinations have 
tile highest likel ihood of detecting deception, although no field research 
has yet been conducted to examine their use. Such research should both 
establish means of constructing GKTs and their validity in actual use. 

An additional priority is to develop and test question techniques 
that may be employed in screening situations. Some examiners for example 
claim to use a version of the COT for screening examinations (see section 
2). This application of the COT has not been subjected to scientific tests 
of validity. In addition. efforts should be devoted to testing the use of 
the CQT with different subject groups and in national security investiga­
tions. 

Countermeasures. If the polygraph is to be more widely employed in 
national security investigations, there ;s an urgent need for research on 
countermeasures. Particular priorities would be research on drugs, bio­
feedback training, and subject gullibility and motivation. Such research 
needs to be carried out both in field situations and in the laboratory. 

There are a number of drugs that are suspected of lowering ANS arou­
sal and that theoretically may be able to invalidate the results of a poly­
graph examination or compel an uinconclusive" finding. A first priority is 
to extend Waid et al. 1 s (1981) research on meprobamate (which reduced de­
tectability) to01her psychoactive drugs. 

Biofeedback training, as we11 as other forms of training have not 
been investigated, yet their effects on polygraph examinations may be 
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substantial. Subjects' beliefs about the accuracy of the polygraph may 
also be critical. As suggested by the research on the Hbogus pipeline,!! 
i nd i v i dua 1 s who be 1 i eve thei r under 1 yi ng thought s are detectab 1 e, are more 
likely to provide veridical responses. The reverse phenomenon seems feasi­
ble and it would seem possible to train individuals to believe that the 
polygraph is ineffective. Such training might be accomplished by providing 
individuals with false feedback on the polygraph as well as by specific 
instructions during simulated polygraph examinations. Similarly, subjects 
who can be easily trained to beat the polygraph may be more desirable as 
intelligence agents. 

Compari son wi th other techn i ques. On 1 y one study in the av a i1 ab 1 e 
literature (Widack, & Horvath, 1918) systematically compares the polygraph 
with other investigatory tools. There is a need to examine whether the 
polygraph provides independent or corroborative evidence and whether the 
judgments made by polygraph examiners are merely a function of their clini­
cal judgment as investigators, or whether it is a function of the polygraph 
examination itself. 

A complication with this research is that the polygraph functions, in 
many situations, as a threat. Individuals' fear of taking the examination, 
in many instances, may lead them to confess or provide incriminating evi­
dence. The threat potential, however, is in part a function of theirs and 
others' knowledge of research results. If, for example, it became widely 
known that the polygraph was "beatable," it is likely that this threat 
would be reduced and, hence, the validity (and utility) of the polygraph 
would be reduced. 

Field studies. As described in sections 3 and 4, there are numerous 
problems with the available field and analog evidence. Field studies are 
problematic because they can only be conducted where an independent criter­
ion of guilt or innocence is available. As such, these studies may be a 
select sample of cases (~.~., where guilt is overwhelming) and is certainly 
a select set of examiners. Analog studies have a different set of problems 
and have not adequately motivated subjects or may not have the appropriate 
number of cases. What is needed is research which deals with the problems 
of the available field and analog research. 

One "theoretical U solution to the problem of conducting systematic 
field studies ;s to conduct uAMSCAM"-like investigations using bogus unau­
thorized disclosures instead of bribes; that is, for investigators to set­
up a situation where they have knowledge of who is guilty or innocent. The 
polygraph could be used to select guilty from innocent with a known base 
rate and ground truth. Such methods, of course, raise a number of ethical, 
legal and pragmatic questions and it is not clear whether they could pro­
vide definitive answers. They could not be used frequently nor with a wide 
range of techniques/situations. Conducting polygraph research presents 
serious conceptual and methodological problems; in the absence of such 
research, however, it will not be possible to develop fully an assessment 
of the validity of polygraph examinations. 

Conclusions 

The description in this section of factors affecting validity and 
potential countermeasures suggests that there ;s a great deal more to 
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understand about polygraph tests before one can be assured of its validity. 
Despite our lack of knowledge in certain areas, there are clearly things 
that can be done to improve validity. In part, the history of polygraph 
development over the past 15 to 20 years has been to systematize and im­
prove procedures. One central problem,- not adequately addressed by either 
the literature on improvements in validity or countermeasures, is the ex­
tent to which these factors affect error rates or affect numbers of incon­
clusives. For pol icy purposes, clearly such distinctions and a sense of 
the magn it ude of false dec i s ions is needed. Subst ant i a 1 research, beyond 
what is current 1 y av a i1 ab 1 e, woul d have to be conducted in order to answer 
such questions. 

CONCLUSIONS 

Introduction 

The primary purpose of this study is to evaluate the scientific ev;­
dence on polygraph validity. In order to do this, OTA studied the actual 
polygraph exmaination process, reviewed the results of prior research re­
views, analyzed a wide range of field and analog studies, and surveyed 
Federal agencies for any relevant research. 

A major conclusion ;s that polygraph testing is, in reality, a very 
complex process that varies widely in application. While the polygraph 
instrument itself is essentially the same for all applications, the purpose 
of the examination, type of individual tested, examiner training, setting 
of the examination, and type of questions asked, among other factors, can 
differ substantially. The instrument cannot itself detect deception. 
Therefore, the polygraph test requires the examiner to develop questions to 
be asked in each case, compare the physiological response (as measured by 
the instrument) to the different questions, and infer deception or truth­
fulness based on these comparisons. 

A second major conclusion is that no overall measure or single sta­
tistic of polygraph validity can be established based on available scienti­
fic evidence. The amount and quality of the evidence depends on the parti­
cular application. Some applications (e.~., the use of the polygraph in 
criminal investigations) have been fairlyneavily researched, while others 
(e.].., polygraph use in pre-employment screening) have had very little re­
search attention. 

Therefore, conclusions about polygraph val idity can only be made in 
the context of specific applications. The three types of applications dis­
cussed below are: specific-issue criminal invstigation, specific-issue 
screening investigation, and personnel security screening (including pre­
employment or pre-clearance and aperiodic). 

SpeCifiC-Issue Criminal Investigation 

A principal use of the polygraph test is as part of an investigation 
(usually conducted by law enforcement or private security officers) of a 
specific situation in which a criminal act has been alleged to have, or in 
fact has, taken place. This type of case is characterized by a prior in­
vestigation that both narrows the suspect list down to a very small number, 
and that develops significant information about the crime itself. When the 

298 Polygraph 1983, 12(3)



Off1ce of Technology Assessment 

polygraph is used in this context, the application is known as a specific­
issue or specific incident criminal investigation. 

Results of OTA review. This type of application of the polygraph is 
the only one to be extensively researched. OTA identified 6 prior reviews 
of such research (summarized in section 3). as well as 10 field and 12 
analog studies that met minimum scientific standards and were conducted 
using the control question technique (the most common technique used in 
criminal investigation; see section 2). Still, many of these research 
studies had various methodological problems that reduce the extent to which 
results can be generalized. In addition. only some question techniques 
have been' researched, and the effect of different types of examiners, sub­
j ects. and set t i ngs has not been systemat i ca 11 y exp 1 ored. Fi n ally, the 
basic theory (or theories) of how the polygraph test actually works has 
only been minimally researched. 

Nonetheless, this research is the best available source of evidence 
on which to evaluate the scientific validity of the polygraph for specific­
incidence criminal investigations. The results (for research on the con­
trol question technique) are summarized below: 

to 9B percent. 

o 10 individual field studies 
Correct guilty detections ranged from 70.6 to 98.6 percent. 

Correct innocent detections ranged from 12.5 percent to 94.1 per­
cent. 

-- Average correct guilty detection rate was 86.3 percent. 

-- Incorrect guilty detections (false positives) ranged from 0 to 75 
percent. 

-- Incorrect innocent detections (false negatives) ranged from 0 to 
29.4 percent. 

-- Average false positive rate was 19.1 percent (percent of innocent 
persons found deceptive.) 

-- Average fa 1 se neg at i ve rate was 10.2 percent (percent of gun ty 
persons found non-deceptive.) 

o 12 individual analog studies 
Correct guilty detections ranged from 35.4 to 100 percent. 

Correct innocent detections ranged from 5 to 91 percent. 

Average correct guilty detection rate was 64.1 percent. 

Average correct innocent detection rate was 54.B percent. 

False positives ranged from 4 to 50.7 percent. 

False negatives ranged from 0 to 2B.7 percent. 
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Average false positive rate was 16.1 percent. 

Average false negative rate was 11.4 percent. 

The wide variability of results from both prior research reviews and 
OTAls own review of individual studies makes it impossible to determine a 
specHic overall quantitative measure of polygraph validity. These varia­
tions in results in part reflect differences in research design. 

The preponderance of research evidence does indicate that, when the 
control question technique is used in specific-incident criminal investiga­
tions, the polygraph detects deception at a rate better than chance, but 
with significant error rates. Taking the averages for the 10 field and 12 
analog studies, the range of polygraph validity results can be summarized 
as follows: 

o correct guilty detections 
68 to 86 percent 

o correct innocent detections 
49 to 76 percent 

o false positives (innocent persons found deceptive) 
19 to 28 percent 

o false negatives (guilty persons found innocent) 
10 to 13 percent 

These figures are strictly averages for two groups of research stu­
dies. Another selection of studies would yield different results. Also, 
some researchers exclude inconclusive results from the base rate. OTA 
elected to include the inconclusives on the grounds that an inconclusive is 
an error in the sense that a guilty or innocent person has not been cor­
rectly identified. Exclusion of inconclusives would raise the overall ac­
curacy rates calculated. In practice, inconclusive results may be followed 
by a Pre-test or other investigations. 

Relevance to NSDD-84. However, there is only a limited scientHic 
basis for generalizing the results of the OTA review to the context of 
National Security Decision Directive 84. NSDO-84 authorizes the use of the 
polygraph in administrative as well as criminal investigations of unauthor­
ized disclosures of classified information. 

First, the Federal Bureau of Investigation has concluded that, even 
in a criminal context, "to date, no methodologically adequate study of con­
trol question techniques has been reported ... Inferences regarding the 
validity of control question examinations •.• rest upon the results of lab­
oratory studies conducted under highly dissimilar conditions" (FBI, 1983). 
The FBI is planning its own validity research. 

Second, the investigative conditions authorized by NSDD-84 may be 
quite different from conditions under which prior research was conducted 
or, for that matter, under which the FBI currently uses the polygraph. 
NSDO-84 does not specHy what type of investigative procedures will be fol­
lowed, how subj~cts will be selected or identified, who will conduct the 
exams, or what question techniques will be used. 

300 Polygraph 1983, 12(3)



Office of Technology Assessment 

Third, there is no validity research directly on the use of the poly­
graph in unauthorized disclosure investigations. The subject matter and 
perhaps subjects of these individuals will vary from the typical criminal 
investigation. 

On the other hand, to the extent polygraph use in unauthori zed di s­
closure investigations ;s similar to the way the FBI uses the polygraph in 
criminal investigations, there is at least some although not conclusive 
scientific basis for polygraph validity. 

Specific-Issue Screening Investigation 

The polygraph test is used by some private firms and on very rare 
occasion by some Federal agencies to screen a large number of people in 
connection with the investigation of a crime. 

NSDD-84 appears to permit such use of the polygraph in unauthorized 
di sclosure invest i gat ions, although the actual extent of NSDD-84 is un­
clear. 

There is no scientific basis for generalizing the results of the OTA 
review to establish polygraph validity in this application. First, no re­
search has been conducted on specific-issue screening use of the polygraph. 
Second, the screening conditions here are likely to vary even more than 
specific-issue criminal investigations from the conditions of the research 
studies reviewed by OTA. For one thing, much less information is likely to 
be known about the circumstances surrounding the unauthorized disclosure 
and possible suspects if the polygraph testing is not preceded by a conven­
tional investigation. This could translate into differences in the ques­
tions used, the behavior of the polygraph examiner, the motivation and res­
ponse of the subject, and the effectiveness of countermeasures. 

Third, the large-scale screening of the polygraph theoretically can 
be expected to result in Significantly higher error rates. The screening 
s ; t uat i on is most dependent on the so-called base rate of gUil t, that is, 
the percentge of the group of persons being screened that has engaged in 
the criminal (or otherwise proscribed) activity. If the percentage of 
guilty ;s small, say 5 percent (1 gu; lty person out of every 20 persons 
screened, or 50 out of 1,000), then even assuming a very high (95 percent) 
polygraph validity rate, the predictive value of the screening use of the 
polygraph would only be 50 percent. That is, for each 1,000 individuals 
screened, about 47 out of the 50 guilty persons would be correctly identi­
fied as deceptive, but 47 out of the 950 innocent persons would be incor­
rectly identified as deceptive (false positives). Thus of the 94 persons 
identified as deceptive, one-half would be innocent persons. For every 
person correct 1 y i dent if i ed as decept i ve, another person wou 1 d be i ncor­
rectly identified. 

As another example, if a lower polygraph validity rate is assumed 
(say 90 percent), then the predictive value would be expected to drop to 
about 33 percent. That is, for every person correctly identified as decep­
tive, 2 persons would be incorrectly identified (false positives). 

These are, of course, hypothetical examples, and have not been 
studied in field or analog research. Also, operating procedures of Federal 
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agencies C~.'.9.." quality control review, consideration of other investiga­
tory information) might override, catch, correct, or minimize false posi­
tive polygraph decisions. 

Nonetheless, the FBI, which outside of DOD and CIA, is the principal 
Federal agency that conducts polygraph examinations, prohibits the "use of 
the polygraph for dragnet-type screening of large numbers of suspects or as 
a substitute for logical investigation by conventional means" (FBI Poly­
graph Regulation 13-22.2(2), 1980). Furthermore, the FBI permits a poly­
graph examination to be administered only when "there is reasonable cause 
to believe that the person to be examined has knowledge of or was involved 
in the matter under inquiry or investigation, or if the person is withhold­
ing information relevant to the inquiry or investigation" (FBI Polygraph 
Re9ulation 13-22.4(2), 1980). 

Personnel Security Screening 

Draft revisions to the DOD polygraph regulations would authorize the 
use of the polygraph for determining initial and continuing eligibility of 
DOD civilian, military, and contractor personnel for access to highly 
classified information (Sensitive Compartmented Information and/or special 
access). The use of the polygraph in determining continuing eligibility 
would be on an aperiodic (i.e., irregular) basis (DOD, 1983). These are 
all known as personnel security applications of the polygraph. 

DOD research. OTA inquiries to all DOD components using the poly­
graph identified only one DOD research study on personnel screening use of 
the polygraph (Barland, 1981). The results of this study raise more ques­
tions than they answer, and certainly do not provide support for high poly­
graph validity in a screening situation. The limitations of the study re­
duce its applicability, but it is the only DOD polygraph screening research 
known to OTA. 

Other research. Three other studies were cited by the intelligence 
agencies (National Security Agency and Central Intelligence Agency) as pro­
viding support for personnel security use of the polygraph test. 

A 1975 field study (Edel and Jacoby) of polygraph screening of gov­
ernment job applicants (from an unidentified Federal agency) showed high 
consistency among the polygraph chart interpretations of different exami­
ners. But this study concluded nothing about validity and, furthermore, 
was not conducted in a national security context. 

A 1981 analog study (Correa and Adams) on pre-employment screening 
use, 75 percent of the responses of deceptive individuals were detected ac­
curately. Twenty-five percent were detected incorrectly. Any conclusions 
based on this study must be limited by the fact that the subjects were stu­
dents, and the questions and context had nothing to do with national secur­
ity. 

A 1980 survey conducted by the Director of Central Intelligence Sec­
urity Committee concluded that the polygraph was the most productive of all 
background investigation techniques. However, this was a utility study not 
a validity study, and had many limitations and qualifications. 
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OTA recognizes that NSA and CIA believe that the polygraph is a use­
ful screening tool. However, OIA concluded that the available research 
evidence does not establish the scientific validity of the polygraph for 
this purpose. 

In comments to OIA, the CIA agreed that the cumulative unclassified 
research evidence reviewed by OTA is not directly relevant to national 
security applications. However, the CIA does claim to have classified re­
search to support their use of the polygraph. OIA did not review this 
research. No other Federal agency, including NSA, has claimed to have rel­
evant research results that were not available for alA review on an unclas­
sified basis. 

False positives. One area of special concern in personnel security 
screening ;s the incorrect identification of innocent persons as deceptive. 
All other factors being equal, the low base rates of guilt in screening 
situations would lead to high false positive rates, even assuming very high 
polygraph validity. For example, a typical DOD polygraph screening situa­
tion might involve a base rate of 1 guilty person (e . .a., 1 person engaging 
in unauthorized disclosure) out of 1000 employees. Assuming that the poly­
graph is 95 percent valid, then, the 1 guilty person would be identified as 
decept i ve but so waul d 50 ; nnocent persons. The pred i ctl ve val; d ity wou 1 d 
be about 2 percent. Even if 99 percent polygraph validity is assumed, 
there would still be 10 false positives for every correct detection of a 
guilty person. 

Again, these are hypothetical examples that have not been the subject 
of field or analog research. NSA officials have agreed with the previous 
analysis as hypothetically correct. But NSA claims that they in fact have 
experienced a very low false positive rate and that, in any event, poly­
graph results are only one factor in making decisions and are subject to 
quality control checks and other reviews. It appears that NSA (and possi­
bly the CIA) use the polygraph not to determine deception or truthfulness 
per se, but as a technique of interrogation to encourage admissions. NSA 
has stated that the agency "does not use the !truth vs. deceptive! concept 
of polygraph examinations corrmonly used in criminal cases. Rather, the 
polygraph examination results that are most important to NSA security adju­
dicators are the data provided by the individual during the pre-test or 
post-test phase of the examination!! (NSA, 1983) • 

• 

The validity of the polygraph as used by NSA has not been researched. 
And. in general, this kind of application is potentially different in so 
many ways from the polygraph use in specific-incident criminal investiga­
tions that results of the OTA research review previously discussed cannot 
be generalized to the NSA situation. 

False neaatives/countermeasures. The primary purpose of the poly-
graph when use for personnel security screening is to detect persons who 
have or intend to participate in proscribed activities (e.~., unauthorized 
contact with a foreign agent, disclosure of classified Tnrormation). The 
concern with false negatives (guilty persons identified as non-deceptive) 
is that, apart from any errors inherent ;n the polygraph test itself, the 
guilty person may be able to escape detection through the use of counter­
measures. 
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The research on polygraph countermeasures (e.~., physical movement or 
pressure, drugs, hypnosis, biofeedback) has beenTimited and the results 
conflicting. This lack of research is particularly significant to the ex­
tent that the polygraph is used and relied upon for national security pur­
poses, since even a small false negative rate could have serious conse­
quences. Some research (e.~., Honts & Hodes, 1982) suggests that polygraph 
examiners may not be able to easily detect certain physical countermea­
sures. The research results for drug and psychological countermeasures are 
mi xed. 

However, in any event, those indi v i dua 1 s who the Feder a 1 Government 
would most want to detect (e.g., for legitimate national security viola­
tions) may well be the most motlvated and perhaps the best trained to avoid 
detection. 

Ethical issues. The use of the polygraph for personnel security 
screening could exacerbate ethical concerns. The ethical aspects of poly­
graph use are a matter of debate that is outside the primary focus of the 
OTA study. However, the proposed revisions to DOD polygraph regulations 
include certain provisions that have significance both for ethics and vali­
dity. 

As currently used in the Federal Government, with few exceptions, 
polygraph examinations are voluntary. That is, a person cannot be forced 
to take a polygraph test against his or her will. A refusal to take a 
polygraph test does not, or at least ;s not supposed to, result in adverse 
consequences. The only exceptions are NSA (and by extension, the CIA) and, 
under very limited conditions, the FBI. NSA notes that "the polygraph 
examination is part of the Agency's security processing. Failure to com­
plete processing may result in failure to be accepted for employment ll (NSA, 
1983). FBI regulations require that "polygraph examinations will be admin­
istered only to individuals who agree or volunteer to take an examination" 
(FBI Regulation 13-22.2(3)). The only exception is for certain FBI em­
ployees and appl icants under specified circumstances where "a refusal to be 
examined by polygraph may lead to an adverse inference being drawn"(FBI, 
1983) . 

The DOD proposal would provide that refusal to take a polygraph exam­
ination, when established as a requirement for selection or assignment or 
as a condition of access, may result in adverse consequences for the indi­
vidual. These include nonselection for assignment or employment, denial or 
revocation of clearance, or reassignment to a nonsensitive position. 

Under these circumstances, polygraph examinations would not be volun­
tary in the strict sense, since a refusal could result in penalties. Apart 
from the ethical and perhaps legal implications, conducting polygraph tests 
on this basis could affect test val idity. NSA has stated that, in conduct­
ing screening examinations, "[t]he full cooperation of the individual tak­
ing the test is essnetial or the results will be inconclusive"(NSA, 1983). 

Further Research 

OTA concluded that, to the extent that polygraph testing is going to 
continue to be used by the Federal Government, further research is needed. 
Possible research priorities include the following. 
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Research on POly~raph countermeasures. Since NSA and CIA are already 
heavily dependent onlle polygraph, their use alone justifies an intensi­
fied research effort on countermeasures. NSA and the Army Intelligence are 
planning such research, but the level of effort appears low (e . .9,.., $65,000 
pilot study in NSA) considering the consequences of false negatives. 

Personnel security screening validity. Given the almost total lack 
of research on thlS appllcation,further research is clearly necessary if 
there is to be any possibility of establishing a scientific basis for the 
personnel security screening use of polygraph testing. The Army's current 
la-year research program to develop a new state-of-the-art polygraph in­
strument should be reevaluated to determine if research priorities and 
direction need adjustment. As it stands now, validity issues will not be 
addressed until the late 1980s. 

Criminal investigation validity. There is no definitive study on the 
validity of Federal agency use of the polygraph in specific-incident crimi­
nal investigations. The planned FBI-Secret Service validity study is in­
tended to meet this need. However, the research plan should be subjected 
to extensive review by the scientific cormnunity and others before the re­
search approach is finalized. 

Polygraph theory. The basic theory of polygraph testing is only par­
tially developed. The testing process is complex and not amenable to easy 
understanding. A stronger theoretical base is needed for the entire range 
of polygraph applications. Basic polygraph research should consider the 
latest research from the fields of psychology, physiology, and medicine; 
comparison among question techniques; and measures of physiological res­
ponse. 
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